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AGREEMENT

35945

THIS AGREEMENT is made and entered, in duplicate, as of April 1, 2021 for

reference purposes only, pursuant to Resolution No. RES-20-0146 adopted by the City
Council of the City of Long Beach at its meeting on November 17, 2020, by and between
CELLCO PARTNERSHIP DBA VERIZON WIRELESS (“Contractor”), with a place of
business located at 15505 Sand Canyon Avenue, Irvineg, California 92618, and the CITY
OF LONG BEACH (“City”), a municipal corporation (“Agreement”).

WHEREAS, Section 1802 of the Long Beach City Charter permits the City to
make purchases under the purchasing contracts of other governmental agencies when
authorized to do so by a resolution; and

WHEREAS, the City requires mobile devices and cellular and data service
plans; and

WHEREAS, Cellco Partnership dba Verizon Wireless has an agreement with
the State of Utah acting for itself and on behalf of the National Association of State
Procurement Officials (NASPO) ValuePoint, the Master Agreement for wireless data, voice,
and accessories, Contract No. MA-152-1 (“Utah Contract’); and

WHEREAS, Resolution No. RES-20-0146 authorizes the City to purchase
mobile devices and cellular and data service plans by virtue of the Utah Contract;

NOW, THEREFORE, in consideration of the terms and conditions contained
in this Agreement, the parties agree as follows:

1. The Utah Contract with Contractor, attached hereto as Exhibit “A”, as
it may be amended from time-to-time (provided that Contractor will notify the City of any
changes to the Utah Contract that may affect services provided to the City under this
Agreement), is incorporated by this reference as if fully set forth, and the same terms and
conditions contained in the Utah Contract shall be applicable here except as follows:

A. The City is deemed a Participating Entity under the Utah

Contact, and will have the same rights and responsibilities for their purchases as
1
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the State of Utah has in the Utah Contract, including the same rights to any
indemnity or to recover any costs. By signing and entering into this Agreement, the
City certifies that they have obtained ali of the acknowledgements and approvals
required by state or local law or regulation, and will immediately notify Contractor of
any change in its eligibility to purchase under the Utah Contract. Contractor
reserves the right to terminate this Agreement if at any time it is determined that the
City is not eligible to purchase under the Utah Contract;

B. Contractor shall sell, furnish and deliver to the City, mobile
devices and cellular and data service plans of substantially the same type and kind
purchased under the Utah Contract. And City shall pay for the mobile devices and
cellular and data service plans in an annual amount not to exceed, including tax and
fees, Eight Hundred Fifty Thousand Dollars ($850,000), at the rates or charges
provided in the Utah Contract. To the extent that the Utah Contract and this
Agreement are inconsistent, the following priority shall govern: (1) this Agreement
and (2) the Utah Contract.

C. Payment for the mobile devices and cellular and data service
plans purchased from Contractor by the City shall be made by the City on delivery
to and acceptance of the mobile devices and cellular and data service plans by the
City and submittal of an invoice to'the City. Payment is due thirty {30) days after
the date of the invoice.

D. The term of this Agreement shall commence at midnight on
April 1,2021, and shall terminate at 11:59 p.m. on August 11, 2024, with the option
to renew for as long as the NASPO contract is in effect, at the discretion of the
City Manager provided, however, that this Agreement shall not extend beyond the
terms of the Utah Contract.

E. All warranties shall accrue to the City of Long Beach.

2. Neither this Agreement nor any money that becomes due to

Contractor under this Agreement may be assigned by Contractor without the prior written
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consent of the City Manager or his designee which shall not be unreasonably withheld.

3. Any notice given under this Agreement shall be in writing and
personally delivered or deposited in the U.S. Postal Service, return receipt, and shall be
delivered or mailed to Contractor at the relevant address first stated above, and fo the City
at 411 West Ocean Boulevard, Long Beach, California 90802 Attn: City Manager. Notice
shall be deemed given five days after deposit in the mail.

4, The terms appearing on the Utah Contract are incorporated in this
Agreement.

5. Contractor shall cooperate with the City in all matters relating to self-
accrual of use tax. Contractor shall contact the City Treasurer for additional information
regarding self-accrual.

6. This Agreement and all documents which are incorporated by
reference in this Agreement constitute the entire understanding between the parties and
supersede all other agreements, oral or written, with respect to the subject matter of this
Agreement.
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IN WITNESS WHEREOF, the parties have caused this document to be duly

executed with all formalities required by law as of the date first stated above.

CELLCO PARTNERSHIP DBA VERIZON
WIRELES

, 2021 L\i A\\[\ \gd-—-\ A

Name Clifton Miller Jr.
Title Director, State & Local ontracting (WLS)
Verizon Business Group

3 4 e i
CRMOMN 615, 2021 By
- U Name
N% PUBLIC Tite
PRINCE ng “Contractor”
$5Y COMBISSION DYPIRES February 11, 2024

CITY OF LONG BEACH, a municipal

corporation
M 25 , 2021 Ande 3. Dotro
! City Manager
EXECUTED PURSUANI
"City" TO SECTION 301 OF

) THE CIJY CHARTER

This Agreement is approved as to form on Jure 4 , 2021,

CHA 7ES PARKIN, Gity Attomey
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Contract#; MA 152-1

STATE OF UTAH COOPERATIVE CONTRACT

CONTRACTING PARTIES: This contract is between the Utah Division of Purchasing and the following Contractor:
Celico Partnership d/b/a Verizon Wireless

Name

10170 Junction Drive

Street Address

Annapolis Junction MD 20701
City State Zip

Vendor# 94253A Commodity Code#: 72551, 91579 Legal Status of Contractor: For-Profit Corporation

Contact Name: Doug Robertson Phane Number: 949-249-8700 Email: doug.robertson{@verizonwireless.com

CONTRACT PORTFOLIO NAME: NASPQO ValuePoint Wireless Data. Voice, and Accessories,

GENERAL PURPOSE OF CONTRACT: Wireless Data. Voice, and Accessories.

T ——— T — A A L i D ST D NS L,

PROCUREMENT: This contract is entered into a a result ofthe procurement process on FY 2019, Solicitation# CJ 18012

CONTRACT PERIOD: Effective Date: Monday, August 12, 2019, Termination Date: Sunday, August 11, 2024 unless terminated early
or extended in accordance with the terms and conditions ofthis contract.

Administrative Fee (if any): 8.25% on Corporate/Government Responsible (CR1J) accounts and 0.10% on Individual Responsible ORV).
Prompt Payment Discount Details (ifany): 5 Year cont'act that may be extended an additional 5 years.

ATTACHMENT A: Master Terms and Conditions ATTACHMENT L: Network Technology Questionnaire
ATTACHMENT B: Scope of Work ATTACHMENT M New Product Request Form
ATTACHMENT C Cost Sheet ' ATTACHMENT N: New Product Log
ATTACHMENT G: Plan Description ATTACHMENTS: Security Disclosures
ATTACHMENT H: Award Category T Reporting Template ATTACHMENT V: Award Category Sheet
ATTACHMENT t Award Category 2 Reporting Template ATTACHMENT W: Award Category Sheet

ATTACHMENT . Award Category 3 Reporting Template
Any conflicts between Attachment A and the other Attachments will be resolved in favor of Attachment A,

DOCUMENTS INCORPORATED INTO THIS CONTRACT BY REFERENCE BUT NOT ATTACHED:
a  All other goverrunental laws, regulations, or actions applicable o the goods and/or services authorized by this contract.
b. Utah Procurement Code, Procurement Rules, and Contractor's response to solicitation #CJ18012,

10. Each signatory below represents that he or she has the requisite authority to enter into this contract,

IN WITNESS WHEREOF, the parties sign and cause this contract to be executed. Notwithstanding verbal or other representations by
the parties, the "Effective Date" o fthis Contract shall be the date provided within Section 5 above.

CONTRACJFOR -

DIVISION OF PURCHASING

08/09/2019
Contracto# éig"ﬁafuﬁd/ Date Diirector, Division of Purchasing Date

Todd Loccisano, VP - Contract Management
Type or Print Name and Title

Internal Contract Tracking#: MA 152-1 Solicitation#: CJ 18012 Vendor#: 94253A



NASPOD
ValuePoint

Attachment A:
NASPO ValuePoint Master Agreement Terms and Conditions

1. Master Agreement Order of Precedence

a. Any Order placed under this Master Agreement shall consist of the following documents:

{1) A Participating Entity’s Participating Addendum {"PA");

{(2) NASPO ValuePoint Master Agreement Terms & Conditions;

(3) A Purchase Order and/or an attached Specifications or Statement of Work (SOW) for Category
3 of the Solicitation

(5) Contractor’s response to the Solicitation, as revised {if permitted) and accepted by the Lead
State.

(6} The Solicitation, NASPO ValuePoint - Wireless Data, Voice, and Accessories # CJ18012.

b. These documents shall be read to be consistent and complementary. Any conflict among these
documents shall be resolved by giving priority to these documents in the order listed above.
Contractor terms and conditions that apply to this Master Agreement are only those that are
expressly accepted by the Lead State and must be in writing and attached to this Master
Agreement as an Exhibit or Attachment.

2. Definitions

Acceptance is defined by the Uniform Commercial Code (UCC) or the applicable state commercial
code to the extent required by law. Acceptance shall not occur before the completion of delivery
in accordance with the Order, installation if required, and a reasonable time for inspection of the
Product.

Contractor means the person or entity delivering Products or performing services under the
terms and conditions set forth in this Master Agreement.

Corporate/Government Responsible {(CRU) accounts means Products purchased by a Purchasing
Entity under this Master Agreement,

Embedded Software means one or more software applications which come preloaded on

Equipment by the manufacturer, but does not include Saa$ or subscription software subjecttoa
separate license agreement.
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Equipment means any device and accessory sold under this Master Agreement.

Inteliectual Property means any and all patents, copyrights, service marks, trademarks, trade
secrets, trade names, patentable inventions, or other similar proprietary rights, in tangible or
intangible form, and zll rights, title, and interest therein.

Individual Responsible (IRU) Accounts means purchases made by employees of a Participating
State or Purchasing Entity for personal use.

Lead State means the State centrally administering any resulting Master Agreement(s).

Master Agreement means the underlying agreement executed by and between the Lead State
and the Contractor, as now or hereafter amended,

NASPQ ValuePoint is the cooperative contracting arm of the National Association of State
Procurement Offictals (NASPQ), a non-profit organization formed in 1947 to promote public
procurement throughout the country. NASPO ValuePoint facilitates administration of the NASPO
cooperative group contracting consortium of state chief procurement officials for the benefit of
state departments, institutions, agencies, and political subdivisions and other eligible entities
{i.e., colleges, school districts, counties, cities, some nonprofit organizations, etc.) for all states,
the District of Columbia, and territories of the United States. NASPO ValuePoint is identified in
the Master Agreement as the recipient of reports and the NASPO ValuePoint administrative fee;
and may perform contract administration functions relating to collecting and receliving reports
and fees, as well as other contract administration functions, as assighed by the Lead State,

NASPO ValuePoint Administrative Fee means the payment based on the amount of CRU and IRU
Account gross sales less any discounts, credits, taxes, fees, and shipping. The NASPO
Administrative Fee for IRU Accounts shall be calculated based only on Products purchased and
receiving a discount under this Master Agreement,

Order or Purchase Order means any written purchase order, sales order, contract or other
document used by a Participating Entity or Purchasing Entity to order the Products. Purchase
Orders shall not have additional terms and conditions that are not required by law or regulation.
Purchase Order terms and conditions that conflict with this Master Agreement or a Participating
Addendum will be considered void,

Participating Addendum means a bilateral agreement executed by a Contractor and a
Participating Entity incorporating this Master Agreement and any other additional Participating
Entity specific language or other requirements, e.g. ordering procedures specific to the
Participating Entity, entity-specific terms and conditions, or as mutually agreed upon between
the Parties.

Participating Entity means a state, or other legal entity, properly authorized to enter into a
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Participating Addendum.

Participating State means a state, the District of Columbia, or one of the territories of the United
States that is listed in the Request for Proposal as intending to participate. Upon execution of the
Participating Addendum, a Participating State becomes a Participating Entity; however, a state
listed in the Request for Proposal is not required to participate.

Product means any Equipment, software (including Embedded Software), software as a service
{“SaaS”), documentation, professional services, service or other deliverable supplied or created
by the Contractor pursuant to this Master Agreement. The term Products, supplies and services,
and products and services are used interchangeably in these terms and conditions.

Purchasing Entity means a state (as well as the District of Columbia and U.S territories), city,
county, district, other political subdivision of a State, and a nonprofit organization under the laws
of some states, authorized or otherwise eligible to place an order under the terms of this Master
Agreement, that issues a Purchase Order against a Participating Addendum and this Master
Agreement.

Statement of Work (SOW) means a document that details the work of Category 3 Products and
clarifies deliverables, costs, and timelines.

NASPO ValuePoint Program Provisions

3. Term of the Master Agreement

a. The Initial term of this Master Agreement is for Five (5) years from the last date of signature of
this Master Agreement. This Master Agreement may be extended beyond the original contract
period for up to Five (5) additional years at the Lead State’s discretion and by mutual agreement
and upon review of requirements of Participating Entities, current market conditions, and
Contractor performance,

b. The Master Agreement may be extended by mutual agreement for a reasonable period of time
in adherence to the Lead State’s Procurement Code, if in the judgment of the Lead State a follow-
on, competitive procurement will be unavoidably delayed (despite good faith efforts} beyond the
planned date of execution of the follow-on master agreement. This subsection shall not be
deemed to limit the authority of a Lead State under its state law otherwise to negotiate contract
extensions.

4. Amendments

The terms of this Master Agreement shall not be waived, altered, modified, supplemented or
amended in any manner whatsoever without prior written agreement of the Lead State and
Contractor,

Verizon Attachment A



5. Participants and Scope

a. Contractor may not deliver Products under this Master Agreement until a Participating
Addendum or other documentation acceptable to the Participating Entity and Contractor is
executed. Additional methods of ordering may be utilized if agreed to by the Lead State, NASPO
and the Contractor in writing. The NASPO ValuePoint Master Agreement Terms and Conditions
are applicable to any Order by a Purchasing Entity , except to the extent altered, modified,
supplemented or amended by a Participating Addendum or Statement of Work {or included in a
Purchase Order, as expressly required by a Purchasing Entity’s laws or regulations). By way of
illustration and not limitation, this authority may apply to unique delivery and invoicing
requirements, confidentiality requirements, defaults on Orders, governing law and venue
relating to Orders by a Participating Entity, indemnification, and insurance requirements.
Statutory or constitutional requirements relating to availability of funds may require specific
language in some Participating Addenda in order to comply with applicable law. The expectation
is that these alterations, modifications, supplements, or amendments will be addressed in the
Participating Addendum or, with the consent of the Purchasing Entity and Contractor, may be
Included in the ordering document (e.g. purchase order or contract) used by a Purchasing Entity
to place the Order.

b. Use of specific NASPO ValuePoint cooperative Master Agreements by state agencies and
political subdivisions are subject to the approval of the respective State Chief Procurement
Official. Other Participating Entities (including cooperatives} authorized by individual state
statutes to use state contracts including Native American government tribes and non-profit
organizations, may be subject to the approval of the respective State Chief Procurement Official
and/or their respective procurement rules. Issues of interpretation and eligibility for
participation are solely within the authority of the respective State Chief Procurement Official.

c. Obligations under this Master Agreement are limited to those Participating Entities who have
signed a Participating Addendum and Purchasing Entities within the scope of those Participating
Addenda. Unless prohibited under law or regulation, States or other entities permitted to
participate may use an informal competitive process to determine which Master Agreements to
participate in through execution of a Participating Addendum. Financial obligations of
Participating Entities who are states are limited to the orders placed by the departments or other
state agencies and Institutions having available funds. Participating Entities who are states incur
no financial obligations on behalf of other Purchasing Entities. Contractor shall email a fully
executed PDF copy of each state Participating Addendum to PA@naspovaluepoint.org to support
documentation of participation and posting in appropriate NASPO data bases.

e. Participating Addenda shall not be construed to amend the following provisions in this Master
Agreement hetween the Lead State and Contractor that prescribe NASPO ValuePoint Program
requirements: Term of the Master Agreement; Amendments to the Master Agreement;
Participants and Scope; Administrative Fee; NASPO ValuePoint Summary and Detailed Usage
Reports; NASPO ValuePoint Cooperative Program Marketing and Performance Review; Right to
Publish; Price and Rate Guarantee Period; and Individual Customers. Any such language shall be
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void and of no effect.

f. Participating Entities, which are not states, may under some circumstances sign their own
Participating Addendum. To the extent required by NASPO ValuePoint’s cooperative purchasing
program, or as otherwise may be required by applicable law, Participating Entities may be subject
to the consent to participation by the Chief Procurement Official of the state where the
Participating Entity is located. Reqguests for such participation are to be made through NASPO
ValuePoint. Any permission to participate through execution of a Participating Addendum or
placement of a purchase order, is not a determination that procurement authority exists in the
Participating Entity; each entity must ensure that it has the requisite procurement authority to
execute a Participating Addendum or to place an order under the Master Agreement.

g. Resale. “Resale” means any payment in exchange for transfer of Products or assignment of the
right to services. Subject to any specific conditions included in the solicitation or Contractor’s
proposal as accepted by the Lead State, or as explicitly permitted in a Participating Addendum,
Purchasing Entities may not resell Products. Absent any such condition or explicit permission,
this limitation does not prohibit: payments by employees of a Purchasing Entity for Products for
official use only; sales of Equipment to the general public or the Purchasing Entity’s employees
as surplus property in compliance with the Purchasing Entity's Surplus Property Program; and
fees associated with inventory transactions with other governmental or nonprofit entities
consistent with a Purchasing Entity’s applicable laws and regulations, Participating Addendum,
Purchase Order and/or User Agreement, Purchasing Entities are responsible for any taxes
associated with the resale of surplus property. Any sale or transfer permitted by this subsection
must be consistent with license rights granted for use of intellectual property.

If fraud or abuse is discovered (e.g., such as a repeated pattern of purchasing discounted devices
with service and disconnecting the service prior to the termination of the order or purchasing an
excessive number of accessories compared to the number of active lines on the account),
Contractor reserves the right to charge the full retail value for the Equipment and terminate the
Participating Addendum and/or Order,

6. Administrative Fees

a, The Contractor shall pay to NASPO ValuePoint, or its assignee, a NASPO ValuePoint
Administrative Fee of 0.25% on Corporate/Government Responsible (CRU) accounts and 0.10%
on all Individual Responsible (IRU} accounts no later than sixty (60} days following the end of each
calendar guarter. The NASPO ValuePoint Administrative Fee shall be submitted quarterly and is
based on all sales of products and services for both Corporate/Government Responsible (CRU}
and Individual Response {IRU) accounts under the Master Agreement (less any charges for taxes
or shipping}. The NASPO ValuePoint Administrative Fee is not negotiable.

b. Additionally, some states may require an additional fee be paid directly to the state only on

purchases made by Purchasing Entities within that state. For all such requests, the fee level,
payment method and schedule for such reports and payments will be incorporated into the
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Participating Addendum that is made a part of the Master Agreement. The Contractor may adjust
the Master Agreement pricing accordingly for purchases made by Purchasing Entities within the
jurisdiction of the state. All such agreements shall not affect the NASPO ValuePoint
Administrative Fee percentage or the prices paid by the Purchasing Entities outside the
jurisdiction of the state requesting the additional fee.

7. NASPO ValuePoint Summary and Detailed Usage Reports

In addition to reports required by this solicitation or otherwise agreed to by the Parties, the
Contractor shall provide the following NASPO ValuePoint reports.

a. Summary Sales Data. The Contractor shall submit quarterly sales reports directly to NASPO
ValuePoint using the NASPO ValuePoint Quarterly Sales/Administrative Fee Reporting Tool found
at http://calculator.naspovaluepoint.org. Any/all sales made under this Master Agreement shall
be reported as cumulative totals by state for Government Responsible accounts. A separate
report shall be submitted and reported as cumulative totals by state for Individual Responsible
{IRU) Accounts. Even if Contractor experiences zero sales during a calendar quarter, a report is
still required. Reports shall be due no later than forty-five days (45) days following the end of the
calendar quarter (as specified in the reporting tool}.

b. Detailed Sales Data. Contractor shall also report detailed sales data using the format provided
in Attachments H, |, ] and K. Reports are due on a quarterly basis and must be received by the
Lead State and NASPO ValuePoint Cooperative Development Team no later than forty-five (45}
days after the end of the reporting period. Reports shall be delivered to the Lead State and to
the NASPO ValuePaint Cooperative Development Team electronically through a designated
portal, email, CD-ROM, fiash drive or other method as determined by the Lead State and NASPO
ValuePoint. Detailed sales data reports shall include sales information for all sales under this
Master Agreement,

c. Reportable sales for the summary sales data report and detailed sales data report includes
sales to employees for personal use where authorized by the solicitation and the Participating
Addendum. Report data for employees should be limited to ONLY the state and entity that are
participating under the authority of (state and agency, city, county, schoal district, etc.) and the
amount of sales. No personal identification numbers, e.g. names, addresses, social security
numbers or any other numerical identifier, may be submitted with any report.

d. Contractor shall provide NASPO ValuePoint with an executive summary each quarter that
includes, at a minimum, a list of states with an active Participating Addendum and states that
Contractor is in negotiations with for a NASPO Participating Addendum. NASPO ValuePoint and
Contractor will determine the format and content of the executive summary. The executive
summary is due forty-five (45) days after the conclusion of each calendar quarter.

e. Timely submission of these reports is a material requirement of the Master Agreement. The
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Lead State and NASPO ValuePoint shall have a perpetual, irrevocable, non-exclusive, royalty free,
non-transferable right to modify, copy, and otherwise use reports, data and information provided
under this section. Any sharing of the data with anyone other the entities listed in Section f. below
requires the Contractor’s written authorization.

f. All Participating Entities and Purchasing Entities are deemed to have consented to the release
of any required reporting information to the Lead State, their respective Participating State and
NASPQ ValuePoint ({including information generally deemed Customer Proprietary Network
Information {CPNI) for purposes of monitoring the contract and calculating the fees that are due
and payable to NASPO ValuePoint for administering the contract. Participating Entities and
Purchasing Entities have a right to decline to release this information, however, they may not
purchase under the Master Agreement if they choose to do so.

8. NASPO ValuePoint Cooperative Program Marketing, Training, and Performance
Review

a. Contractor agrees to work cooperatively with NASPO ValuePoint personnel. Under a non-
disclosure agreement, Contractor agrees to present plans to NASPO ValuePoint for the
management and promotion of the Master Agreement.

b. Contractor agrees, absent anything to the contrary outlined in a Participating Addendum, to
consider a Purchasing Entity's proposed terms and conditions, as deemed important to the
Purchasing Entity, for possible inclusion into the customer agreement. Contractor will ensure
that theilr sales force is aware of this contracting option.

¢. Contractor agrees to participate in an annual contract performance review at a location
selected by the Lead State and NASPO ValuePoint, which may include a discussion of marketing
action plans, target strategies, marketing materials, as well as Contractor reporting and
timeliness of payment of administration fees.

d. Contractor acknowledges that the NASPO ValuePoint logos may not be used by Contractor in
sales and marketing until a logo use agreement is executed with NASPO ValuePoint.

e. The Lead State expects to evaluate the utilization of the Master Agreement at the annual
performance review. Lead State may, in its discretion, cancel the Master Agreement pursuant to
section 28 herein, or not exercise an option to renew, when Contractor utilization does not
warrant further administration of the Master Agreement. The Lead State may exercise its right
to not renew the Master Agreement if vendor fails to record or report revenue for three
consecutive quarters, upon 60-calendar day written notice to the Contractor. Cancellation based
on nonuse or under-utilization will not occur sooner than one year after award (or execution if
later) of the Master Agreement. This subsection does not limit the discretionary right of either
the Lead State or Contractor to cancel the Master Agreement pursuant to section 28 herein or ta
terminate for default pursuant to section 30 herein.
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f. Contractor agrees to notify the Lead State and NASPO ValuePoint of any contractual most-
favored-customer provisions in any Cooperative Purchasing Agreements that may affect the
promotion of this Master Agreements or whose terms provide for adjustments to future rates or
pricing based on rates, pricing in, or Orders from this master agreement. Upon request of the
Lead State or NASPO ValuePoint, Contractor shall provide a copy of any such provisions. For the
purposes of this paragraph, Cooperative Purchasing Agreement shall mean a cooperative
purchasing program facilitating public procurement solicitations and agreements using a lead-
agency model. This does not include contracts with any federal agency or any federal contract,

9. Right to Publish

Except for publicly available information, throughout the duration of this Master Agreement,
Contractor must secure from the Purchasing Entity and/or Lead State {based on which entity
holds the public record} prior approval for the release of information. This limitation does not
preclude publication about the award of the Master Agreement or marketing activities. The
Contractor shall not make any representations of NASPO ValuePoint’s opinion or position as to
the quality or effectiveness of the services that are the subject of this Master Agreement without
prior written consent. Failure to adhere to this requirement may result in termination of the
Master Agreement for cause,

10. Price and Rate Guarantee Period

Contracted prices represent ceiling prices for the supplies and services offered. Bid prices must
remain firm for the full term of the Master Agreement. Requests for price increases mustinclude
sufficient documentation supporting the request which shall not be effective unless approved by
the Lead State in writing. No retroactive adjustments to prices or rates will be allowed.

11. Individual Customers

Except to the extent modified by a Participating Addendum or SOW, each Purchasing Entity shall
follow the terms and conditions of the Master Agreement and applicable Participating
Addendum and will have the same rights and responsibilities for their purchases as the Lead State
has in the Master Agreement, including but not limited to, any indemnity or right to recover any
costs as such right is defined in the Master Agreement and applicable Participating Addendum
for their purchases. Each Purchasing Entity will be responsible for its own taxes, charges, fees,
and liabilities. The Contractor will apply the charges and invoice each Purchasing Entity
individually.

Administration of Orders

13. Ordering

a. The Contractor will have an ordering system that will allow for ordering documents to include
the Purchasing Entity’s purchase order number, this Master Agreement number or other
ordering number.

b. Purchasing Entities may define entity or project-specific requirements and informally
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compete the requirement among companies having a Master Agreement on an “as needed”
basis, This procedure may also be used when requirements are aggregated or other firm
commitments may be made to achieve reductions in pricing. This procedure may be modified
in Participating Addenda and adapted to the Purchasing Entity’s rules and policies. The
Purchasing Entity may in its sole discretion determine which Master Agreement Contractors
should be solicited for a quote. The Purchasing Entity may select the quote that it considers
most advantageous, cost and other factors considered.

¢. Each Purchasing Entity will identify and utilize its own appropriate purchasing procedure and
documentation. Contractor is expected to become familiar with the Purchasing Entities’ rules,
policies, and procedures regarding the ordering of Products, supplies and/or services
contemplated by this Master Agreement.

d. Contractor shall not begin work without a valid Purchase Order or other appropriate
commitment document under the law of the Purchasing Entity.

e. All Orders pursuant to this Master Agreement, at a minimum and where applicable, may
include the foilowing:

Packing Slip {with shipment)
e {tem Summary
o Product description
o SKU
o IMEI
o ICCID
o Retail Price
s Line Details
o Mobhile Number
o User Name
o Contract Term
s  Quantity
Price
Subtotal charges
Ship to Address
Order Number
Location Code
Date order was placed
Date order was processed
e Ship date
e Package ID

Order Summary Details {Delivered by Email)
e Order Number
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¢ Order Status

¢  Order Type

e Order Created by

e Order Date

e Ship Date

e Bill to Entity name and address
» Ship to name and address {may enter Purchasing Entity ordering information in text)
* Payment method

e Shipping courier

¢ Tracking number

¢ Mobhile Number

e DevicelD

¢ SIMID

¢ User Name

* Product description

e Quantity

* Plan and feature details

e Total charges

f. All communications concerning administration of Orders placed shall be furnished solely to the
authorized purchasing agent within the Purchasing Entity’s purchasing office, or to such other
individual identified in writing in the Order.

g. Orders must be placed pursuant to this Master Agreement prior to the termination date.
Contractor is reminded that financial obligations of Purchasing Entities payable after the current
applicable fiscal year are contingent upon agency funds for that purpose being appropriated,
budgeted, and otherwise made available,

h. Notwithstanding the expiration, cancellation or termination of this Master Agreement,
Contractor agrees to perform in accordance with the terms of any Orders then outstanding at
the time of such expiration, cancellation or termination.

14. Shipping and Delivery

a. All deliveries shall be F.O.B, destination with all transportation and handling charges paid by
the Contractor. Responsibility and liability for loss or damage shall remain with the Contractor
until final inspection and acceptance, when responsibility shall pass to the Purchasing Entity
except as to latent defects, fraud, and Contractor's warranty obligations. Any portion of an
order to be shipped without transportation charges that is backordered shall be shipped
without charge.

b. Unless otherwise instructed or not practicable, all deliveries will be “Inside Deliveries” as

designated by a representative of the Purchasing Entity placing the Order. Inside Delivery
refers to a delivery to other than a loading dock, front lobhy, or reception area. Specific
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delivery instructions will be noted on the order form. Any damage to the building’s interior,
scratched walls, damage to the freight elevator, or other damage caused by the Contractor
during the delivery of Products purchased under this Master Agreement will be the
responsibility of the Contractor. If damage does occut, it is the responsibility of the Contractor
to immediately notify the Purchasing Entity placing the Order. The Purchasing Entity shall
immediately notify the Contractor of any suspected damage by the Contractor’s agent,

¢, All new Products purchased under this Agreement must be delivered in the manufacturer’s
standard package. Costs shall include all packing and/or crating charges. Cases shall be of
durable construction, good condition, properly labeled and suitable in every respect for
storage and handling of contents. Each shipping carton shall be marked with the commodity,
brand, quantity, item code number.

15. Laws and Regulations

Any and all Products offered and furnished shall comply fully with all applicable Federal and State
laws and regulations.

16. Inspection and Acceptance

The inspection and Acceptance section below shall not apply to Category 3 Products from the
solicitation. The inspection and Acceptance for Category 3 Products shall be described in a
separate exhibit or contractual document and agreed to between the Purchasing Entity and the
Contractar.

a. This section is not intended to limit rights and remedies under the applicable state commercial
code or UCC.

b. All Products are subject to inspection at reasonable times and places before Acceptance, which
shall not exceed 30 days from the date of delivery. Upon inspection and if the Purchasing Entity
finds Products furnished to be incomplete or in non-compliance with bid specifications, the Buyer
may reject the Products and require Contractor to correct them without charge. if Contractor is
unable or refuses to correct such Products within a reasonable amount of time, the Purchasing
Entity may cancel the Order in whole or in part. Nothing in this paragraph shall adversely affect
the Buyer’s rights including the rights and remedies associated with revocation of acceptance
under the applicable state commercial code or UCC. Contractor shall provide prepaid shipping
labels for all Products returned under this paragraph.

¢. The warranty period shall begin upon Acceptance.

d. If the Product is not Accepted after inspection, a Purchasing Entity may, at its discretion, reject
the Product within the inspection time period described in paragraph b of this section. Upon
rejection, the Contractor will have fifteen {15) calendar days to cure. If after the cure period, the
Product still has not been Accepted, the Purchasing Entity may, at its option: {a) declare
Contractor to be in breach and terminate the Order; (b) demand a similar replacement Product
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from Contractor at no additional cost to Purchasing Entity; or, {c) continue the cure period for an
additional time period agreed upon by the Purchasing Entity and the Contractor. Contractor shall
provide packaging and prepaid shipping labels for Products not Accepted. No charges for
Products rejected shall be paid untii Acceptance has taken place.

17. Payment

Payment after Acceptance is due within 30 days following the date the Product is delivered or
instailed, or the date a correct invoice is received, whichever is later, unless otherwise specified
within the Order. After 45 days the Contractor may assess overdue account charges up to a
maximum rate of one percent per month on the outstanding balance, uniess a different late
payment amount is specified in a Participating Addendum, Order, or otherwise prescribed by
applicable law. Payments will be remitted by mail or electronic funds transfer {EFT). Payments
may be made via a State or political subdivision “Purchasing Card” with no additional charge.

18. Warranty

The Warranty section below shall not apply to Category 3 Products from the solicitation. The
Warranty for Category 3 Products shall be described in a separate exhibit or contractual
document, agreed to between the Purchasing Entity and the Contractor and no less than one (1)
year.

Unless specified in any other contract document pursuant to this Master Agreement, this
Warranty section governs. The Contractor warrants for a period of one year from Acceptance
that: {a) the Product will perform according to all specific claims that the Contractor made in its
response to the solicitation, (b} the Product Is suitable for the ordinary purposes for which such
Product is used, (c) the Product is suitable for any special purposes identified in the solicitation
or for which the Purchasing Entity has reasonably relied on the Contractor’s skill or judgment, (d)
the Product is designed and manufactured in a commercially reasonable manner, and (e) the
Product is free of material defects. Upon breach of the warranty, the Contractor will repair or
replace (at no charge to the Purchasing Entity, including, packaging and prepaid shipping labels)
the Product whose nonconformance is discovered and made known te the Contractor. The rights
and remedies of the parties under this warranty are in addition to any other rights and remedies
of the parties provided by law or equity, including, without limitation, actual damages, and, as
applicable and awarded under the law, to a prevailing party, reasonable attorneys’ fees and costs.

19. Title of Product

Upon Acceptance and payment by the Purchasing Entity, Contractor shall convey to Purchasing
Entity title to Equipment free and clear of all liens, encumbrances, or other security interests.
Transfer of title to the Equipment shall include an irrevocable and perpetual license to use any
Embedded Software in Equipment purchased. If Purchasing Entity subsequently transfers title of
the Equipment to another entity, Purchasing Entity shall have the right to transfer the license to
use the Embedded Software with the transfer of Equipment’s title. A subseguent transfer of this
Embedded Software shall be at no additional cost or charge to either Purchasing Entity or
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Purchasing Entity’s transferee,
20. License of Embedded Software

Contractor grants to the Purchasing Entity a non-exclusive, royalty free, perpetual license to use
the Embedded Software to achieve the purposes of the Master Agreement.

General Provisions

21, Insurance

a. Unless otherwise agreed in a Participating Addendum, Contractor shall, during the term of this
Master Agreement, maintain in full force and effect, the insurance described in this section.
Contractor shall acquire such insurance from an insurance carrier or carriers licensed, authorized
or permitted to conduct business in each Participating Entity’s state and having a rating of A-,
Class VII or better, in the most recently published edition of A.M. Best’s Insurance Reports.
Failure to buy and maintain the required insurance may resuit in this Master Agreement’s
termination or, at a Participating Entity’s option, result in termination of its Participating
Addendum.

b. Coverage shall be written on an occurrence basis. The limits shall be as indicated below;

(1) Commercial General Liability including premises operations, independent contractors,
products and completed operations, blanket contractual liability, personal injury),
advertising liability bodily injury (including death) and property damage, with a limit of $1
million per occurrence and $2 million general aggregate; unless otherwise required by
State law.

{2} Workers Compensation in compliance with the statutory requirements of the state(s)
of operation and Employers Liability with a limit of S$1 million each
accident/disease/policy limit insurance requirements.

c. Contractor shall pay premiums on all insurance policies. Upon receipt of notice from its
insurer(s) Contractor shall provide thirty {30) days’ prior written notice of cancellation to a
Participating Entity.

d. Prior to commencement of performance, Contractor shall provide to the Lead State a
certificate of insurance reasonably acceptable to the Lead State that (1) includes the Participating
States identified in the Request for Proposal as additional insureds as their interest may appear
under this Agreement, (2) the blanket additional insured endorsement, (3) provides that written
notice of canceliation shall be delivered in accordance with the policy provisions, and (4) provides
that the Contractor’s liability insurance policy shall be primary, with any liability insurance of any
Participating State as secondary and noncontributory. Unless otherwise agreed in any
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Participating Addendum, other state Participating Entities’ rights and Contractor’s obligations are
the same as those specified in the first sentence of this subsection except the endorsement is
provided to the applicable state.

e. Contractor shall furnish to the Lead State copies of certificates of all required insurance in a
form sufficient to show required coverage within thirty (30} calendar days of the execution of
this Master Agreement and prior to performing any work. Copies of renewal certificates of all
required insurance shall be furnished within thirty (30} days after any renewal date to the
applicable state Participating Entity. Failure to provide evidence of coverage may, at the sole
option of the Lead State, or any Participating Entity, result in this Master Agreement’s
termination or the termination of any Participating Addendum, respectively.

f. Coverage and limits shall not limit Contractor’s liability and obligations under this Master
Agreement, any Participating Addendum, or any Purchase Order.

22, Records Administration and Audit

a. The Contractor shall maintain books, records, documents, and other evidence pertaining to
this Master Agreement and Orders placed by Purchasing Entities under it to the extent and in
such detail as shall adequately reflect performance and administration of payments and fees.
Contractor shall permit the Lead State to examine, copy and/or transcribe Contractor's books,
documents, papers and records directly pertinent to this Master Agreement or Orders placed by
a Purchasing Entity under it for the purpose of making audits, examinations, excerpts, and
transcriptions to assure compliance with the terms hereof or to evaluate performance
hereunder. This right shall survive for a period of five (5) years following termination of this
Agreement or final payment for any Order placed by a Purchasing Entity against this Agreement,
whichever is later, or such longer period as is required by the Purchasing Entity’s state statutes,
to assure compliance with the terms hereof or to evaluate performance hereunder.,

To the extent required by law, the federal government (including the U.S. Comptroller General),
and any other duly authorized agent of a governmental agency may audit, inspect, examine, copy
and/or transcribe Contractor's books, documents, papers and records directly pertinent to this
Master Agreement or Orders placed by a Purchasing Entity under it for the purpose of making
audits, examinations to assure compliance with the terms hereof or to evaluate performance
hereunder. This right shall survive for a period of five (5} years following termination of this
Agreement or final payment for any Order placed by a Purchasing Entity against this Agreement,
whichever is later, or such longer period as is required by the Purchasing Entity’s state statutes,
to assure compliance with the terms hereof or to evaluate performance hereunder,

b. Upon notification and within a reasonable amount of time and without limiting any other
available remedies, the Contractor shall reimburse the Lead State, Participating Entity, or
Purchasing Entity for any overpayments inconsistent with the terms of the Master Agreement or
Orders; or the Purchasing Entity or NASPO ValuePoint for underpayment of Contractor’s
Administrative Fees.
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c. The rights and ohbligations herein exist in addition to any guality assurance obligation in the
Master Agreement requiring the Contractor to self-audit contract obligations. Contractor agrees
to keep and maintain full, true, and complete billing records, books, and documents as are
necessary to fully disclose to the Lead State or the United States Government, or their authorized
representatives, upon audits or reviews, sufficient information to determine compliance with this
Agreement and all state and federal regulations and statutes.

d. Participating Entities’ Rights. Contractor will provide each Participating Entity with reasonable
access to Contractor’s billing records, invoices, and price plan details related to the corresponding
Participating Entity’s payment and participation in the Master Agreement.

23. Confidentiality, Non-Disclosure, and Injunctive Relief

a. Confidentiality. Contractor acknowledges that it and its employees or agents may, in the course
of providing a Product under this Master Agreement, be exposed to or acquire information that
is confidential. Any and all information of any form that is marked as confidential, or information
which the Contractor believes to be Customer Proprietary Network Information (CPNI) pursuant
to federal law (specifically, 47 USC 222(h)). , or Personally [dentifiable Information (Pll) obtained
by Contractor or its employees or agents in the performance of this Master Agreement is
confidential information of Purchasing Entity (“Confidential Information”). Any reports or other
documents or items (including software) that result from the use of the Confidential Information
by Contractor shall be treated in the same manner as the Confidential Information. Confidential
Information does not include information that (1) is or becomes {other than by disclosure by
Contractor) publicly known; (2} is furnished by Purchasing Entity to others without restrictions
similar to those imposed by this Master Agreement; {3) is rightfully in Contractor’s possession
without the obligation of nondisclosure prior to the time of its disclosure under this Master
Agreement; (4) is obtained from a source other than Purchasing Entity without the obligation of
confidentiality, {5) is disclosed with the written consent of Purchasing Entity or; (6) is
independently developed by employees, agents or subcontractors of Contractor who can be
shown to have had no access to the Confidential information.

b. Non-Disclosure. Contractor shall hold Confidential information in confidence, using at least
the industry standard of confidentiality, and shall not copy, reproduce, sell, assign, license,
market, transfer or otherwise dispose of, give, or disclose Confidential Information to third
parties or use Confidential information for any purposes whatsoever other than what is
necessary to the performance of Orders placed under this Master Agreement. Contractor shall
advise each of its employees and agents of their obligations to keep Confidential Information
confidential. Contractor shall use commercially reasonable efforts to assist Purchasing Entity in
identifying and preventing any unauthorized use or disclosure of any Confidential Information.
Without limiting the generality of the foregoing, Contractor will use commercially reasonable
efforts to promptly notify the Purchasing Entity, applicable Participating Entity, and the Lead
State and assist in investigating and assessing the extent and nature of the unauthorized
disclosure. Notification is made based on statutory or contractual requirements. Contractor shall,
atits expense to the extent caused by Contractor or their agent, cooperate with Purchasing Entity
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in seeking injunctive or other equitable relief in the name of Purchasing Entity or Contractor
against any such person. Except as directed by Purchasing Entity, Contractor will not at any time
during or after the term of this Master Agreement disclose, directly or indirectly, any Confidential
Information to any person, except in accordance with this Master Agreement, and that upon
termination of this Master Agreement or at Purchasing Entity’s request, Contractor shall turn
over to Purchasing Entity, or certify the destruction of, all documents, papers, and other matter
in Contractor's possession that embody Confidential Information. Notwithstanding the
foregoing, Contractor may keep one copy of such Confidential Information necessary for quality
assurance, audits and evidence of the performance of this Master Agreement.

c. Injunctive Relief. Contractor acknowledges that breach of this section, including disclosure of
any Confidential Information, will cause irreparable injury to Purchasing Entity that is
inadequately compensable in damages. Accordingly, Purchasing Entity may seek and obtain
injunctive relief against the breach or threatened breach of the foregoing undertakings, in
addition to any other legal remedies that may be available. Contractor acknowledges and agrees
that the covenants contained herein are necessary for the protection of the legitimate business
interests of Purchasing Entity and are reasonable in scope and content.

d. Purchasing Entity Law. These provisions shall be applicable only to extent they are not in
conflict with the applicable public disclosure laws of any Purchasing Entity.

e. The rights granted to Purchasing Entities and Contractor’s obligations under this section shall
also extend to NASPO ValuePoint’s properly marked Confidential Information. To the extent
permitted by law, this provision does not apply to disclosure to the Lead State, a Participating
State, or any governmental entity exercising an audit, inspection, or examination pursuant to
section 22. To the extent permitted by law, Contractor shall notify the Lead State of the identity
of any entity seeking access to the Confidential Information described in this subsection.

f. Participating Entities are deemed to have consented to the sharing of CPNI and account
infarmation with the Lead State and NASPO ValuePoint as a condition of utilizing this contract
with its associated pricing. Said information will only be used for purposes of calculating the
administrative fees to which NASPO ValuePoint may be entitied for administering this contract.
Where such information is required by any Participating State, which may impose its own
administrative fee, such information may also only be used by it for purposes of calculating the
administrative fee to which it may be entitled.

24. Public Information

This Master Agreement and all related documents are subject to disclosure pursuant to the
Purchasing Entity’s public records laws.
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25. Assighment/Subcontracts

a. Contractor shall not assign, sell, transfer, subcontract or sublet rights, or delegate
responsibilities under this Master Agreement, in whole or in part, without the prior written
approval of the Lead State.

b. The Lead State reserves the right to assign any rights or duties, including written assignment
of contract administration duties to NASPO ValuePoint and another State.

26. Changes in Contractor Representation

The Contractor must notify the Lead State of changes in the Contractor’s key administrative
personnel (listed in the Contractor’s Solicitation response) managing the Master Agreement in
writing within 10 calendar days of the change. The Contractor agrees to propose replacement
key personnel having substantially equal or better education, training, and experlence that was
possessed by the key person proposed and evaluated in the Contractor’s proposal. Changes in
key personnel are subject to the written consent of the Lead State, which shall not be
unreasonably withheld,

27. independent Contractor
The Contractor shall be an independent contractor. Contractor shall have no authorization,
express or implied, to bind the Lead State, Participating States, other Participating Entities, or
Purchasing Entities to any agreements, settlements, liability or understanding whatsoever, and
agrees not to hold itself out as agent except as expressly set forth herein or as expressly agreed
in any Participating Addendum.

28. Cancellation

Unless otherwise stated, this Master Agreement may he canceled by either party upon 60 days
written notice prior to the effective date of the cancellation. Further, any Participating Entity
may cancel its participation upon 30 days written notice, unless otherwise limited or stated in
the Participating Addendum. Cancellation may be in whole or in part. Any cancelation under
this provision shall not affect the rights and obligations attending orders outstanding at the time
of cancellation, including any right of a Purchasing Entity to indemnification by the Contractor,
rights of payment for Products delivered and accepted, rights attending any warranty or default
in performance in association with any Order, and requirements for records administration and
audit. Cancellation of the Master Agreement due to Cantractor default may be Immediate.

29, Force Majeure

Neither party to this Master Agreement shall be held responsible for delay or default caused by
fire, riot, unusually severe weather, other acts of God, or war which are beyond that party's
reasonable control. The Lead State may terminate this Master Agreement after determining such
delay or default will reasonably prevent successful performance of the Master Agreement.
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30. Defaults and Remedies

a. The occurrence of any of the following events shall be an event of default under this Master
Agreement:

(1} Nonperformance of contractual requirements; or
(2} A breach of any material term or condition of this Master Agreement; or

(3) Any certification, representation or warranty by Contractor in response to the
solicitation or in this Master Agreement that proves to be untrue or matertally misleading;
or

(4) Institution of proceedings under any bankruptcy, insolvency, reorganization or similar
law, by or against Contractor, or the appointment of a receiver or similar officer for
Contractor or any of its property, which is not vacated or fully stayed within thirty (30)
calendar days after the institution or occurrence thereof that impairs Contractor’s ability
to perform under the contract; or

{5) Any default specified in another section of this Master Agreement.

b. Upon the occurrence of an event of default, the Lead State shall issue a written notice of
default, identifying the nature of the default, and providing a period of 15 calendar days in which
Contractor shall have an opportunity to cure the default.

Upon the occurrence of an event of default for Category 3 Products, the Lead State shall issue a
written notice of default and identify the nature of the default. Contractor shall have sixty {60}
days to cure, unless otherwise agreed by the Purchasing Entity and the Contractor in light of the
circumstances.

The Lead State shall not be required to provide advance written notice or a cure period and may
immediately terminate this Master Agreement in whole or in part if the Lead State, in its sole
discretion, determines that it is reasonably necessary to preserve public safety or prevent
immediate public crisis. Time allowed for cure shall not diminish or eliminate Contractor’s
liability for damages.

c, If Contractor is afforded an opportunity to cure and fails to cure the default within the period
specified above in Section b, Contractor shall be in breach of its obligations under this Master
Agreement and the Lead State shall have the right to exercise any or all of the following remedies:

(1} Exercise any remedy provided by law;

{2) Terminate this Master Agreement and any related Orders or portions thereof;
{3} (Intentionally Omitted);

{4} Suspend Contractor from being able to respond to future bid solicitations;

{5} Suspend Contractor’s performance; and

{6) Withhold payment until the default is remedied.
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d. Uniess otherwise specified in the Participating Addendum, in the event of a default under a
Participating Addendum, a Participating Entity shall provide a written notice of default as
described in this section and shall have all of the rights and remedies under this paragraph
regarding its participation in the Master Agreement, in addition to those set forth in its
Participating Addendum, Unless otherwise specified in a Purchase Order, a Purchasing Entity
shall provide written notice of default as described in this section and have all of the rights and
remedies under this paragraph and any applicable Participating Addendum with respect to an
Order placed by the Purchasing Entity. Nothing in these this Master Agreement Terms and
Conditions shall be construed to limit the rights and remedies available to a Purchasing Entity
under the applicable state commercial code or UCC.

e. In the event a Purchasing Entity is using Products in a way that is prohibited under this Master
Agreement, the Contractor shall provide fifteen (15) days written notice to the Purchasing Entity
and to the Lead State of the prohibited activity, with specificity, and of its intent to cancel the
Order in whole or in part, during which time the Purchasing Entity may cure the prohibited
activity. If after fifteen (15) days the Purchasing Entity does not cure the prohibited activity, the
Contractor may cancel the Order in whole or in part.

In the event a Purchasing Entity is suspected of using Products or services in a way not
contemplated under this Master Agreements and detrimental to the Contractor, the Contractor
may suspend any Products affected under this paragraph in whole or in part, entered Into as a
result of this Master Agreement. Upon suspension, the Contractor shall work with the Lead State,
Participating State and Purchasing Entity to reach and document the resolution, including but not
limited to Amending the Master Agreement, as may be agreed to by the Contractor and the Lead
State.

Further, any Participating State may cancel its participation upon thirty {30) days written notice,
unless otherwise limited or stated. Cancellation may be in whole or in party. Any cancellation
under this provision shall not affect the rights of any Participating Entity to indemnification by
the Contractor, Contractor's rights of payment for goods/services delivered and Accepted,
NASPO ValuePoint’s rights to payment of Administrative Fees, and each party’s rights attending
any warranty or default in performance in association with any order.

31. Waiver of Breach

Failure of the Lead State, Participating Entity, or Purchasing Entity to declare a default or enforce
any rights and remedies shall not operate as a waiver under this Master Agreement or
Participating Addendum. Any waiver by the Lead State, Participating Entity, or Purchasing Entity
must be in writing. Waiver by the Lead State or Participating Entity of any default, right or remedy
under this Master Agreement or Participating Addendum, or by Purchasing Entity with respect
to any Purchase Order, or breach of any terms or requirements of this Master Agreement, a
Participating Addendum, or Purchase Order shall not be construed or operate as a waiver of any
subsequent default or breach of such term or requirement, or of any other term or requirement
under this Master Agreement, Participating Addendum, or Purchase Order.
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32. Debarment

The Contractor certifies that neither it nor its principals are presently debarred, suspended,
proposed for debarment, declared ineligible, or voluntarily excluded from participation in this
transaction {contract) by any governmental department or agency. This certification represents
a recusring certification made at the time any Order is placed under this Master Agreement. If
the Contractor cannot certify this statement, attach a written explanation for review by the Lead
State.

33. indemnification

a. The Contractor shall defend, indemnify and hold harmiess NASPO and NASPO ValuePoint, the
Lead State, Participating Entities, and Purchasing Entities (“Indemnified Parties”), from and
against claims, damages or causes of action including reasonable attorneys’ fees and related
costs, for any death, injury, or damage to tangible property arising directly from negligent act(s),
error(s), or omission{s) or willful misconduct of the Contractor, its employees and agents relating
to the performance under the Master Agreement.

b. Indemnification — intellectual Property. The Contractor shall defend, indemnify and hold
harmiess Indemnified Party, from and against claims, damages or causes of action by third
parties, including reasonable attorneys’ fees and related costs, finally awarded or agreed upon in
settlement by Contractor arising out of the claim that the Product or its use, infringes Intellectual
Property rights ("Intellectual Property Claim"} of another person or entity.

Exception. Contractor will not be liable for claims, damages or causes of action by third parties
that are directly attributable to the negligent or willful misconduct of the Lead State, Participating
Entities, Purchasing Entities, NASPO and/or their respective employees, officers, and agents.

¢. Resolution of Claims andfor Termination of Product. With respect to any pending or
threatened Intellectual Property Claim, Verizon may in its discretion and at its own expense
obtain for Customer the right to continue using the Product, or alternatively replace or modify
the Product, so that the replaced or modified Product is non-infringing but materially functionally
equivalent. For Category 3 Products, “materially functional equivalent” shall mean the ability for
end points and relevant systems in use by Purchasing Entitles at the time of the Intellectual
Property Claim to continue to interoperate and integrate with the Contractor's SaaS. If
achievement of the foregoing is not commercially reasonable, Verizon may, in its sole discretion,
terminate the affected Product or remove the affected Product, without liability of either party
to the other for such termination, except for Customer’s obligation to pay all charges for the
affected Product incurred up to the time of such termination, and Verizon’s obligation to return
to Customer any amounts pre-paid for services which were not rendered.
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Exclusive Remedy. Section b. provides the sole remedies Indemnified Party, and the exclusive
obligations of Verizon and its Affiliates, in connection with any third party claim, action, suit or
other demand asserted against Indemnified Party which asserts infringement or
misappropriation of such third party’s intellectual property rights or is otherwise described in this
Section.

d. Control of Defense- If the Contractor promptly and reasonably investigates and defends any
Intellectual Property Claim, it shall have control over the defense and settlement of it; however,
the Indemnified Party must consent in writing for any money damages or obligations for which it
may be responsible {and such consent shall not be unreasonably withheld).

if the Contractor fails to pursue the defense of the Intellectual Property Claim, the indemnified
Party may assume the defense of it and the Contractor shall be liable for all reasonable costs and
expenses, including reasonable attorneys’ fees and related costs, incurred by the Indemnified
Party in the pursuit of the Intellectual Property Claim.

The Party controlling such defense shall keep the other party advised of the status of such action,
suit, proceeding or claim and the defense thereof and shall consider recommendations made by
the other party with respect thereto.

Cocoperation among the Parties:

The Indemnified Party shall furnish, at the Contractor’s reasonable request and expense,
information and assistance necessary for Contractor’s defense of the action or proceeding.

The Indemnified Party may, at its option and expense, also retain counsel of its choice to
participate in any action or proceeding with respect to such Claim; and Contractor and its legal
counsel shall cooperate with the Indemnified Party and its legal counsel in providing such
information as the Indemnified Party may reasonably request, in support of its defense. For the
avoidance of doubt, however, if Contractor has agreed to defend the Claim, it shall have ultimate
control over the defense of such Claim.

34. No Waiver of Sovereign Immunity

This section applies to a claim brought against the Participating Entities who are states only to
the extent Congress has appropriately abrogated the state’s sovereign immunity and is not
consent by the state to be sued in federal court. In no event shall this Master Agreement, any
Participating Addendum or any contract or any Purchase Order issued hereunder, or any act of
the Lead State, a Participating Entity, or a Purchasing Entity be a waiver of any form of defense
or immunity, whether sovereign immunity, governmental immunity, immunity based on the
Eleventh Amendment to the Constitution of the United States or otherwise, from any claim or
from the jurisdiction of any court.
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35. Governing Law and Venue

a. The Master Agreement shall be governed by the law of the state serving as Lead State. The
construction and effect of any Participating Addendum or Order against the Master Agreement
shall be governed by and construed in accordance with the laws of the Participating Entity’s or
Purchasing Entity’s State.

b. Venue for any claim, dispute or action concerning the terms of the Master Agreement shall be
in the state serving as Lead State. Venue for any claim, dispute, or action concerning any Order
placed against the Master Agreement or the effect of a Participating Addendum shall be in the
Purchasing Entity’s State.

c. If a claim is brought in a federal forum, then it must be brought and adjudicated solely and
exclusively within the United States District Court for (in decreasing order of priority}: the Lead
State for claims relating to the procurement, evaluation, award, or contract performance or
administration if the Lead State is a party; a Participating State if a named party; the state where
the Participating Entity or Purchasing Entity is located if either is a named party.

36. Assignment of Antitrust Rights

Contractor irrevocably assigns to a Participating Entity who is a state any claim for relief or cause
of action, identified by the Participating Entity, which the Contractor now has or which may
accrue to the Contractor in the future by reason of any violation of state or federal antitrust laws
{15 U.5.C. § 1-15 or a Participating Entity’s state antitrust provisions), as now in effect and as may
be amended from time to time, in connection with any goods or services provided in that state
for the purpose of carrying out the Contractor's obligations under this Master Agreement or
Participating Addendum, including, at the Participating Entity's option, the right to control any
such litigation on such claim for relief or cause of action. Breach of this clause will not constitute
a breach of, or invalidate any other part, provision or clause of this contract.

37. Contract Provisions for Orders Utilizing Federal Funds

Pursuant to Appendix Il to 2 Code of Federal Regulations (CFR) Part 200, Contract Provisions for
Non-Federal Entity Contracts Under Federal Awards, Orders funded with federal funds may have
additional mandatory contractual requirements or certifications that are applicable to the
Contractor and must be agreed to at the time the Order is placed or upon delivery. These federal
requirements may be proposed by Participating Entities in Participating Addenda and Purchasing
Entities for incorporation in Orders placed under this Master Agreement.

38. Entire Contract and Modification.

This Master Agreement and its integrated attachment{s) constitute the entire agreement of the
parties and such are intended as a compleie and exclusive statement of the promises,
representations, negotiations, discussions, and other agreements that may have been made in
connhection with the subject matter hereof. The terms of this Master Agreement shall not be
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waived, altered, modified, supplemented, or amended in any manner whatsoever without prior
written approval of the Lead State.

39, Signatures in Counterpart.

This Master Agreement may be signed in any number of counterparts, each of which shall be an
original, but all of which together shall constitute one ih the same instrument.
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MA152-1

Wireless Data, Voice, and Accessories
Attachment B

Scope of Work

Section 1: General

1.1 Background

The purpose of this Master Agreement is to provide Wireless Data, Veice, and Accessories for ail
Participating States. The Master Agreement may be used by state governments {including departments,
agencies, institutions), institutions of higher education, political subdivisions (i.e., cotleges, schoo!
districts, counties, cities, etc.), the District of Columbia, territories of the United States, and other
eligible entities subject to approval of the individual chief procurement official and compliance with
local statutory and regulatory provisions. The initial term of the master agreement shall be 5 {Five)
years with renewa! provisions for an additional 5 {Five) as outlined in Section 3 of the NASPO ValuePoint
Master Terms and Conditions (Attachment A).

1.2 Order of precedence

Per the NASPO ValuePoint Master Terms and Conditions, Participating Addenda (called “PA”) will have
precedence over the Master Agreement within the participating jurisdiction.
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1.3 Green Awards

End users of the Master Agreement may have requirements to purchase products and services that
adhere best practices of sustainability and environmental conscicusness. Contractor should anticipate
addressing these needs as they arise in the Participating Addendum process.

1.4 E-Rate

To the extent the services offered are subject to the E-rate discount program, all award Contract
Vendors must commit to participation in the Federal Communication Commission's E-rate discount
program established under authority of the Federal Telecommunications Commission Act of 1996.
Participation in, and implementation of, this program must be provided without the addition of any
service or administration fee by the Contract Vendor.

1.5 Net Neutrality

Recent changes by the Federal Communications Commission in their rules related to the issue of Net
Neutrality have increased state’s interest in promulgating their own law, rule and policies on this topic.
This solicitation will have no requirements related to Net Neutrality for the Master Agreements. It is
anticipated, that this issue will be pertinent in the Participating Addendum process. Potential
participating entities will be made aware of this consideration by the Lead State in a reasonable fashion.

Section 2: Categories of Award

2.0 Overview of Award Categories
The products and services for this contract are awarded in 3 {three) categories. These categories are:

Category 1- Celtular Wireless Services: This category will cover the basic cellular wireless transport
services for voice, data and messaging, as well as any new basic transport services that may be
introduced for applications like those defined for Internet of Things (IoT) applications. “Cellular wireless
transport” is defined to mean carrier provided wireless services that employ a radic access network
based on technologies defined by the Third Generation Parthership Program (3GPP). We are requesting
pricing for both traditional cellular plans that include a subsidized mobile device as well as bring your
own device (BYOD] plans where the user will supply their own mobile device and require only network
service from the carrier.

Category 2- Equipment and Accessories: This category includes any equipment or accessories operating
over cellular carrier provided network services or intended for use with cellular connected devices.

Category 3- Turnkey Wireless and loT Solutions that are offered as a product: This category includes any
of the wireless or 10T solutions or applications being offered as a compiete product by the cellular
wireless carriers or any aother Contractor(s}.

MA152-1 Wireless Data, Voice and Accessories Attachment B: SOW



2.1 Category 1- Cellular Wireless Services

This category will cover the basic cellular wireless transport services for voice, data and messaging, as
well as any new basic transport services that may be introduced for applications like those defined for
Internet of Things (10T} applications. “Cellular wireless transport” is defined to mean carrier provided
wireless services that employ a radio access network based on technologies defined by the Third
Generation Partnership Program {3GPP). We are requesting pricing for both traditional cellular plans
that include a subsidized mobile device as well as bring your own device (BYOD) plans where the user
will supply their own mobile device and require only network service from the carrier.

This Award Category is for National Award only.

2.1.1 Definitions

3rd Generation Partnership Project (3GPP) The international standards body that covers cellutar
telecommunications network technologies (hitp://www.3gpp.org).

3G Third generation of wireless mobile telecommunication technology as defined by the 3rd Generation
Partnership Project {3GPP).

4G Fourth generation of wireless mobile telecommunication technology as defined by the
3 Generation Partnership Project (3GPP).

5G Fifth generation of wireless mobile telecommunication technology as defined by the 3 Generation
Partnership Project (3GPP).

Bandwidth Throttling The mechanism a service provider uses to reduce the data network capacity
available to a user of its wireless services.

Bandwidth Throttling Threshold In “unlimited” cellular data plans, the data volume at which the carrier
begins instituting bandwidth throttling for the balance of the billing period.

Bring Your Own Device (BYOD) Plans where the user will supply their own mobile device and require
only network service from the carrier,

Cellular Wireless Carrier: A wireless carrier that owns the majority of its infrastructure and operates a
mobile wireless network primarily utilizing standards developed by the 3GPP.

Cellular Voice A wireless voice telephone service offered by the cellular carriers.

Celluiar Wireless Carrier-provided wireless services that employs a radio access network based on
technologies defined by the 3rd Generation Partnership Program (3GPP).

Coverage Area The geographic area in which a carrier provides service. When focated within this area, a
subscriber with a compatible device should be able to access usable wireless services on that carrier’s
netwark or its partner networks.
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FirstNet FirstNet is a government subsidized wireless network specifically designed for the needs of
public safety users; access to FirstNet services will be limited to defined categories of users related to
public safety. FirstNet was created under the Middle Class Tax Relief and lob Creation Act of 2012,

Individual Responsible (iR} Plan Discount Individual Responsible Accounts (“IRU”) are accounts for
products and services between Contractors awarded a contract under this solicitation and individuals
who are employees of eligible users of the Master Agreement. IRU accounts are for the personal use of
individual employees of eligible end users of the Master Agreement.

Corporate/Government Responsible (CRU) Plan CRU plans are plans that are purchased by end users of
the Master Agreement that is awarded from this solicitation.

Land Mobile Radio (LMR] Terrestrial-based, wireless communications systems, generally operating in the
frequency range below 1 GHz, and commaniy used by emergency responders to support voice and low-
speed data communications.

Mission Critical Push-to-Talk {(MCPTT) A new standard for public safety P17 systems (starting with 3GPP
Rel. 13) that also operates over the cellular carriers’ wireless networks and supports, among other
capabilities, the ability for wireless stations to discover and communicate directly with other system
users without relaying those transmissions through a cellular base station,

LTE (Long-Term Evolution) A 3GPP standard for high-speed cellular wireless communications.

Mobile Messaging The ability to compose and exchange electronic messages that may include text,
audio, video and other symbols between two or more users of mobile phones, tablets or other devices.

Public Safety The functions of government, which ensure the protection of citizens, persons in their
territory, organizations, and institutions against threats to their well-being.

Push-to-Talk {PTT) A method of wireless voice communications using a momentary button to switch the
wireless device from voice reception mode to transmit mode; in a cellutar PTT system, all transmissions
are relayed over the carrier’s radio channels and through a server installed in the carrier’s network
infrastructure. Transmissions are received by all stations within range of that particular radio channel
and are part of that broadcast group.

Quality of Service (0oS) Mechanisms employed in packet switching networks that allows them to
prioritize certain classes of traffic over others thereby providing better performance for those preferred
classes with regard to transit delay, jitter (variation in transit delay), and packet loss.

Short Message Service {[SMS}/Multimedia Messaging Service (MMS} Wireless services offered by the
cellular carriers allowing users to exchange short text {SMS) or audio/video files {MMS}. These services
are differentiated from other messaging services like Apple Messages and WhatsApp by the fact that
they are offered by the cellular carriers and are typically charged as a separate item on the service plan
along with voice and data.

Subsidized Plan Cellular plans where the carrier will provide a phone, or tablet at a subsidized price.

Wireless The transmitting of signals using radio waves instead of wires.
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Wireless Carrier A provider of wireless communications services that owns or controls all the elements
necessary to sell and deliver services 1o an end user including radio spectrum aflocation, wireless
network infrastructure, back haul infrastructure, billing, customer care, provisioning computer systems
and marketing and repair organizations.

Wireless Data A communication service offered by mobile carriers that allows users to access the
internet and other data services via its wireless networks using a smartphone, tablet or other cellular-
connected mobile device.

Wireless Plan A bundled subscription offering from a cellular carrier providing some combination of
services.

Wireless Priority Service (WPS) A government-directed emergency phone service managed by the
Department of Homeland Security’s Office of Emergency Communications (OEC). Like FirstNet for data
services, WPS provides priority network access to wireless voice service {2G or VoLTE) exclusively to
defined categories of qualified subscribers.

2.1.2 Subsequent Network Characteristics and Technology

This solicitation covers the addition of new technology and methods that are substantively similar to
existing 3G, 4G, and 5G Network characteristics.

2.1.3 Plans

Contractors will define the rate plans to be available under the Master Agreement that results from this
solicitation and must provide all details of every plan offered in Attachment G. At a minimum plan
details should include the items listed in Attachment G if applicable.

Subsidized Plans

Subsidized plans are those that include a device to connect to the wireless network as a part of the
monthly plan cost.

Bring Your Own Device Plans

Bring your own device plans are those that require the user to provide a device for connection to the
cellular network or to pay for a device separately from the monthly service plan.

2.1.4 Legacy Plans

Plans covered by the predecessor Master Agreements administered by the State of Nevada {Contract
No. 1907)(“Legacy Plans”} for purchasing entities who are currently enrolled will be included within the
scope of the Master Agreements awarded by this solicitation. All Legacy Plans must be described on
Attachment G: Plan Coverage Attachment.

Discontinuance of Plans

Contractor will maintain plans if they are being used. Contractor may discontinue any plan or feature
that has not had any active subscribers for at least the previous 90 days. Contractor to provide a
minimum of 90 days notice to Lead State if a Plan is to be discontinued to end users.
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2.1.5 Service Requirements

Designated Sales Point of Contact

Each Master Agreement awarded by this solicitation shall have a designated point of contact for sales
purposes,

Designated Customer Service Point of Contact

Each Master Agreement awarded by this solicitation shall have a designated point of contact for
Customer Service escalation purposes.

Designated Contract Manager

Each Master Agreement awarded by this solicitation shall have a designated peint of contact who
manages the contract and may be contacted by administrators of the Master Agreement or PAs.

2.1.6 Pricing Requirements

Subsidized Device Plans

Plans covered by the predecessor Master Agreements administered by the State of Nevada (Contract
No. 1907) that offered phones at no cost are to be included by the Master Agreements awarded by this
solicitation if the Contractor is awarded under this solicitation. For any new plans offered under this
contract, Proposers have the flexibility to include a subsidized phone in the plan cost or to require the
user to provide a device or pay for it separately.

Financing

Financing is allowed under the Master Agreement, but may be subject to each PA as some jurisdictions
may not allow Financing.

Individual Responsibie {IRU) Plan Discount

Pricing Discounts for Individual Responsible plans by public employees are to be stated on the Cost
sheet. See Section 5.

Waiver of Service Activation Fees

Service Activations Fees will not be allowed under the Master Agreements that derive from this
solicitation.

Number Porting

Carrier must provide wired or wireless number porting to/from the mobile device with no charges or
penalty.

Upgrade

Users must be able to upgrade or downgrade their service plan at any time with na limits and no
restarting of service line contract terms.

Cancellation Fees
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Carrier must provide for any participating entity the ability to cancel at least 25% of the active lines of
service under contract (subsidized device} in any given year with no early termination fees or other
cancellation fees.

Carrier must not assess any canceilation fee or early termination fee for any lines of service that are
provided under a Bring Your Own Device option where subsidized equipment is not included in the
monthly rate plan cost.

Activation and Billing

Carrier must not commence billing for a device until completion of an order and activation request is
executed by the participating entity representative, the user or another individual designated by the
participating entity representative. Specific billing and activation procedures may be refined within
Participating Addenda.

Cost Sheet

Contractor must populate the cost sheet Attachment C. The plans identified in Attachment C are to be
offered to end users and will be included in Attachment G. Contractor must also indicate a discount for
plans available under the master agreement that results from this solicitation., that are not entered into
Attachment C.

Plan Description

Contractor must include detailed descriptions of all new rate plans approved by the lead state by fully
populating Attachment G with complete details related to each plan and feature offered under this
contract.

Presentation

Contractors should propose plans that can be easily understoed without complex restrictions and terms.
Scoring will reflect the degree of concise and impactful plans — from flexibility and cost perspectives.

2.1.7 Internet of Things (loT) Services

Data plans related to Internet of Things services are covered by this award category. Please describe
your Internet of Things offering as it relates to Attachment L, Network Technology Questionnaire in your
proposal.

2.1.8 Pubiic Safety/Wireless Priority Service

2.1.8 PUBLIC SAFETY CATEGORY

The Wireless Services Provider {Contractor) will describe how their proposal if and how they
intend to provide an exclusive, dedicated broadband network for public safety communications
to public safety entities and first responders.
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Contractor will describe if and how they would provide for a dedicated network exclusive for
use by emergency response providers such as Federal, State, and local emergency public safety,
law enforcement, emergency response, emergency medical {including hospital emergency
facilities), and related personnel, agencies, and authorities; including Native American Tribes
(Sovereign Nations) or authorized tribal organization and rural communities, unincorporated
town or village, or other public entity.

Carriers will describe how their proposed services will have the ability to provide the most
comprehensive, reliable coverage and highest priority for emergency communications, such as:
» Broadband LTE network allowing first responders and other public safety personnel to
send and receive voice, data, video, images, push-to-talk and text without concerns
about network congestion,
* Mobile Devices
s  Mobile Device Management, to include Maintenance and Replacement
s Public Safety Applications and Solutions
e Assured Priority and Preemption when needed
¢ Network Security

Interoperability:

interoperability is critical to all public safety agencies, therefore; The Wireless Service Provider
(the Contractor), will describe how they enable comprehensive public safety broadband
interoperability at all levels including the sharing of priority and preemption protocols,
applications, and mission critical Push-to-Talk {MCPTT) communications and off-air device to
device communications during an emergency situation.

Deployable Access:

The Wireless Service Provider (the Contractor) will describe how they will provide cellular
connection in areas where service does not exist or where service fails during emergency
circumstances. The Wireless Service Provider will describe how they provide dedicated access
to Satellite Cell on Wheels and Portable Emergency Communications.

The Wireless Service Provider {Contractor) will describe additional deployable equipment for
dedicated access in areas where service does not exist or where service fails during emergency
situations.

Optional Services:
Additional Public Safety Services sold under the NASPO ValuePoint Master Agreement other
than the requirements listed, must be properly reviewed and approved by the lead state.

Option to Terminate:

The NASPO ValuePoint Master Agreement is an additional procuring mechanism. The Wireless
Service Provider (the Contractor) must agree; if a Public Service Entity chooses to utilize the
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NASPO ValuePoint Master Agreement, the procuring agency has the option to terminate their
agreement at any time without added fees or penalties for cancellation.

The Lead State may cancel the Public Safety/Wireless Priority Service portion of the Category
1 Scope at any time. If the Lead State chooses to cancel the Public Safety/Wireless Priority
Service portion of Category 1 Scope, it will provide contractors with 180 days notice.

No gther Terms and Conditions, End User Agreements, or any other terms will be offered with the new
product or service unless it is included in the Master Agreement.

2.2 Category 2- Equipment and Accessories

This category includes any equipment or accessories operating over cellular carrier provided network
services or intended for use with cellular connected devices.

This Award Category is for National Award only.

2.2.1 Definitions

Accessories Any equipment, component or add-on accessory intended for use with cellular connected
devices.

Equipment Any device operating over cellular carrier provided network. Does not include servers,
desktops or laptop computing devices.

Cellular Devices Any phones or other equipment used to connect over wireless services offered by
cellular carriers {Category 1).

2.2.2 Eligible Equipment and Accessories

Those products eligible as equipment and accessories under this solicitation, currently includes and may
be expanded as technology advances:

e Basic Cellular Devices

s Smartphones - i0S, Android, Other

e Stand Alone, Integrated or USB Dongle Cellular Modems

s Wi-Fi/Celiular Routers

» Tablets that are cellular-network connected

e Other equipment with a primary purpose for communicating over the cellular carrier networlk,
currently including:
o Sensors
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o Cellular-enabled Video cameras
*  Accessories:
Replacement Batteries
Cases & related accessories
Screen Protectors
Chargers
Cords / cables
Signal Boosters / antennae
Headsets and speakers for use with wireless devices

c Qo O 0 0 0 0

2.2.3 Service Requirements

Condition of Equipment and Accessaries

All equipment and accessories provided under this contact must be new, unused and properly
functioning when received by participating entity if priced as a new product.

Superseded, used, returned, or reconditioned items will be accepted if labelled as such in the sales
order.

Trial Period

Contractor may ailow for a designated trial period for testing/evaluating equipment and accessories
without additional charges or fees if applicable. Contractor will describe the timeframe for the ‘trial
period’ and procedures for implementing this policy in the sales invoice or purchase order.

Return of Equipment and Accessories

Any equipment or accessories that are not properly functioning when received by the participating
entity must be replaced by the contractor with new and properly functioning equipment or accessories
within 5 business days of the defective equipment or accessories being reported to the contractor.

Participating entities shall not be responsible for any costs related to the return and/ or replacement of
any equipment or accessories that are returned due to quality problems, duplicate shipments or other
shipping errors, outdated products or other issues related to non-compliance with terms of this
agreement. Contractors must confirm in writing to the end user when returns are received.

Participating entities shall not be assessed restocking fees or any other fees for items trialed and then
returned as unacceptable for any reason.

Contractor will alfow for equipment and accessory purchases at all retail stores open to the public. Sales
personnel at retail stores will be aware of pricing from the Master Agreement that resuits from this
solicitation,

2.2.4 Pricing
Cost Sheet

See Attachment C for details for Award Category 2.

Financing
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Financing is allowed under the Master Agreement, but may be subject to each PA as some jurisdictions
may not allow Financing.

Individuai Responsible {IRU]) Plan Discount

Pricing Discounts for equipment and accessories offered to public employees with individual
Responsible plans are to be stated on the Cost sheet (Attachment C). See section 5 for additional
details.

Shipping

Contractor if a Carrier must activate service on new equipment within 72 hours of request or shipping.

2.3 Category 3 — Internet of Things and other Turnkey Wireless Applications

This category includes any of the wireless or loT solutions or applications being offered as a complete
product by the cellular wireless carriers or any other Contractor(s).

This Award Category may be for National Award, or Regional Award at the indication of the
Contractor in their proposal. Contractors will indicate this preference in Attachment W,

Awards will be made in each individual sub-category of Category 3, not for Category 3 as a whole. An
award in one sub-categery does not entitle a vendor to offer products or services in any other
subcategories for which they were not specifically awarded,

2.3.1 Definitions

Turnkey Wireless Solution For the purpoeses of this solicitation a Turnkey Wireless Solution is an
integrated, on premise or hybrid system that includes three broad elements:

* End Points physical objects (things like sensors, cameras, end point devices, etc.) that contain
embedded technology to sense or interact with their internal state or external environment and
the ability to communicate with a remote application

+ Network Services a wireless communication network providing M2M communication services
or some other method of data transport connecting the dedicated physical objects with;

s Back Office Systems applications and central or back end systems {servers, software, operating
systems, storage, etc.).

2.3.2 Turnkey Wireless Solutions

A Proposal shall fully disclose what is included in the Turnkey Wireless Solutions, including all
operational components, training, services, equipment, licenses, third party agreements, any and all
fees and performance guarantees,

Products and services offered by carriers/Contractors under Legacy Plans that are now part of Category
3 awards under this solicitation will be part of the contracts that result from this solicitation if the
carrier/Contractors has also been awarded under that Category and Sub-category.
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For example: MDM products under legacy plans may only be offered under the new Master
Agreement if the Contractor is awarded under the MDM subcategory of Category 3 awards.

If an Contractor is not awarded a product under an Award Category 3 subcategory, but has provided a
product or service under Legacy Plans, the Contractor may continue to offer the product to end users
already under contract. The product may not be offered to new end users unless the Contractor has
won award of the subcategory.

Turnkey Wireless Soiutions Single Contract The provider offering a Turnkey Wireless Solutions may
utilize subcontractors and partners to provide various elements of the system, but the system including
ali licensing rights will be covered by a single contract between the end user that purchases the system
and the provider who is awarded a master agreement for this category of award.

Limited Related Service The provider shall provide support services as needed to install, maintain and
enhance the system over the life of the system. These Limited Related Services shall be included in the
system pricing. Installation services may be capped in proportion to the project at hand. The Proposal
shall describe all related services that are inciuded in the Turnkey Wireless System. The purchasing
entity shall have the option to purchase additicnal services at pricing offered by the proposer and
provide an hourly rate related to the project for the Additional Consulting or Integration Services.

Additional Consulting or integration Services

a. The purchasing entity shall have the ability to purchase consulting or integration services from
the provider.

b. Consulting Services — In Category 3, “Consulting Service” means planning, assessment and other
professional consulting services provided by the Contractor related to the public entities
planning, design, assessing, operating or maintaining an loT solution.

C. Additional Services — In Category 3, “Integration Service” means the process of making new loT
devices, data, platforms and applications, as well as existing IT assets (for example, business
applications, data, mobile, SaaS and legacy systems) work well together in the context of
implementing end-to-end loT business solutions.  Integration services are not part of turnkey
system or limited related service, but may be acquired from the provider or from a separate
integration service provider at the sole discretion of the purchasing entity.

Limited Related Service and Additional Consulting or Integration Services will be billed at an Hourly rate

will be included on the Cost Sheet {Attachment C) and wili be included in the Master Agreement. The
Hourly rate will be a blended rate and will encompass all related cost for these additional services.

2.3.3 Category 3 Subcategories of Award

See Attachment V for Category 3 Subcategory Definitions.

Right 1o Refresh

This category of master agreements (Turnkey Wireless Solutions) may be reopened and refreshed at
the sole discretion of the Lead State at any time. The refresh may allow additional Turnkey
Wireless Solutions offering in the broad scope or by specifically identified sub categories. The
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Lead State reserves the right to change the methodology for award for all or any subcategories
at the time of the refresh/reopen of the solicitation. Awards for Award Category 3 in any
refresh solicitation will be given the same contract term as the initial award.

Data Protection
The provider shali:

a. Specify the best available standards-based encryption technologies and options to protect
sensitive data, depending on the particular service mode! that you intend to provide under this
Master Agreement, while in transit or at rest.

b. Describe whether or not it is willing to sign relevant and applicable agreements that may be
necessary to protect data with a Purchasing Entity.

c. Describe how it will only use data for purposes defined in the Master Agreement, participating
addendum, or related service level agreement.

d. Specify its data disposal procedures, policies and destruction confirmation process

Subcontractors

Providers must explain for each Turnkey Wireless Solutions offered if they intend to provide it directly or
through the use of Subcontractors. Any Subcontractor that a Provider chooses to use in fulfilling the
requirements of the solicitation must also meet all Administrative, Business and Technical Requirements
of the RFP, as applicable to the solutions provided in this category.

a. Contractor must describe the extent to which it intends to use subcontractors to perform
contract requirements. Include each position providing service and provide a detailed
description of how the subcontractors are anticipated to be involved under the Master
Agreement.

b. If the subcontractor is known, provide the qualifications of the subcontractor te provide the
services; if not, describe how you will guarantee selection of a subcontractor that meets the
experience requirements of the RFP.

¢. Include a description of how the Contractor will ensure that all subcontractors and their
employees will meet all Statement of Work requirements.

2.3.4 Security For each Turnkey Wireless Solutions proposed include both a security disclosure
statement.

Contractors for Award Category 3 must submit answers to Attachment S,

2.3.5 Client Infrastructure Impact and Support

Contractors will be willing to provide a description of the impact and Support on End User infrastructure
upon request Assessment what impacts the Turnkey Wireless application will have on the infrastructure
used by purchasing entity, including the client’s network, data storage and client owned and operated

endpoints before installation. Contractor wiil at the time of purchase identify any support required by
the purchasing entity to support the proposed Turnkey Wireless Solutions.
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2.3.6 Client Infrastructure and Support

Unless the purchasing entity waives the requirement, the Contractor shall provide a description of the
Impact and Support on the End User infrastructure. This shall include an assessment of impacts the
Turnkey Wireless application will have on the infrastructure used by purchasing entity, including the
client’s network, data storage and client owned and operated endpoints before installation. The
description shall also identify any resources required by the purchasing entity to support the proposed
Turnkey Wireless Solutions.

2.3.7 Pricing Requirements

Cost Sheet

See Attachment C for details for Award Category 3.

No other Terms and Conditions, End User Agreements, or any other terms will be offered
with the new product or service unless it is included in the Master Agreement at formation or
by Amendment.

Section 3: Adding New Products and Services

The Lead State anticipates establishing a process for regular communication with contractors and
addition of new products and services. Addition of new products will be treated differently based on
which category of award covers the product or service.

3.1 General Requirements

The Lead State, along with the sourcing committee of this Solicitation will review and add new products
and services to the Master Agreements outlined below. The Lead State reserves the right to modify this
process to ensure open, transparent and reasonable review of proposed new products and services.

3.2 New Products added under Award Category 1

For new service plans under Award Category 1, Carriers may add new plans as they become available to
end users, so long as the plans are added to Attachment G, Contract Coverage Attachment, at the next
guarterly update and therefore incorporated into the Master Agreement. If the new plans are not
added to Attachment G at the next quarterly update, they will not be included within the scope of the
Master Agreementis that result from this solicitation. Once plans are incorporated into the Master
Agreement in this manner, they are subject to the termination restrictions in section 2.1.4,

3.3 New Products added under Award Category 2

Contractors may add new products under Award Category 2 at any time as long as they fall within the
scope of that award category. The Lead State reserves the right to make the determination of whether
a product falls within award category 2.

MA152-1 Wireless Data, Voice and Accessories Attachment B: SOW



3.4 New Products added under Award Category 3

For new products under Award Category 3, Contractors must submit a request to the Lead State and
sourcing team for consideration using Attachment N. All new products under Award Category 3 will be
allowed only through amendment of the Master Agreements that result from this solicitation.

After consultation with the sourcing team, the Lead State may choose to include the new product under
the Master Agreements by amendment. The Contractor will provide an updated Attachment G at the
next quarterly update for public distribution.

3.4.1 New Product Request Form

The New Product Request form will be submitted to the Lead State to request any new products or
services under Award Category 3(5ee Attachment M}.

Proposed additional terms and conditions, end user agreements or refated materials to be used with the
new product must be included with the New Product Request form to be considered for addition to the
Master Agreement. Terms and Conditions for additional products/services may be negotiated by the
Lead State before addition.

3.4.2 New Product Request Log

All new added products and services under Award Category 3 will be included on Attachment N, Request
Log sheet that will include Lead State recommendations and observations. This fog will be included in
the contract file and will be available for public view.

3.4.3 Quarterly Amendments

The Lead State expects to conduct quarterly amendments of the Master Agreement to add new
products and services under Award Category 3. The Lead State reserves the right to amend, or not
amend the Master Agreement at any time.

Terms and Conditions not included in the addition of new products for Award Category 3 will not be part
of any agreement with end users. Contractors will present end users only with the Terms and
Conditions agreed to by the parties in the Master Agreement Amendment.

3.4.4 Terms and Conditions Compliance with Master Agreement

All Products offered under Award Category 3 shall comply fully with all applicable Federal and State laws
and regulations. The Order of Precedence clause in the NASPO ValuePoint Master Agreement Terms and
Conditions and/or Participating Addendum wili control in the event of any conflict between the NASPO
ValuePoint Master Agreement and/or Participating Addendum and the Product Terms and Conditions.
Any third-party product provider must agree to the Master Agreement Terms and Conditions.

3.5 Quarterly Call/Meeting

The Lead State expects to have a call with contractors every quarter to discuss the status of the
contracts, discuss proposed new products and services, and any other issues that may arise regarding
the contract. These calls/meetings will be scheduled at mutually agreed upon times.
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3.6 Terms and Conditions Compliance with Master Agreement

Any and all Products offered and furnished under any award category shall comply fully with all
applicable Federal and State laws and regulations. The Order of Precedence clause in the NASPO
ValuePoint Master Agreement Terms and Conditions and/or Participating Addendum will contro! in the
event of any conflict between the NASPO ValuePoint Master Agreement and/or Participating Addendum
and the Product Terms and Conditions. Any third-party product provider must agree to the Master
Agreement Terms and Conditions.

Section 4: Individual Responsible Account Discounts

4.1 Individual Responsible Account Definition

Individual Responsible Accounts (“IRU”) are accounts for products and services between Contractors
awarded a contract under this solicitation and individuals who are employees of eligible users of the
Master Agreement. {RU accounts are for the personal use of individual employees of eligible end users
of the Master Agreement. IRU discount offerings are not required by Contractors but are scored as a
Technical Scorable Criteria for Award Category 1.

All other plans used under this contract by eligible end users are Government/Corporate Responsible
Plans {CRU).45.2 Corporate Responsible Account Definition

Corporate Responsible Accounts {“CRU”") are accounts for end users of the Master Agreement.
4.3 Discount for Individual Responsible Account offerings

Contractors will indicate what, if any discount they aliow for IRU accounts under this Master Agreement.
This discount is entered in their Costsheet (Attachment C} and be included in the Master Agreement.

Section 5: Reporting

5.1 General Requirements

5.1.1 Reporting shall be provided in the format required by NASPO VzluePoint:
6.1.1.1 Attachment H (Award Category 1)
6.1.1.2 Attachment | (Award Category 2)
6.1.1.3 Attachment J {Award Category 3)

5.1.2 Attachment G: Contract Coverage Attachment

Contractors under the Master Agreement that results from this contract will submit
quarterly Attachment G to the Lead State. This attachment is intended to encapsulate the
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plans, services and offerings of the contractor. This would include any legacy and current
offerings, including the plans entered on Attachment C. (anything that would be covered by
the Master Agreement).

For Award Category 1, all legacy plans that have a discount under the Current Nevada
Master Agreement must continue the discount to be covered by the Master Agreement that
results from this solicitation. Al legacy plans that do not have a discount under the Current
Nevada Master Agreement may continue to have no discount under the Master Agreement
that results from this solicitation

Attachment G must be submitted by Contractors awarded under Award Cotegory 1, Award
Category 3 and Award Category 4.

individual participating entities may request specific equipment sales summaries, which
shall be provided at no cost.

Upon request, provide reporting elements and/or management reports related to usage for
services that are available and would optimize the participating entity’s ability to assess
utifization and cost.

Be able to provide custom reports as may be requested by individual participating entities.
Describe in general, the level of sophistication and compiexity, custom usage report data that
you can provide to the participating entities. Vendors should provide a sample report with their
proposal.

Upon request, provide subscribers with usage reports which include full itemization of call

details (such as the information on the Contractor's standard bill for consumer accounts) to
enable verification of usage including: (1) call date, call number call length, call time, and (2)
plan cost, per minute charges, overage cost, additional features charges and other fees, etc.

5.2 Quarterly Call/Meeting

Contractors must be available for a quarterly meeting by phone, video conference, or in person to
discuss contract concerns, developments and any upcoming additional products or services related to
reporting.

5.4 Usage Reports (Other States)

Other States and participating entities may have alternate reporting requirements and will be addressed
by their Participating Addendum,.
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Section 6: Pricing Landing Page

6.1 General

NASPO ValuePoint will develop a pricing landing page {(webpage} to display contractor pricing in
several key areas on an ongoing basis. It is anticipated that the end users will be able to use this
Pricing Landing page as a tool to aid in pricing and negotiating plans and device accessory
purchases from all awarded contractors. Contractors are expected to provide certain required
fields for the Pricing Landing Page. This Section applies only to Category 1 awards.

6.2 Pricing Landing Page Requirements
6.2.1 General Requirements

The Pricing Landing Page will consist of a webpage to allow for quick reference of plans, equipment,
accessories and services offered by contractors. Contractors may update the required fields at their
discretion whenever they wish. The fields must be populated by contractors.

6.2.2 for Carriers/Contractors {Awarded under Category 1)

At the onset of the contract, Carriers/Contractors will be required to enter in pricing plans for the
following scenarios that are found in Attachment C (Costsheet}:

e Plans that include a subsidized device in the monthly rate plan cost
o Basic phone with unlimited voice and messaging

Smartphone - 4 Gig of data, unlimited voice & messaging

Smartphone - 300 minutes of voice, unlimited data & messaging

Smartphone - unlimited data, voice & messaging

data only - low - 150 kb

data only - moderate - 4 Gig
o data only - unlimited data

® Plans that require user to supply the device or pay for it separately
o Smartphone - 4 Gig of data, unlimited voice & messaging

Smartphone - unlimited data, voice & messaging

Tablet - 1 Gig of data

Tablet - shares data with other devices

data only - fow - 150 kb

data only - moderate - 4 Gig

data only - unlimited data

o O © O O

O 0 0 C 0 0

These categories have been identified as representing the rate plans and services that are most

commaonly purchased by NASPO Participating Entities. The categories may be changed as desired by the
contractor by submitting updates to NASPO ValuePoint.
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6.3 Pricing Landing Page Features

Pricing information

The Lead state will develop a required reporting based on the 14 scenarios listed in Attachment C for the
landing page. The lead state reserves the right to determine requirements.

Disclaimers

Clear disclaimers to end users that all pricing reflects contractors best estimates for hypothetical use
cases and does not represent local fees, taxes and potential discounts available at specific locations

Point of Contact Information

Sales, Customer Service and Contract Administration point of contact information for ease of reference
Current Offers

Current Discounts, Offers, and Specials availabte to end users, This would be done on a national basis.
Disclaimers for reasonable variance will be allowed at the discretion of the lead state.

Section 7: Administration of Contracts

7.1 Quarterly Amendment

The Lead State anticipates it will provide for regular quarterly amendments to the Master Agreement if
there is a need to add new products or services. {Section 4). The Lead State at its discretion may elect to
amend the Master Agreement at any time.

7.2 Quarterly Call

The Lead State and sourcing team intend to hold quarterly calls to facilitate new products/services,
discuss the administration of the Master Agreements, and all other applicable aspects of the master.
agreement.

7.3 Annual Meeting

Contractors must be available for an annual meeting in person to discuss continuing administration of
the contract. The Lead State anticipates meeting once a year in person to facilitate more in depth
communication. The location of in-person meetings will be in The Salt Lake City area, or elsewhere at
the discretion of the Lead State.

7.4 Published Documents

The Lead State intends to publish all new product/service request forms, new product logs, and any
sourcing committee recommendations and notes related for reference. End users may use these
documents to aid in their purchasing decisions.
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fhasic phone - unlimited voica & messaging

MA152-1 Attachment C Costsheet

Award Category

*menthly roiz covers 1 user far network access on o

- {cwrent in stock subsidized Rasle phone

“unfimited voice talk mdnttes i the 15

. “anfimited messogiae fron: the 125, to ather
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*monthly rate covers I user for metwark oceess asing @

- fnon-subsidized Seeartphooe device
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*unlimited messoing from the 5. 1o other countries
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*No demestic rooming charges

Flowerge lathudes the Verizan Wireless network

3038
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countries *Linlienited 4G data sliawance (Verizon will reduce spesds
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alleuarice) *Videa applicarions will stream az 450p
*data avercte mte: 31Q/GH 4 i g tang distaace charges
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obite hatspat ucluded futtives plan's data hatspot included futifizes pian's dota allawance)
i " | tdates overate rate: S10/68
il oiamie reté: S10/G *Ha damestic roaming charges
<Ny domasiie, i M trchudes the Verffen
data only - moderate- 4 Gig monthiy T user for nehwork. Fata only - madarats - 4 Gig monthiy rote covers 1 iser far petwork arcess ising o
-uTENT I STock d. | bfdized muobife ice fe.5. MiF,
{e.. MIFL, alrcord, tetpack) aircard Jerpack)
*4GH of 46 duto alowante, dees not roflaver #4G8 of 46 doto afownnce, does nat rlfover
* Data Is paaled with non-Legory datn aflowance -+ bta ks d it tegacy data off bosed
& $30.00 .04 5120 Joosed plans oa the aceount (Sasts, Smartphone- 13 s25.00 | o001 $0.25  fokm on th t {Blasi 4GB,
T + JeGE, 150K8/468-Dala Gy, and 1GA Tahlet} [Data Only, and 168 Tablet}
-+ Mobile hotspot Included futifizes glon's data * Motile hotspor inciudied (nifizes plon's dota oflowenca)
olfowante) *oatu overnte mle: S10/8
ote overale rate: S10/GH *No domestic roaming charges
ey oo chanes * the Verlran Wicelass nabuaik
Fdata only - ualimited data r:munthﬁ-nm covers 1 user far nenuOrk access on o data oaly - wnlimited data B Y bly rate covers Luser for
* fewrrent in stock sobsidired moebile broadband devier . {nonsuhadfred mobife broodband deviee fe.q. MIF,
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Defender Sarles for
[Otter Box iPhone 6/565 $37.49 $48.99] 25.00%)
Cummuter Series for . $20.74
[Otter Box iPhone 6/6s 52624 $34.99, 25.00%) s -_' -
Dualfro for iPhone : |
Incipia 8 1/65f6 $22.49 $29.99] 25.00%)
IswisibieShield Glass for
ZAGS iPhone 8/7/65/5 52093 539,99 25.00%]
Tempered Glass
* {Protector for $22.49
Verizon. L iPBIPT/iPG/iPEs Plus $18.74 $24.59 25.00%; B ':
Hyhrid Glass Screen
Protectar for Samsung !
Verizon Gataxy 57 £18.74 $24.99 25,000}
2.4 Apple Lighting Wall
[Xentds Chazger 82249 429,95} 25.00%}
2.4A Micea USS Push $24.99
[Xentris Bustan Travel Charger $22.49 $29.99] 25.00%} AR
USB-C Power Celivery
Dentris 2.0 Travel Charger $29.99 $39.95| 25.00%)
M70 Bluetaoth Mona
[#lantronics . JHeadset 51249 $29.95 25.50%]
- §ink'd 2.0 in-ear wfmic i . &19.99
[Skulicandy olack/Black £14.99 $19.99; 25.00%] X s
) 13 5eom Fush 16 Talk )
[Varizon Stereo Headset 522,49 529,99 25,608
Clip 2 Portable
$hivetooth Speaker,
BL “fBlack 544.99 $59.99] 25.00% .
i 46499 -
Freeway Bluetanth In- ’
Car Speakerghone $74.59 599,99 25,00%)
L JFitp 4 Black $74.59 $59.99 25.00%)
$0.00
Hasic Celf Phane 50.00 e
$0.00
$0.00
Push to Talk Davice ' 40.00 -40.00
$0.00
$0.06 o
martPhones $0,00 : . $C.00
$0.00 )
40,00
ahlets. 30,00 $0.00
$0.00
40,00
Cellular Modems
‘fstand alone, integrated or USE 000 $0.00
$0.00
$0.00
MIFi Hot Spots $0.00 $0,00
30.00
30.00 .
Wiki Ceffufar Routers $0.00 S0.00
$0.00
$0.00 .
oT Sensors - $0.00 §0.00
50,00
50.00
[Cellular-enabled video cameras 50,00 $0.00
50.00
50.00
Hcovds / cables $0.00 $0.00
$0.00
$0.00
ignal Boosters / Antennas $0.00 $0.00
scarable critaria (Attachment ). Please Provide a percentage off, if applicable and Include a deseription of what plans, or part of plans this discount will 2pply to. This information will
Jbacome part of any Master Agreement that results from this solicitation.

[Percentage off discount rate offered to ILU off the retail price of qualifying accessories

accounts as defined by the Scope of Wark




g _ Verizon rmerly Networkfleet)

Y

IV

10

$29.00

$3,480.00

The Verizon solutlon features a GPS-tracking system that provides location and tracking
data to help you manage your entire fleet in a new, more efficient manner. Our
sofution includes wireless fleet management services that improve fleet cperating
efficiency by reducing fuel consumption, maintenance expenses, insurance costs, fleet

100

$25.00

$34,800.00

size, and vehicte emissions while increasing productivity and Jevels of service. The
solution alsa includes a number of tools that empower near reai-time management of
vehictes and drivers to boost your fieet’s performance.

The proposed solution includes our 5500 series device which is designed to enable the

Basic Fleet Management

500

$29.00

$174,000.00

customer to connect with every aspect of their vehicle operations. The 5500 sesies
hardware offers affordable wireless coverage, transmitting vehicle location,
performance, diagnostics, and sensor event information for your fleet.

1000

$29.00

$348,000.00

Our solution offers 24/7 visibility into fleet assets, which aliows fteet managers to easily
locate vehicles in real-time and view specific vehicle data such as current location,
mileage, speed, fuel consumption, and diagnostic trouble codes -~ increasing response
time and reducing operating costs. VCN is a universal sclution, compatible on all light,
medium, and heavy vehicles, and consists of an in-vehicle unit and an online

5000

$29.00

$1,740,000.00

application,

The S000 product line features two different autemotive grade hardware devices: The
5500 is compatible with Light and Heavy Duty vehicles with an OBD-Il diagnostic ink
connector {cars and light trucks 1996 and newer) or F1708/11939 &-pin or 9-pin
diagnestic link connector (heavy trucks 1988 and newer).

Total Annual Recurring Cost

$2,300,280.00

The monthly fee above is based on the cost of the device and harness divided over 12 manths, plus the cost of the subscription service for a 5500 device. VCN does not currentiy sell
the total solution based on a monthty fee. The hardware must be purchased separately up front, and then VCN bills the monthly subscription fee, These individual costs are shown
helow and shoutd become the pricelist for the soiution, Discounts for customers ordering 600 or more davices on the initial order with 12 months of service will be provided with a
discount to the current price.

*Salution to track, monitar & dispatch vehicles while collecting information eh vehicie focation & operation
*must have option to connect to vehicle's On Beard Diagnostic-it {OBD-I1) port

*Ability to monitor vehicle location

*Provide location-basad vehicla dispatch support

*Coliect information on driver performance

*Real time and historkeal reporting via secure, centralfzed portal

*Ahility to set up alerts based on customer devined paramaters.

Total One Time Cost for Installaticn, Set Up and
Basic System Administrator Training

10 $65.00 $650.00
100 $65.00 $6,500.00
500 $65.00 $32,500,00

VCN provides training to its customaers in various formats:
* Onsite training

* Live Webinar trainings

» Links to On-Demand Video trainings

» Link to On-Demand Video Tutorial trainings

= Unlimited access to User Guides

* Product Spec Sheets/Feature Documents

« Technical Infermation/Bocumentation

Pre-lmplementation Training: Instaliation Guides, On-Demand videos and video
tutorials are available under the support tab in the Customer’s portal

Pre-Installation Training: Customer’s may utilize the installation support tab to access
pre-installation training. Or VCIN's certified installer can come out and provide a half

day training for a cost of $150,00. A full day’s training may also be provided at a cost of




$300.00.

1000 $65.00 $65,000.00 Impiementation Training: The City’s Major Account Manager schedutes and provides

this training to the City’s selected employees.

Post-Implernentation Training: Unkimited access to the portal's Installation Suppart tab.
Customers also have access to a professional installation technician.

5000 $65.00 §325,000.00  JVCN will meet the City's objectives by providing adequate training to ensure that the
City's emplovees are able to install the GPS units and implement the service and allow
the City to capture the necessary data from your fleet.

Total Installation and Set Up Cost $429,650.00

Lrequ : -
*Sat up and configuration of customer's instance in provider's hosted environment.
*install each device in vehicle and cennect to OBD-II

Administrator Training




1BV MaaS360 Essential Sulte Per Devica Unified Endpoint Management
{UEM] License: IBM Maa5360 offers a comprehensive, highly secure
platform that manages and protects Devices and Things (smartphenes,
10 $2.25 $270.00 tablets, Japtops, desktops,), Peopte and tdentity {authentication,

authorization, Single Sign On, secure use access}, Apps and Content
combined with cognitive technology. The Essential License features
inclede; Device Managament, App Management, Patch and Update
Management, Identity Management, Advisar, Centainer App, and Mahbile
Expense Management.
* Price shown reflects a discount of 25%.

100 52,25 $2,700.00

Basic Mobile Device Management cost per
device
500 $2.25 513,500.00
1000 $2.25 $27,000,00
Total Annual Recurring Cost $43,470.00

Deseription. =
Basic Mobile Device Management

* Ability to confirgure and update devices over-the-air

* Ability to push and update custom apps to devices over-the-air

*Enforce security and compifance poficies

*Secure Mcbile Access to corporate resources

*Pravide Secure Container for orporate apps and datz on each device

*ability to remote wipe entire device and / or orly apps and data in secure container

10 $0.00 No set up or deployment fee, included in license fee
Total One Time Cost for Installation, Set Up 100 50.00 No set up or deployment fee, included in license fee
d Basle System Admini: ini
and Baslc System Administratar Training 500 50.00 No set up or deployment fee, included in license fee
1000 50,00 Mo set up or deployment fee, included in license fee
Total Installation and Set Up Cost $0.00

Administrator Training

reguirements:

*Set up and configuration of customer's instance in provider's hosted environment,
*At least one remete meeting with customer's designated system administratar ta complete setup and provide knowledge transfer.

|5corable Cost

I aa7000)




ategory 2B: Mobile Device Manage

i Verizon Wireless (Solution: Mobile Iron}

i

10 30,08 A Minimum: of 25 Mobile iron Cloud Licenses are reﬁu'lred for initfal order/installation.

Mobileiron Enterprise Mobility Management {EMM) Cloud - Gold Bundle per Device: The Mobilelron EMM
100 54,50 $5,400,00 [solution is a mobile security platform: that secures data-at-rest on mobile devices, in applications, and In cloud
storage, as well as data-in-moticn as it moves betwaen corperate networks, devices, and storage repositories,
The Gold License features inciude: Apple DEP, Android for Work, £mail Access, Secure Enterprise Gateway,
Enterprise App Store / Basic Container (Apps@Work), Content Catalog (50files/25MB each),

fannotate/share corporate documents {Docs@Work), Containerization of Applications at rest
{AppConnect), Secure Browser {Web@Work).

so0 4450 $27,000.00 Price shown reflects a discount of 25%.

Basic Mobile Device Management cost per
device

1000 $4.50 $54,000.00

Total Annual Recurring Cost $86,400.00

Basic Mobile Device Management

*Ability to confirgure and vpdate devices over-the-air

*Ability to push and update custom apps to davices over-the-air

*Enforce secarity and compliance paolicies

*Secire Mobile Access to corporata resources

*Frovide Secure Container for corporate apps and deta on each device

*Ability to remote wipe entire device and { or only apps and data in secure container

10
100
Total One Time Cost for Installation, Set Up MiCore Gold -
and Basic System Administrator Training 500 nstallation | $3,000.00 Cloud installatlo.n includes support and maintenance and Is a one time set up fee far up to 5,000 devices, and is
an optional service.
3000
Totat Instakiation and Set Up Cost $3,000,00

b o S
Installatian, Set Up and Basic System
Administrator Training

SAL least one remote meeting with r's d £ system to set up and provide knowladge transfer.

{Scorable Cost

Consutlative Hourly Rate {this rate will be 50,00
inciuded in the contract)




s fagrationts g
VENDOR _ Verizon Wireless {Solution: OneTalk}
=== = = =

atic

el

One Talk is a business telephone system that combines landline and mobile
phonea capabilities into a fully integrated mobile and office solution providing a
1 25.00 3,000.00
0 ? $3,0000 single telephone number with the same mobile and landline features. Feature
capabifity includes: Simulatenous Ring Service, OneTalk Basic Voicemail, 6-way
Conference, Anonymous Call Rejection, Automatic Caliback, Call Barge, Call
Forwarding, Call Hold, Call Move, Call Park & Retrieve, Call Transfer, CaH
25. 0.00
100 525.00 330,00 Waiting, Caller 1D Blocking, Do Not Disturb, Extension Dialing, Internal Calling
Basic Mobile Integration cost ID, Line Sharing, Remote Call Pickup, Text Integrated Messaging, Video Calling.
per device One Talk Price Plan includes 100MB of data: $10.00. One Talk Primary Mobite
Device Number {MDN): $15.00. Monthly Fee = One Talk Plan ($10.00) +
300 $25.00 #150,000.00 OneTalk Primary MDN [$15.00}.
1000 $25.00 $300,000.00
Total Annual Recurring Cost $483,000.00

DascHp
Basic Mobile Integration

quireme
As @ minimum, solutions meeting this criteria will provide:

«Single Number Reach ar the abifity far 2 user to be reached at a single business telephone number.
=Calts to that single telephone number wouid ring at both the user’s desk phone or mobite device either through simuitaneous andfor

sequential 1

tnging.

= Single Voicemail Box for calis to that single business number,

10
Total One Time Cost for 100
Instailation, Set Up and Basic
- . 500
System Administrator Training
1000

Total Installation and Set Up Cost

50.00

scriptio
Installation, Set Up and Basic

LT,

*Set up and configuration of customer's mobile service with integration to wired service,

{5corable Cost

| isas3.000.00 f_]

Consutiative Hourly Rate (this
rate will be included in the

$0.00




Field Force Manager (FFM) Basic

FFM provides a web management
application ta give you the visibiity

[your businass, FPM helps sofve
business challenges in

into what's happening in the field with|

Features inciud
[worker Maps .
industry-Smart Setup
\Wizard .

that have amployee on the mova,

i aStop/Travel
Reparting =GPS Alerts +
[Wabsarvice ntegration
APl
*Warker Monitor Alarts
+Enhanced Navigation
* Lacalion aware time
sheels -
Mabile Forms {digRal)

* Integratad Messaging
= Simplified Jok Dispatch
»Jok Monttor Alerts  +
Turn-tum-turn driving
Dlractions {taxt-based)

T Manthiy Access Price 534,59
+ Feature t= avallabla far a device with & voica and data package or a data phin
\ The Peccentage OIf Discount will he appHed to the shove lstad Monthly Access prices

23%]

)

The Offeror with the highest aropased minimurm discount % {or Aversga disocunt off) for the Efvan subcategory will recabve 100% of the cast paints pousible for that service category. All
other Offerors wiil receive a parcentage of the cast painte possible basad on the percantags by which their proposed discaunt % fs lower than the highest discount % in tha given categery. Thd
formula te compute cost points is; {Propesed Discount % / Maximum Proposed Discount %) ¢ Total Cost Palnts Avallable.

Consutlative Haurly
Rate {this rate wil ba
included In the santract)

50.00




: Jvertzon Wireless {Salution FEv}

riNome. -
% G SR G D e i R, EEnE sty

e

Freld Farce Manager (FFM) Baslc FFM provides 2 web management  |Features include:  » + Manthly Access Price :334.99

{application to give you the visibility  [Worker Meps . * Feature s available for a davice with a voice und deta packaza or a data plan
1o what's happening in the fiatd with |Industry-Smart Setup « The Percentage Dff Discount will be applied to the above listed Masthly Access pricas
your business. FFA helps sobea Wizard .
husiness n izati ing +Stop/Travel
that h poy! h . ing JGPS Alerts +

Waebservice Integration

IAPIs

»Warker Monitor Alerts

Enhanced Navigation

» Lacation aware time 73%]
sheats .

Makite Forms {dights)

» Integratud hMessaging
» Simplified Job Dispatch
» lob Monitor Alerts  «
Turn-tum-turn driving
Diracticns {text-basad)

$The Offerar with the highest aropased minimam discount % {or Average disoctnt off) for the ghven subcategory wilk recelve 10G% of tha cast polnts possibla for that servlce catagory. ARt
ather Bifarers will recelve a parcantage of the cost points pussible based on the percentage by which thel proposed discount % 1s lower than the highest discount % in the ghven category. Thy
farmula ta computs cast polnts is: {Proposad Discount % / Maximum Propased Dleaunt %} * Tatal Cost Polnts Avaiiabls.

[Censutiative Hourty £0.00
Rate {this rave will be
included Inthe contract]




Fleld Force Manager {FFM) Rasic

[£FM provides a wab managemaat
appifeation to gve you the visiblity
[nto what's h

vaur gusiness. FFM helps sobve
tness challenges | .

b

[Features include:
[Worker Maps .
Ind 5

¥
Wizard

that have amployee an the move.

Reporting GPS Aterts »
IWabsrervice integration
AP

*Worker Monitor Alerts
=Enhanced Navipation

» Location aware time
sheats .
Mabile Forms (digital}

« Intazratad Massaging
4 Simplified Job Dispatch
«2ob Monitor Aterts  «
Turn-tum-torn deving
Directions (rext-Sased)

.
fencing *Stop/Trave!

23U

formaula tn

Disenunt %/

0

*Tha Offeror with the highest praposed minimum giscount % (or Average disocunt off} {or the given subcategary witt recelve 100% of the cost paints possthle for that serviea category. All
other Offerars wilf receive a percentage of the cast points possible based on the percentage by which thefr praposed discount % ks Jovvar than the highest diszount % i the givan category. Tha
Pragused Discount 5} * Total Cast Pafnts Avallable.

[Concutlatlve Hourly
Rate [this rate will be
ncluded in the contract

$0.00

[+ Manthly Access Price :334.59
* Feature /s availabis for = device with a voice and data package or & data plan
+ The Percantage O Discount will ba applied to the above fisted Monthiy Access prices




"Interesection Salety Analytics

Ireless

e o . o R —

| pricing includes:
- 4 Video Node 4K's
-4 Gity Hubs
- Installation
- Cannetivity, lighting contral and
3 Safety Analyti fon Safety Anatytics
; :x::::;:: Safaty Analyrics - 1 city Hub and Phase Bata for 1 services aver the term of the
: intarsaction agraement The saclosed pricing ks for the materfal and serviees ser farth in thi ! and baged on the dutaited helaw.
- Phase data from the tratfic if any of the assumptions are nat true andfor any additional requirements are identified Verizon's pricing may changs.
controller
- Manitoring intersaction Salaty Analytles with City Hub Includes the following per intarsection:
- Suppers for all software elemants - 4 ¥NSKs
for the contract torm -4 <Hs
- Hardware Warrsnty and braak/fix® - Instaliation of all Video Nodes and City Hubs
of tratfic ghase data
intazexaction Safaty Analytics - Wiretess lighting contral, and fon saft the term of th
pricing includes: - Warranty and Break/fix. defects anly; up to 5 year teem
- 20 Videa Node 4K's it L hed if a dayies & pat ! afn chat B is a KW {and nar o due te Jack of
- 20 City Hubs pavier/non device speciic issue}
- tnstaliation
- Comnectivity, fighting contrel and Pricing doss not include taxes ar surchargas, if any, and assures the following applies:
: faty Analytics with Safety Analyties ~ 247 Power Avallzble
:::::z:':’*’w Analyties - 5 City Hub 2nd Phase Data for 5 services over the term of the - LED Luminarfes Present with Nema Socker
intersections agreement - 1¥MNdk per pole
- Phase data from the traffic - £DJ conflict card 1s already prasent at the traflic cabinet, additional chargas will apply if a new E0{ card needs ta be
controlfer instelied
- Maritoring - Petmits and asseddated feas will exist dnd are not includecdt
- Suppart for a4 sohtware elemants. - Structural Anafysls Excluded
For the contract term - M/WBE requiremants sxduded
- Kardware Warranty and break/fix - Assumes Mounting on exsting and avadabla poles
- Hotraffic control required
meresection Safaty Anaiviics - Elactrical avafiable at pole
pricing Inchides: + Holiday wark days excluded
- 40 Video Node %' - Nounion fabor, he prevailing wage
- 40 City Hubs - Basa coor assumas 120v eleetrizal
- Installation - Excludes Sarvice Upgrades
- Cannectivity, lighting control snd - Environmants! analysis excluded
intersection Safety Analytics with Safaty Anaiytics - Includas shipping in the continental United States
z:::::’:"’w Anabtlcs - 10 fo b and Phase Dats for 10 survices ovar the tarm of the
lntarsectians agirement
- #hase datz from the trafflc
controiler
- Monitorng
- Support for all software elements
for the contract term
|- Hardware Warmanty and break/fix
T T T T T TS PR e
if any of the fons are not d/er aay additional ara identifind Yerizon's peicing may change.
fintersection Safaty Anabythcs with City Hub includes the follawing:
- 1 basicIntarsaction
- 1 V4K
-1CH
- Installation of all Video Modes and City Hul
frivresuction Safuty Anabtis | wiretess tighting contratand safety Ana the tarm of tha agreemant
?1 Vi“:eo e £ - Warranty and Brasiffix covers manufacturar defects only; upto 5 year tarm
-+ ity Hub |- Flold Sarvice disptachedif a node ks not functional after hat it 15 a HW {and not d dire 1o lack of
 stalation [ powar/non neoe specific ksue)
intersection Safaty Analytics - Bastc "‘"';::E:" i"’“’ """’““ﬂ:”‘: | Connectivity and ""‘“"‘:”:‘:"' Pricing doss not includs taxes or ges, if any, and Toliowing apples:
1 intersection :::’l or phase oalytics serutcas o dha cormy of - 24x7 Power Ayailsbis
: - LED tuminaries Present with Nerra Socket
the agreement
. Monttaring -1 YRk per pole
. Support for all softwara elamants - Permits and assadated lees will exist and are notincluded
- Struczural Analysis Fxchudad

[for the contract tarm
- Hardware Warranty emd break/Fx

~ M/WRE requiremnents sxcluded
- Assumes Mounting on axisting and avatzble poles
- No teaffic control required
- Electrical available at pale
~ Haeliday work days axcluded
- No uhian labor, no prevailing woge
- Base cost assumes 120y efectleat
- Excludes Service Upgrades
il

jinteligent Traffic Management
pricing includes:

|- Hardware

- Instafiation

Basic Flan with 5 intersactions

|- bveditgent Fraff

service

- Monitoring

- Support far 3t software alaments
for the cantract term

- Hardware Warranty and break/fix

J10int

Basic Flan with 10 intersections

Intelfigent Traffic Management
pricing inchudes:

- Hardware

|- Installation

- Intetligant Traffic Managemant
[service

- Monitoring

- Support, far alf sefpware elements
for the contract term

- Hardwrare Warranty and braak/fix

G
for [T Basic. If any of the assumptions are ney trus and/or any adeidonal requirernants are identifiad Vapizan's pricing
may change.

Pricing daas nat includa taxes or surchargss, f any, and assumes the foltoviing applies for ITM Baslc:

*+  1TM - Basie Hardware

+  Daes nat include any Canflict Manitors, MMUS, or updates to signal cantroliens,

i Parmirs and assacdated Taes will axist and are not incudad.

*  Does nctindude union or prevailing wages

«  Doesactindude of-hours,nights, or other times outside of regular business hours
«  Holiday work days excluded

" Does notinclude traffic contralier faes.

\d ing fn the i Unil

174 Basic Inciudas tha foltawlng Hardware companants, per fntarsectian;
. Flex Control Enhancad Moduts with Fax 1D

. Flex Control Power Supply

. ABCC WI-Fi Sniffar with Antenna And Coax Cabla

- Sherra Wiraless Airiink Re50 Cell Modem

+  Pole Mounted Cellular Antennd with 100" Coax Cabla

I Univarsal Mousting Srackat

i Clacmans Bumrardanes 4 Gam Etharnar Euinsh




[intetiigent Trafflc Management

= aeviere AugEELLA e run

- Monitoring

- Support for 3ll softvrare elements
[{or the cantract tarm

- Hazdwara Warranty and Greak/fic®

“Dnteltigent Troffic Manapamant -
Advanced Plas- 5 fat

Inzediizant Traffic Management -
i d Fius Plan with 5
jintersections

"Inteliigent Treflic Management
pricing Includes:

- Hardware

- instaflation

- {ntelligent Treffic Management
Service

- Monoring

- Support Tor ali seftware elements
for tha cantract Term

- Hardware Warranty ard hraak/fix"

intetigant Traffic Managament -
“{Advanced Pius - 101Int

inteliigant Traffic Managemant -
[Advanzed Plus Plan with 10
intersections

*inteligent Traffic Manazemant
pricing includes:

- Hardwrara

- Installation

- Intefigent Traffic Management
Service

- Moniaring

- Support for # software slements
for the contract term

. Hardviare Warranty and braak/fix*

|pricing includes: additional HW/SW and Service fndudes:
|- Hasdware «  Hasting/Wirelass communications
- Installation + SWilcense Fess
T ~Basie Fraffle - - Intatligent Traffic Management *  Pre-corstruction
25 Int e Plan with 25 Sarvice = Construction
- Monitoring + lstallation
- Suppart for 2l software elements = Design, Kitting, Installation Support
for tha contract tarm - Field Englneering Suppart
- Hardware Wamranty and break/fix 4 Waranty and Breaksfix cost covars manulacturer defects only; up to S yearterm
-, . The endosed pricing is for the matertal and services set forth in this propasal and bazed on the assumptions detailed below
;ﬁnt‘lmnm:fc Manigement for T Advanced Plus_If any of the assumptions are not trus enc/ar any sdditianal requirements are identified Verizon's
[ arciuare pricing may change.
- Instaltation _ -
" IPricing doss nat Includs taxes or surcharges, if any, and assumes the following appiles for ITM Advanced:
Traffe ° [ Inteligent s 17K Advanced Hardware
need Sk [pdvanced Plzn with 5 intersections f;::: " Advarcad intersection supperts 3 lenes & dncudes & sensors, 8 tubes, 2 Long Life Repeaters, and 2 Standard £xtarnal
e Antenns
;:"‘P::’" for :’::Mm elements . Doot hot inelud any Conflict Monitars, WiMUs, or updates to signal controllers
H'a dw“’m"w"lmmm & braso ] . Acsumesline of sight axists frem eligital radics to repeaters
*  Permits and associated faes 2re not Incduded,
- N *  Doas not include unfon or prevalling wages.
telgens il Mansgemant + Does nok inchida off-haurs,nighis, or uther tmes outside of regwlar biasiness hours
?‘H“’: i - Hoideywork days exchuded
- instattation e Doesnot Inchide traffle contoofler faes
+  includes shipping in the continenta! United Stat
2 ffi - TraHic - - tntelligent Trafts Management » s shipaing ® continentat Unita =
[Advanced 56 tat advancad Flan with 10 intaractions. [Service

1TM i the folowing HW per
+  Flex Cantral Enkanced Module With Fiax iD

«  Fiex Cantral Power Supply

+  FlaxConaect Powar Supply

s APCCSerfal Port Protacol !DE[IHI Radia)

The eaclosed pricing is for the materist set Farthin d hasad an th detalled balaw
for ST Advarced Plis. I any of the assumptions are not trus andfar any additional requiremmants ars identified Verizon's
pricing may thange,

Pricng does nct Include taxes or

ifany, ke fol apptias for ITM Advanced Flus:
s Advanced Plus Hardware

3 Advanced Plus intersection supperts 10 lanes & includes 50 sensars, 2 mickg sensars, S0 tubas, 4 Lang Lfa Repaaters,
and 2 Standard Extermal Antennas

s Assumies fine of sight exists From digitat radios to repeatars

+  Does not include any Confiict Meaitors, MMUs, or updates 1o sigral cantrolfers.

. Parmits and associated fees will exist and are not induded,

" Does not include unfon or prevaling wagas

. Daoas not inclide off-hours,nights, or other tmes outside of ragular business hours

*  Holiday wark days excludad

*  Does not include traffic cantralier fees

*  includes shipping in the continental United States

ik Advanced Pl Tollawing HW per
s« Flex Control Enhanced Madule with £lax 10

s Flex ControfPawer Supply

o Flex Connect

[Traffic Data Services - Real Time
Speed, 300 miles

|- TS5 Real Time Speed sarvica
|- Maintanance and support ovar tha;

Traffic Data Services - Real Time
[spaed 200

[Tratfic Dats Services - Real Time
lsosad, 200 mites

raffic Data Services - Histarfcal
spead 50

[Traffic Data Services - Historiead
|Speed 5D mifles

|Pridng indudes: [Tha endased pricing & for the services set forth in this propesal and based on the sssumptions detalled below for Fraffic
raffic Data Servicas - Reat Time |- 50 one way miles Datz Services. Ifrlnv of the assumptions are not trie and/or any add'i‘tl.nnal ragUiraments ars Edgr!tiﬁ'ed, Vearhon's priting
) Spead, 50 milss | T0S Reat Time Speed service may change. Prichng does tanes of it sy, the saillowing applies:
: Traffic Data Services - Read Time v |- Maintenanca and support gver tha
[Speed 50 rarmm of the sonttact - 1 main road covarad with 3 iseders
[Pricing indudes: [The enclased pricing ks far the sandcas sat Farth In this propasal the detalied hefow for Treffic
| 100 one way miles Data Sacvices. If any of tha assumpticns are not true andfor any additional requirements are identifled, Verizan's peicing

may changa. Pricing does ot indude taxes or surchazgas, if any, and assumes the following applies:

- TS Historial Speed service
- Malotenante and suppon aver the|
{term ofthe contract

_. Traffic Data Services - Historicat
Speed 100

Traffic Data Sarvicas - Histarical
Spead 100 miles

Pricing includes:

- 100 cneway miles

- TBS Histaclal Speed servics

- Maintenanca and support over the

term of the contract
Pricing includas:
- 200 one vay mtles
;:T::;’;I’:h’ -Histodeal | ps Historial Speed service
| Fraffic Data Services - Historical - Maintanance and suppart over the;
+|Spees 200 term of the eontract
Traffic Data Servites - Drigh & Pricing iaclufdes:
Traftic Data Services -OD 500K Bestination Repons, populationup |- 8 guartery Origin & Destination
ta 500K repons
Traffic Data Services - Origin & Pricing incluides:

raffic Pata Services - OD 14

Destination Reparts, population up

- 4 quarterly Origin & Destination

Traffic Data Services - Signat Tuning

T:a#fie Data Services - Signal Tuning
[{par jundion}

to 18t reparts
TraHic Data Services - Origin & Pricing Incluldes:
raffic Data Services - OD 2.5 Reports, vp | 4 quarterly Crigh & Destination
to 2.5M jraports
Traffic Data Services - Qrigin & Prizing induldes:
atfic Data Services - Q0 3M Destination Reports, papulation up |- 4 quartetiy Orgin & Destination
fro st reports
[Pricing Induldes:
rrathic Data Services - Mtcro Origin & [ F4arerty Mlcra Grigia &
Traffic hata Services - Micro OD oestnation heport per section Destination reports
|- Raports cover 1 saction of
cangested road
P rich uldes

- 4 quarterly Signal Tuning reports
ncluding percentaga turn
mavement count and delay ger
liunction

ftarm of the contract - 3 maln raads with & feaders

Pricing Includes: the endosed pricing is for the sarvices sat farth In this proposal and based on thy for Traffic
|- 200 one way mifes [Data Servicas. if any of the are not dfor amy additional are [dentified, Verizon's pricing
|- 70S Real Time Speed service may changa. Pricing does not include faxes or surcharges, if any, and assumes the fattawing applies:

- iaintenance and support over the|

term of the contract - 5 main raads with 10 feeders

Pricing Includas; [The eaclosed pricing & for the sarvites set forth in thiz prepasal and based an the datall for Traffic
- 50 one way miles [Bata Services. if any of tha assumynions are not true andfor any additfonal requirements are identified, Varfzon's pricing

may change. Pridng doec not include taxes or surcharges, i any, and assumes the following applies:

-1 m3fn rvad covered with 3 feeders

iThe enciosed pricing & for the servicas set forth in thi; A and based on the Hed betow for Traffhe
Data Services. H any of the assumptions are not thye andfarany additlonal requirements are idantified, Verizan's pdcdng
may change. Pricing does not fnclude taxas or surcharges, if any, and astumes the following spplies:

- 3 main roads vilth 6 feeders

Tha enciased pricing Is for th vicas sat forth inthis based onthe
Data Services. H any of the assumptions ara not true and/for any sdditional i
imay change. Pricing does not indhude taxes of surcharges, if any, and assumes the foliowing appiles:

Tor Treftic

thed Verlzan'e areh

|- 5 main roads witk 10 fasders

e enclored pricing i for the servicas say forth Inchis propasal and based an th for Traffic
[Data Sepvices, IF any of th are not true and/or any additic i Hentified, Verizon's pricing
jmay change. Pricing does net includs #any, and faltawi

applles:

- Lacal papuiation Is what is coverad In zones of interest

- 12008 = 10,000 people

|- Cver night annual visitors for 60 days are 25% of iotal population srlass
| 4 quarterly reports are provided

- tdarket share | aseumed ta be 353 or highar

L inchuston list s 70% ar higher (Eov numbers are excladed)

ing is for the. In this prapesal danthe dataited helow far Tratfle
Data Services. if any of the are not dfar any additianal are idantified, Verizon's pricing
may change. Pricing deas rot include taxes or surchasges, if any, and assumes the follovwing applies:

- 4 micre OD reports per year

[The anclosed ing i for the services set forth In this praposal and based oo the assumptions detailed belaw far TraMie
Data Services. if any of the are not dfor any adgitional are [dentifled, Veriron's pricing
may change. Pricing does not inciuda taxes of surcharges, if any, and assumas the fallowing applies:

- 4 slgnal tuning TepoIts per year

[Traffic Data Services - Counting
4 5kation

[Traffic Daka Services - Counting
station

Pricing incfuldes:

|- 4 quarterly caunting statlen
Lraports including estirtated vahicle
Leounts for a specific location

Thia anclased pricing & for tha services set forth In this progosal and based on the assumptions deteilet below for Traffic
[Daca Servicas. If any of tha assumptions are not true and/or any additions! requirernents are dentifisd, Varizon's pricing
[may change. Pricing dues not includs taxas or surcharges, H any, and assumes the foliowlng appliss:

- Requiras Real tiswe or histaricat speed purchase covering the lacation of the caunting statien




[Trafflc Deta Servicas - 10 Zone Pack.

TraHfic Data Services - Additons! 10
Zones {per 10 zones)

Pricing induldes:

|- 10 additional 20nes dbove the
number of zones induded In the OB
e poits

raffic Data Services - Feader Add

Traffic Data Sarvices - Additional
fFeeder (per feedar}

Pricing incluides:
- 1 additianal feeder on 2 road
cagment coverad with RT or HT

Parking Optomization - 4 Video Nades

Parking fonwith 4 Video

#arking Optombzation pricing
includes:

- 4 Vigeo Mode 4Ks

-4 City Hubs

[Modes and 4 City Hubs covering
[approwimately 190 parking spats ina
patking lot

|- Connectivity, Hghting conteol, and
[parking optimization services over
[the term of the agrescant

- Monitoring

- Suppart far #f softwars elements
far the contract term

- Hardware Warranty and break/fic

Tt Offaror with tha highest propesed rinimum discount % (ar Avarage disacunt off) for tha gven subcategory will receive 100% of the cost paints passible For that service categary. All ather
Qfferars will recsive a percentage of the cost polnts passibla based or: the percentage by which their praposed discount % Is fawer than the highast dlscaunt % in the given category, The formulz
o compute cost points is: (Praposad Discount % / Maximum Proposed Discaunt %) * Total Cost Polntx Avafizbla.

The epclaced pricing is for the services set forth in this propess! and based on the assumptions detalled below for TraHic
Data Services. i any of th & not dfar any additional req tdentifiad, Varizon's pricing
may change, Pricing doas nat include taxes or surcharges, if any, and aszumes the foltowing appfies:

& PRcg & Tor the servicas set Foi T praposal and based oo the assumptians detar ar Trahic
[Data Services. If any of the sssumptions are not brue and/or any additional requirements are idantiiled, Verizon's pricing
may change. Pricing does not include taxas or surcharges, if 2ny, and assumes the followring applies:

v pricing is far the materisl antt sarvices set Jorth In this propesal and based on the assumptions detaied below.
'

i any of the assumptions are noL true and/ar 2ny additk are Identilied Verizon's prici

may change.

IParking Cptimization with City Hub inchudes the following:

- 4 VrdaKs {assumes 20-25 parking spots coverad by each camera with good line of sight depsnding on pole haight)

- 4 Chy Hubs

- Instadlation of att Videe Nodes and City Hubs

|- Cc hvity and lighting the tarm of tha

- Warranty and Areak/Tix cost covers manufacturer defects only; Up to 5 year term:

|- Field Service if a pode |s Rot Tonal ster that{t ks a HW failurs {ad not casued dus to ladk of
[acwerfron ndoe specific issue}

Pricing does pat includa taxes or surcharges, if any, and assumaes the following applies:

- 247 Powsr Avatiable

- LED Lumninaries Prasent with Nama Socket

~Pole hefght has to be 30t with good Bna of sight visibility with no cbstrudtion frem Vides Nodes to the parking spots

-1k per pole

- Permits and assodiated fees will exist and are nol included

- Structural Amalysis Sxcluded

- MANBE requirements exduded
A Meunting on edsting

- No traffic cantrol requirad

- Flectsical avallabia at pale

- Haliday wosk days excladad

= Mo union fabor, no prevatling wage

- Base cost atsumes 120y electrical

Excludas Sarvice Upgrades

le poles

[Consutlative Hourly
Rate [this rate wil be
inclided in the
Lcontract)

$199.00




- Vendor Name:

i Intrepid's public safety softwara

ltlons d ieal responsa
Haor bath public and privata time whila improving overalt safety
Intrepid Netwarks  {for first responders.
solution sule ks suited for 2 Minimize unnacessary radio
traffic t fee channels

ponse ag:
he public sector, a3 welk as any

for emergency commbmications

reless {Satution: It

WB.00%

[erizon Wi repld]
i 44 G EeR AR 7 e

See for package options.
[Excludes integration subscription.

pplies ta

price only.

a ‘off) for the g

~Yha Otfarar with tha Rghest proposed minimum discount % (or AVerags
ble bases on t

(Offerors will receive a of the

will receive $00% of the cost points possible for that service category. All ather
by which their proposed discount % is lower then the highast discoum % in the ghveh category. The formula

to camputa cost paints is: {Praposed Discount 5 / Maximur Proposed Biscount %) ¥ Total Cost Pelnts Available.

[Consutiative Hourly
Rate {this rate will be
Included in the
contract]




Path to Talk Fius (FTT+}

Vandor Nume.

[Push to Talk Plus (FIT+] provides
jinstant volce communication and

h 1 parsen
or & group of paople

it's simple, efficdent, secure and
works wherever there Is cellular or
WEFi covarage

MAISZE Wirelass’h‘olce Data ‘and Apcpssories Attadmmnt CrCostshinat
i thrg

Users have the added safiity ta
share: Texts, Alarts, Photos, Videos,
Lacation data, Voice messages, and
[Documents. P14 supparts:
Subsecond Yalea Calling

Dispatch functionality
{smartphones snd toblets)

[Cross Carvier {ie, the abiltty to load
Verizan's PTT+ application on some
other carriers’ devices. PTT+

"% Only Feature for Basfc or Smartphone device: $2.67 par manih
+ PTT+ License: Ts arsiar/3cd Party Web A $5.00 per month
= Dispateh License for Windows PCwith PIT and mapplng: $30.00 per month
+ The Percentage Off Dieount applies 1o the abiove listed Monthly Accass prices

ugers,

interoprratlity between IMR and
FTT+ Is avaltable at three levels,
radio [Raif), netwark (iS5, and
consale {CSSH).

lar will not carry a radio.

* One device to access broadband
[data aops, LR and PTT+.

* The zhility ta quickly add PTT+
user as raquired,

+ Lower costs and impraved
functionality withaut nead for new
sites, frequencies o radios.

Interaperstes with Land Meile
Radios L MR).
BT+ with Land Mobila Radio (AMR]  {PTT+interfaced with LMR systenvs.  }Fast, secure, relfabla « LMR Feature Only when added to Basic or Smartphone devica with FTT+ $5.00 per month
' 1T+ £ LR Ty aflows unbound by + IMR Ucense Bundied with PTT4+ License: Tablet/interCarrier/3rd Party Web Arcess: $13.00 per manth
usars of LMR nerworks to jcoverage area or rehwork type. 25.000% = LA License Bundlad with Dispatch License for Windnw_s PC with PTT and rrapping: $36.00 per month
with FTT+ ]+ MR access for thase who cannat » The Percentage Off Discount applies to the shove listed Monthly Access prices

*the Offeror with the highest proposed minimusm diseaunt % {or Average disocun off} for the given subcatepary will receive 100% of tha cost points possible for that service category. Ali other
he cast points passiie based on the percantage by which thelr prapased discount % ks lowrer than tha highest discaunt % in the ghven categary. The formula
to compute cost points is: [Propased Discount % / Maximum Proposed Discount % * Tatal Cost Points Avaltable.

Gfferors will recelve a percentage of

Cantiative Hourty
Rste {this rate will be
includec in the
vontract)

WA




if any of the

not true andfar any are Rentified Verizon's pricing may change.

Lighing control with City Hub indudes the faflowing:
Hubs

- Instaliation of il City Hubs
- Cannectivity and fighting control sarvices cver the term of the agreement

[Pricing daes aot include taxes or surcharges, f any, and assumes the faliowing appites:

-24x7 Power Aviabla
Inteligens ighcing Priciog includes: -150 Present with Nema Sncket Hghting control
- 75 Chty Hubs
] ) ] e eaition Mo permils required or includec
nealligant Lighting w/City shub 25 125 Y Hubs with ongolng ightirg {0 - Structural Anaiysis Excluded
control service - Sunport for all software elements |- MAWRE requirements exdluded
- Assurtes Mounting on exlsting and svailable pales
for the contract torm - N traffi control required
|- ardare Warranky and eeakfTin - Slectrical avadable at pole
- Holiday work days excluded
- Mo unionlabor, no prevaliing wage
- £2 devices instailod per crow per day
~ Exeludes Service Upgrades
- Eavironmental asalysis exciuded
- Wasranty and Break/fix cast covers manfacturer defacts anly; up to 5 yesr term
dispatched when th 5 partlaily functionat City Hub {defaulted to photacal
- Fleld Service disptached i a City Hub s nat functional after hat it is & HW failure {and not casued dbe to lack
of power/non City Hub sperific issus}
inabiud Y Lilaitad ciot,
[The enclosed pricing ks for the material Forth in this prop datailed balow:,
if any of th are for any additional identifiad Verizon's pricing may change.
[Lighing control with City Kub ineludas the folloving:
tntelligent Lighting Pricing indudes: |- LCO nodes
- 250 LCOs - instaliation of 2 LCO nedes
- Jnstaitetion - Connartivity and lighting contro! sarvices ovar the tarm of the agreement
- Cannectivity and fighting contrat . Warranty and Break/fix cost covers manutacturer defects only; up to 10 year term
rtelfigent Lighting W/hco - 250 izgi‘f;"‘ﬁi‘;; :‘:::ﬁf:f:i sarvices - Feld Service dispatched when thers ara5 gartielly functional nodes idetaulted to photoeet)
- Manitaring - Flald Service disptached If a nade Is not funcklens! alter verification that it is a HW failure (nd not caswed due 1a lack of
il softy Jarmenks Iron ndh Fi \
far the contract term
- Herdviare Warranty and break/fix Pricing does nat ficiide taxes of surcharges, If any, and assumas tha following apples:
- 24T Poweer Available
- LED Luminaries Present with Nema Socket and support ighting control
- No parmits required or includsd
- Structural Analysis Excluded
- M/WEE requirements exchuded
- an esisting and available pol
- Na traffic cantrol requirad
- Ehactrical avaitable at pola
- Holiday work days exdudad
intelizent Lighting Pricing indudes: - No unicn fabor, no prevailing waga
- 10001c08 - 12 devices installed per crew per day
- Installation - Excludes Service Upgrades
|- Cannectivity and Bghiting cantrol - Enwfronmental analysls excludad
pteligent Ughting wiCO-to00 |00 Lakting Core Optomized (LCO) | - snetudas shipping mh;m condnantal United States
[nades with lighting contral service .
- honitoring
{- Suppart for all software efements
for the cantract term
- Hardware Warranty and break/fix

“Tha Offeror with the highest praposed minimum d

%for.

off} for the b

OHerars wiil recaiva 3 p

Fihe cast paint tole based on the

will recetva 200% of the cost points possible for that service category. Alf ather
by which their proposed discount 3% is lower than the highest discount 3% In the ghien catagory, The formula
to compute cost points is: [Propesed Discount % / Maximum Proposed Discaunt %) * Total Cast Palngs Avaflable,

Consuthative Hourdy
Rate {this rate wil be
included in the
contract}

$159.00




Enterprise Messaging Access (EMAG) - TEXT ONLY

oackages

Enterprise Messaging Access
}is 2 VIW.brandest

messaging platform that aflows B28,
(s

EMAG lets businesses and

of more Corparate iiable

and secitre Astwork.

subseribere) 10 sead high voluies of
tent messages through a fast, reliable,

send alents, updates or
campaigns to distribution lsts of
VoW who-optin to

raceive the messages. (Text
Mecsages Gnly)

{Enterpeise bessaging Access [EMAG) - Text and
MMS Packages

Enlerprise Messging Access
(Gateway [EMAG) b a V2W-branded

EMAG lets businesses and

durts, updaces or 5.00%

and S48

hat atiows B28,

fa di Hists of

{5
or more Corporate Liable

reliable and secure rielwork.

uubscribers) to sead high volunses of
ext and pic mesvages through a fast,

ho opt Into
recelve the messages. [Texl and
k5]

+ Massages Included 15,000/ Wenthly Access $507 Per Message Rate Afier Allowance $2.01

' Messages included 100,000/ Monthly Aczess $200/ Per Messaga Rake Alter Allowance $0.01

* Messages included 500,000/ Morthly Access $975) Per Message Rate ARter Allowante 50,01

s Messages included 1,000,008 Monthly Access $1,850/ Per Message Rate After Allowance 30,01
i+ Messages included 5,000,000/ Monthly Access 56,0001 Par Message Rate After Allowance $0.005
+ 100%% diseount for eligible Pubrtic Safety Entittes with a qualifying HACS code
1621910,922110,922120,922130,922146,922150,5225 60,922190,926110)

+ The Parcentage OIf DEeount appliet 10 the above listed Morthly Access prices

+ Messagos Incladed 15,000/ Monthly Actess § 100/ Per Message Rat= Aftes Mlawanee 50,01

» Messages Included 100,000/ Monthly Access $400/ Per Message Rale Afier Allowance $0.01

+ Mossages Included 500,000f Monthly Access $1.950/ fer Message Fale After Aliowance $0.02

= Mossages Included 1,000,000/ Monthly Access 53,700/ Per Message Rate After Allowane 50.02
» Messages included 5,000,000/ Manshiy Access $16,000f Per Message Rate After Allowanca $0.81
« Tha Percenlage Off Discount appiies to 1he sbave listed Monthly Access prices

¥The Offerst with the Righesz praposed minimum discount % {ar Average

receive a f the cost

e, % / Masi Proposad

Pron:

disocunt oH} for Lhe given
by which thelr prapesed discoont % is fower than the highest discount % in the given category. The fermuta to compute tost palnts st
%) " Total Cott Polars Avallabie.

100% of thy

paints possible for that sarvice categary, AR other Dfarars will

Consutlative Houily
Rate {this rate wil be
tncluded inthe
conteacsy

50,00




Vetiton Wireless Privete Notwork

~Tha tfcror with ke bighert prapoted

<rags itocunt o) for thu ghven subctegory wh recrive 100%

Prbvate
the V2W Nefwnrk and he customer's intemnal
eemputer network

Each cutomen's Inaffie i olated from public snd
(othar privale communicslions, ensuring greater
fsecurity and performance.,

froma 2 fadin tower

and inta the privale network Connsetiond ean be muds
ibetymen Use VEW netwark and Ihe eartomer's temat
inetirk ., ntraren) theugh 2

* Vesizon Business Private IF Mulll Protacot Label
[Swilching {hPLS) network

[* Aced End System (FES) dedleatzd dreult fpoint ta-
[point T1.o7 Frame Retay}

[* Vinteal Prigate Kelwork {dectealed virhsat

[ Wirckess to Wikeless (0 Tunnel}

Tale -

25%

Private Network Only: $500, Dymarakc hicbile Network Routing {0MBR): $150, PN with Servics Sased Accsa
{58A): §250, Fixed End Systam (FES] $1560
Percentage OFf Discount apples tn cha xhove lstad Ser Up Fees

possible based on the

i dlsceint 5 {07 Ar
thele

%15 bower then the

% in th

Ayaliable.

A other Offeron
The formula ta compute cast points k: (Propased Biscount % § Mavimum Praposed Blscount ) * Total Cost folnts

[Canscatve Hourly
Rale {ltis e willbe
inclisded in the
onuacy

$0.00
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MA152-1 Verizon Attachment H

Field Name Field Description
VENDOR The awarded Contractor’s name
VENDOR CONTRACT NUMBER Lead State assigned contract number {using Lead State's numbering protocol)
STATE State postal abbreviation code [Alaska = AK, Missouri = MO, etc.}
State Gov't, Education-K12, Education-HED, Local Gov't, Medical, Other - are acceptable
CUSTOMER TYPE {SEGMENT) segments. [determined by industrial practice for each contract - uniferm for each contract]
BILL TO AGENCY Customer {agency) Bill to name
BILL TO CITY Customer {agency) Bilf to city
INVOICE DATE frm/dd/ccyy)
PRODUCT DESCRIPTION Product description of purchased product
CRU iines Commodity-level code hased on UNSPSC code rules {8 Digits)
CRU Minutes Humber of voite minutes used
CRU Text Number of texts sent and received
CRU Data Amount of data used
CRU Gross Sales Gross Sales
Equipment Lease Amount of monthly charges for leased equipment
LIST PRICE/MSRP/CATALOG PRICE| uniform for each contract]
NASPC ValuePoint PRICE NASPO ValuePoint Price- US Currency {$99999.995)
QUANTITY Quantity Invoicad (9999%.999)
TOTAL PRICE Extended Price (unit price multiplied by the quantity invoiced) - US Currency [$99%999999,993;
NASPO ValuePoint ADMIN FEE Administrative Fee based on Total Price - US Currency ($999999.999) |
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Field Name

Field Descriptich

VENDOR The awarded Contractor's name
VENDOR CONTRACT NUMBER Lead State assigned contract number {using Lead State’s numbering protocol}
STATE State postal abbreviation code (Alaska = AK, Missourl = MO, eic.}
State Gov't, Education-K12, Education-HED, Local Gov't, Medical, Other - are acceptable
CUSTOMER TYPE {SEGMENT) segments. [determined by industrial practice for each contract - uniform for each contract]
BILL TO NAME Customer (agency) Bill to name
BILL TO ADDRESS Custamer {agency) Bill to address
BILL TQ CITY Customer (agency) Bill to city
BILL TO ZIPCODE Zip code in standard 5-4 format [standard 5 digits is acceptabie, formatted as 2 zip code]
SHIP TO NAMIE Customer {agency) Ship to name
SHIP TC ADDRESS Customer {agency) Ship to address
SHIP TO CiTY Custemer {agency) Ship to city
SHIP TQ ZIPCODE Zip code in standard 5-4 format [standard 5 digits is acceptable, formatted as a zip code]
ORDER NUMBER Vendor assigned order number
PO DATE (ORDER DATE) {mm/dd/ccyy)
INVOICE DATE {mm/dd/ceyy)
INVOICE NUMBER Vendor assigned Invoice Number
PRODULCT DESCRIPTION Product description of purchased product
UNSPSC Commodity-level code based on UNSPSC code rules (8 Digits)

LIST PRICE/MSR?/CATALOG PRICE

List Price - US Currency {$99999.999) [determined by industrial practice for each contract -
uniform for each contract]

NASPC ValuePoint PRICE NASPO ValuePoint Price- US Currency {$99999,999)
QUANTITY Quantity lnvoiced {99999.599)
TQTAL PRICE Extenided Price {unit price multiplied by the quantity invoiced) - US Currency {$599999995.999)

NASPO ValuePoint ADMIN FEE

Administrative Fee based on Total Price - US Currency {$999999.999)

VAR/Reseller/Distributor

If a VAR/Resaller/Distributor, name of VAR/Reseller/Distributar and state where located

Energy Star Comgpliant

Yes =1 No =2 Energy Star Does not Apply =0

Opticnal

Mare information
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Solicitation # CJ18012 Wireless Data, Voice and Accessories RFP
AttachmentL
Network Technology Questionnaire

The following section requests a description of the characteristics of the networks that you
will be using to provide the services covered by award Category 1 of this RFP. To understand
the infrastructure and context in which your services will be offered, we ask that you please
describe your existing networks, technologies, and plans.

1. 4G Cellular Services
Describe the current status and plans for your 4G LTE and earlier generation wireless
voice/data technologies.

Verizon's Response

On December 31, 2019, Verizon plans to retire its CDMA-only network
(Lx/EVDO, 2G/3G), and will stop activating new CDMA-only devices after June
30, 2018. Verizon will continue supporting the following account services
through July 1, 2019: Device ID Change, MDN Change, Price Plan Change,
Suspend and Resume, and Reactivate MDN,

4G will evolve towards 5G and will include backwards compatibility features
to ensure a smooth transition. It's important to understand that 5G won't
replace 4G. In fact, as we build out our new 5G network, we will continue to
invest in our award-winning 4G LTE advanced network.

1. Current 4G network coverage across thel.S.

Verizon's Response
Verizon's 4G LTE network is available to more than 98 percent of the U.S.
population and covers more than 321.3 million people.

LTE Advanced - Verizon customers in more than 2,000 markets can access the
benefits of carrier aggregation and those in 1,100 markets can access 4x4
MIMO {Massive Input, Massive Output) and 256 QAM (Quadrature Amplitude
Modulation) in addition to carrier aggregation,

Our online Coverage Locator tool depicts our wireless coverage area on a
national map and enables you to zoom into any local area by entering that
area’s ZIP Code or the city and state information. The maps rendered show
approximations, based on our internal data, of where coverage for various
services is available.

Our online domestic Coverage Locator tool can be accessed at




https://vzwman.verizonwireless.com/dotcom/coveragelacator/

Our online international Coverage Locator tool can be accessed at:

http://verizon.cellmaps.com/

2. Major planned enhancements for these and earlier generation networks in
light of the deployment of 5G-based services

Verizon's Response

The low latency, high bandwidth combination that 5G includes will enable
advancements in technology such as remote robotic surgery, autonomous
cars, connected cities, augmented reality and virtual reality, but it will take
some time to get there. Standards are still being developed for 5G but Verizon
will continue to push the limits of what can be done for the customer. As we

build out our new 5G network, we will continue to invest in our award-winning
4G LTE advanced netwaork.

3. Voice Quality Performance Target/Guarantee:

Mean Opinion Score (MOS) rating for voice calls

Verizon's Response

Verizon provides the absolute best voice quality possible however wireless
links can often degrade due to distance from cell sites and in building
penetration as well as other factors. As fong as there are locations where
service cannot be maintained there will always be areas where sufficient voice
quality Is not possible. When compared to other service providers, Verizon
tends to be the best however we cannot claim a specific MOS everywhere.

b. Dropped Call Percentage

Verizon's Response

Verizon tries to maintain the best network at all times and strives for a 0%
dropped call rate however there are times when performance cannot be
guaranteed. Third party tests by Root Metrics consistently show that Verizon
outperforms its competitors and recently posted its results for the first half
of 2018 once again indicating that Verizon is the market leader.

What improvements do you expect with the introduction of VoLTE and
Wideband Voice?

Verizan's Respanse

The introduction of Voice over LTE {VoLTE) technology has enabled us to
offer High Definition (HD) Voice. With HD Voice, voice calls are delivered over
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Verizon's 4G LTE network instead of the traditional voice network. HD Voice
offers the following services on select devices:

v HD Voice

Video Calling (not available on all HD Voice-capable devices)
Simultaneous Voice and Data

6-Way Calling

Wi-Fi Calling

HD Voice

R N NN

Available on select Smartphones, HD Voice provides improved voice quality
with a more natural sound than standard voice calls and enables future HD
Voice interoperability with other carriers.

HD Voice also offers Video Calling options, including making and receiving
video calls directly from contact lists. Subscribers have the ability to change
their calls instantly from voice-only to voice-and-video. In the near future,
enhancements to the HD Voice suite of services, such as large file transfer,
more robust group messaging, and focation sharing, will be available.

Verizon has a growing line-up of HD Voice-enabled devices. For a list of HD
Voice-enabled devices, please visit
www.verizonwiretess.com/advancedcalling .

Please note: HD Voice and Video Calling are only available when both parties
use HD Voice-enabled phones provisioned with Verizon HD Voice. Both
parties must be connected to Verizon's 4G LTE network. While HD Voice is
available atno additional charge, both HD Voice and the voice portion of Video
calls are billed according to a customer’s existing voice calling plan. Video
calls also incur data usage when not connected to Wi-Fi.

At this time, HD Voice does not offer interoperability with an organization's IP
PBX systems.

Video Calling

Video calls require a LTE connection to set up, unless the user has enabled Wi-
Fi Calling. Once the video call has been established, data will automatically be
transported over the Wi-Fi data connection, if available. Please note: Video
Calling is not available on all HD Voice-capable devices.

Apple devices only support video calling using the Apple Facetime Application
or when using another downloadable solution through Apple's iTunes app
store.



Wi-FiCalling for Android/i0S

Wi-Fi Calling expands customers' calling options at no extra charge. With Wi-
Fi Catling, customers can:

Make and receive calls and send messages even when there is no cellular
coverage.

Call U.S. numbers with no airtime charges while in the U.S. or traveling
internationally.

Calls to international numbers while in the U.S. or traveling internationally are
subject to international long distance charges [the user must have an
“International Calling while in the U.S.” aption on the line/account]

Place an HD Voice video call over Wi-Fiwhen cellular coverage is not available
(available on select Android devices only).

Please note: The cellular network is preferred for voice calls in the United
States. When users roam outside of the Verizon domestic footprint, they may
select “Prefer Wi-F{” when roaming in their HD Voice device settings. During a
call transported over Wi-Fi, the in-call screen will dispiay a Wi-Fi phone icon.
For billing, Wi-Fi calls always originate in the U.S. even when the user is
outside of the U.S - this is why calls to international numbers are billed as
international long distance (“International Calling while in the U.S.”) whether
or not the user is in the U.5, Outgoing international calls are always billed at
international long distance rates but incoming calls do not get charged
international rates for either cellular and Wi-Fi calls. Voice calls are billed
based on the access network and location at the beginning of the call, not
where they end or transition.

To activate Wi-Fi Calling, customers must first activate HD Vaice on their
Smartphone. They must also have access to the Internet through their device’s
Wi-Fi connection. Please note: If they lose their Wi-Fi connection while on a
call and they have not re-established a cellular connection, their calt will drop.

Government customers have the option of blocking the Wi-Fi Calling feature
through Verizon's business account portal.

4. Broadband Data Performance Expectations/Guarantees:
d. Uplink/Downlink Data Rates (Peak, Sustained, Cell Edge)

Verizon's Response

Average network-to-device speeds, or downloads, will range from 5 to 12
Mbps.

Average device-to-network speeds, or uploads, will range from 2 to 5 Mbps.




e. Latency

Verizon's Response

4G

v" An average network-to-device (one-way) latency below 50 ms is
expected, delivering mobile broadband responsiveness equivalent to
wireline connections.

v" LTE Cat-1: In lieu of offering theoretical values and/or arithmetic
means, Verizon will provide comprehensive values by region to target
meaningful information at a later date (For the RFI, 20-40ms (can
increase based on system design)}.

v' Cat-M1: In lieu of offering thearetical values and/or arithmetic
means, Verizon will provide comprehensive values by region to target
meaningful information at a later date (For the RFI, 20-40ms (can
increase based on system design)).

5G

v Verizon currently testing fixed 5G in several market. In lieu of
offering theoretical values and/or arithmetic means, Verizon will
provide comprehensive values by region to target meaningful
information at a later date (For the RF1, 4ms max. Also specs for 1ms
for ultra-reliable low latency communications are in place}.

5. Mobile E911 Technology
f. Technology employed?

Verizan's Response

The Federal Communications Commission (FCC) requires wireless carriers to
provide Enhanced 911 call identification capability when requested by each
of the state/local Public Safety Answering Points (PSAPs) nationwide {most
are arms of local government}.

Basic 911

Verizon provides Basic 911 call routing throughout our nationwide wireless
network. However, with Basic 911 service, PSAPs cannot automatically read
the mobile phone number of the caller or their location, and need to rety on the
caller to provide this information. The FCC Basic 911 rules require wireless
carrierstorouteall 911 calls to designated emergency call takers - the PSAPs
- without procedures intended to identify and intercept calls from non-
subscribers.




Enhanced 811

The FCC's Phase | Enhanced 911 rules require wireless carriers to
automatically provide PSAPs with the telephone number of the 911 calter and
the location of the cell site and sector used to originate the 911 call. Phase |
Enhanced 911 rules require wireless carriers to automatically provide the
telephone number of the 911 cailer and far more precise [ocation information.

We have successfully implemented extensive network components,
purchased modified handsets, and completed a complex series of tasks
associated with providing enhanced 911 Phase | and Phase Il location services
to Public Safety. We continue to meet the schedule set by the FCCin October
2001. As of October 1, 2018

v" We have deployed Phase | E911 service to approximately 82% of the
6,300 PSAPs in the United States.

¥ We have deployed Phase HH ES11 service in 80% of the PSAPs,

Approximately 99% of the PSAPs capable of receiving 911 calls now receive
enhanced 911, which displays the caller's phone number and address to the
call taker. Until alt PSAPs upgrade their systems, calls made from subscribers’
E911-capable handsets to 911 call centers will go through and appear with
only the data the PSAP is capable of receiving.

Textto 911

Verizon joined several other wireless providers to enable free Text-to-911
service from our devices. We initially signed a voluntary agreement with the
FCC to offer this service to our customers, enabling them to communicate
with 911 dispatchers as if they were on a voice call and are now compliant with
the FCC's August, 2014 ruling on text-to-911. This feature is currently
available in areas where the local 911 dispatch center has installed the
appropriate upgrades to accept text messages. As of September 30, 2018,
we have provided text-to-911 capability to 1,979 public safety answering
points in 42 states.

g. LocationAccuracy?

Verizon's Response

We offer a wide variety of handsets with Global Positioning System (GPS)
capabilities to be used in conjunction with E911 services. Since December 30,
2003 all of the handset models we sell are GPS-capable of transmitting their
ES11 location.

Please note that E911-capable handsets will not be able to provide location
information to 911 call takers until the 911 call takers’' (PSAPs) systems and




some local telephone company systems are upgraded to receive and use the
enhanced location data. These systems may still need torely on mobile callers
to identify their location.

Subscribers with questions about local E911 services should contact their
tocal Public Safety Authority.

Indeoor versus outdoor accuracy?

Verizon's Response

The FCCimplemented indoor accuracy thresholds in its recent 4th Report and
Order adopted in February, 2015. This Order implements new, forward-
looking accuracy thresholds that apply to both indoor and outdoor mobile 911
calls. The rules look at increasing 50 meter accuracy locations on all 911 calls
over time. The first threshold targets 50 meter accuracy for 40% of both
indoor and outdoor maobile 911 calls by April, 2017 and 50 meters for 50% of
all mobile 911 calls by April, 2018. The 50 meter percentage increases over
time to 80% of all mobile 911 calls by Aprit 2021. Verizon has exceeded the
current accuracy thresholds and fully expects to comply with future accuracy
thresholds using either Dispatchable Location or geodetic X/Y locations.

Compliance with February 2015 FCCMandates

Verizon's Response

Verizon complies with the current accuracy threshold and fully expects to
comply with future accuracy threshelds using either Dispatchable Location or
geodetic X/Y locations.

Technology Plans/Expectations/Timeframes

Verizon's Response

Verizon is actively developing and implementing a Dispatchable Location
solution using the Nationa! Emergency Address Database {NEAD) which is
targeted for launch in early 2019. Verizon also is working on deploying
several other methods for improving the accuracy of x, y coordinate
information delivered to public safety, including the so-called Device-Based
Hybrid solution in which the wireless handset uses both satellite-based and
WiFi-based information to generate a highly accurate x,y coordinate.

2. Network Reliability, Disaster Recovery and Business Continuity
Describe your overall disaster preparedness plan, the steps you have taken to safeguard
your internal and exposed assets, and the types of services and response we can anticipate
in the event of an emergency or a disaster,

Verizon's Respaonse
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Our mission critical functions and systems, including our wireless network, IT
systems, and customer contact centers are resilient by design. The business
continutty/disaster recovery plans for mission critical functions and systems
are updated and tested at least annually. Our crisis management teams are
also tested through simulated exercises at least annually. Many of our plans
and teams are put to the test throughout the year in response to real
disasters, such as hurricanes, witdfires, and flooding events.

The Verizon Wireless Business Continuity and Disaster Recovery program is
just one part of our overalt philosophy to provide high quality services for our
customers. Our nationwide wireless network is at the core of our business, and
we have invested more than $126 billion since the company was formed -
averaging over $6 billion every year - to increase coverage and capacity and
to add new services.

Qur Business Continuity and Disaster Recovery (BC/DR) program team is
responsible for minimizing the impact of a disruption to our customers,
employees, infrastructure, and business operations. We accomplish this
objective by focusing on the following activities:

v Identify critical functions, infrastructure and risks;
v Implement strategies to minimize the risk of a disruption;

v" Develop Business Continuity and Disaster Recovery plans, and Crisis
Management Teams to recover operations in the event of a disruption;

v Maintain BC/DR plans, with updates completed at least annually;
v" Test our plans, at least annually, to validate our response capabilities.

We continue to refine our response and recovery capabilities due to the
increasing variety of services we provide and the ever-changing level of
potential threats to these services.

The cross-functional Crisis Management Teams in place across our national
footprint enhance coordination and response activities during crisis events.
These teams provide a command-and-control structure that allows
management to gather and report information about crisis events, for the
teams to escalate decision-making as needed, and to facilitate resource
allocation.

BC/DR activities are visible across all major aspects of our company. We have
developed numerous plans to recover critical functions. Business functions
have implemented strategies and procedures that not only support routine
operations, but also help the function continue to operate in the event of a
disaster. Robust operational strategies are at the core of our ability to
provide reliabie and resilient services.



Network Operations - Our wireless network is resilient by design

The Verizon Wireless network operations philosophy is driven by the desire to
provide our customers with an extremely high [evel of service.

Verizon Wireless strives to deliver superior service based on our design
philesophy, which includes redundancy on critical paths and components so
that a potential failure of a network component does not significantly affect
our customers. Our wireless services are provided through a large and
sophisticated national network of 137 Mobile Switching Centers (MSCs) and
Data Centers throughout our service areas. We will continue to invest in our
network to support our customers.

The wireless voice and data switching networks are designed to provide
continuous service to the customer. The communications between our
internal switches and external networks such as the Public Switched
Telephone Network (PSTN) and the Internet are also designed to reduce the
passibility of interrupted communications. The use of battery and generator
backup systems in critical locations also serves to minimize the risk of a
disruption, if commercial power is lost.

Our design concept extends from our equipment and technology capabilities
to our business procedures. These procedures include frequent and tharough
preventive maintenance, real-time monitoring of all key system components,
the 24x7x365 availability of trained maintenance personnel to repair or
resolve critical failures should they arise, and wide deployment of these
personnel and spare parts to permit rapid response and restoration of
service.

Our most critical recovery assets are the thousands of highly-trained and
experienced network technicians who have repeatedly proven their ability to
respond, troubleshoot problems, and restore service to our customers during
emergency situations.

1. Describe your overall approach to network hardening, including physical

security for exposed assets, redundant links to cell sites, and internet-
initiatedthreats.

Yerizon's Response

Menitoring, maintenance, and restoration of wireless services

Service protection and restoration strategies are an integral part of Verizon
Wireless network management and operations.

We have two Network Operations Centers (NOCs), one focated in New Jersey
and another in Texas, that monitor all facilities, cell sites and switches across




our nationwide network. These NOCs are staffed 24x7x365 with experienced
personnel who work closely with our regional field operations teams and with
our vendors to coordinate and expedite the restoration of service inthe event
of outages. Each NOC receives alarms or other indicators that help
troubleshoot problems in the network, and that provide technicians with key
information to analyze and maintain network integrity.

The NOC technicians work with the field operation managers, and personnel
are dispatched to the affected site as needed. Aninventory of standard spare
parts and repair equipment is available to technicians in all of our central
network locations. We also have standing agreements with our critical
vendors to get 24x/ support from their engineering personnel and obtain
replacement equipment if required. Verizon also maintains a monltormg
center for cyber related threats.

Strategy for continued service to Mobile Switching Centers

Mobile Switching Centers are an important part of our national wireless
network, and we continue to add them to our network as we grow. We have
137 MSCs strategically distributed across the country to meet the needs of
our custemers. Our teams monitor the loading of the switching and data
systems to maintain an optimum capacity and service level. One goal of this is
to reduce the impact of a disaster to any one MSC. Available capacity in
neighboring MSCs could be utilized in the event of a serious disaster.

In addition to redundancy in the egquipment and circuitry, each MSC is
protected by automatic power backup systems, by automatic fire detection
and suppression systems, and by physicat security systems and alarms. MSC
buildings have restricted access to prevent entry by unauthorized personnel.
The building structure itself is designed to provide protection for the systems
and services located inside.

In each MSC, network operations personnel routinely backup system data for
the switch itself and the peripheral systems. Automated backup routines are
supplemented with scheduled manual backup routines and off-site storage of
critical data.

A disaster recovery plan has been developed for each MSC, which addresses
the recovery of the systems, services and personnel. These plans are updated
at least annually. Exercises are conducted at least annually to confirm that
these plans can be implemented as expected and to continually increase the
readiness of the network teams to respond to an actual disaster. These
exercises focus on disasters that may impact us or our customers.

Strategy for continued service to cell sites

We have thousands of cell sites across our nationwide network to provide the
desired level of customer service, both in terms of capacity and quality of




service. Despite the large number of sites, the loss of a single cell site is still
a serious situation. We take extra precautions to protect and keep cell sites
operational.

Cell site operations are protected in many ways, including redundancy in the
equipment, automatic power backup systems, automatic fire detection
systems, and by physical security systems and alarms. Through arrangements
with our vendors, any major components of a cell site, up to and including the
building and tower, becomes an immediate priority restoration effort on the
part of both Verizon Wireless and our vendors.

Cell site equipment has sophisticated diagnostics that can instantly
determine if a problem occurs at the site. These diagnostic alarms are
transmitted to the MSC, which is monitered by regional field operations
teams, and the NOC. Cell sites are outfitted with backup batteries, andin most
cases backup generators in case of commercial power loss.

We maintain and utilize portable cell sites referred to as Cells-on-Wheels
(COWSs) and Cell-on-Light-Trucks (COLTs), which are fully functional
generator-powered cell sites that can replace or enhance network coverage
and capacity in a given area. They can accommodate both voice and data
services, and can be used for emergency situations. For example, they can be
used to enhance communications between firefighters when they are fighting
a fire in a remote wilderness area. These portable cell sites are strategically
located throughout our network coverage areas and may be deployed to an
area that is affected by a weather-related or other disaster.

Backup power strategy for the wireless network

Verizon Wireless purchases power from electric companies for the day-to-
day power requirements of our network infrastructure. If commercial power
is lost, we have implemented backup power systems for all of the critical
equipment and infrastructure in our wireless network.

This is accomplished by installing large banks of backup batteries in our MSCs
and Data Centers, and these are supported by permanent backup generators.
We have arrangements with our fuel suppliers to refill our fuel tanks as
needed, allowing our systems to operate until commercial power is restored.

The cell sites are also equipped with batteries, and most sites also have
permanent generators which turn-on automatically if commercial power is
lost. The company also owns a large supply of portable generators that can be
deployed to provide emergency power during extended power outages to
those cell sites without permanent generators.

Our MSC, Data Center, and cell site generators are tested regularly to ensure
that they are functioning properly. Both the batteries and generators are
regularly put through rigorous load tests to ensure that they can support the
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needs of the network in the event of a commercial power disruption.
Circuit diversity strategy for the wireless network

Our wireless network is comprised of numerous components that are
connected using a mixture of fiber optic and high bandwidth
telecommunication circuits. We support many of our critical network
locations with diverse circuits, network technologies, and alternate local
telecom carriers. The impact of a severed fiber optic cable or a faulty data
circuit is minimized by this diversity in our telecommunications connectivity.

Information Technology - Disaster Recovery Planning

The Information Technology {IT) team for Verizon Wireless manages the
technology that supports internal business functions. For example this
technology helps internal users respond to customer needs, streamline
internal and external communications, and automate many of our high volume
activities. Many of these technologies are integral to our daily operations.

Our IT Disaster Recovery team focuses its efforts on mission critical
applications and systems, many of which support customer transactions.
System engineers for these applications and their supporting technologies
emphasize redundancy, geographic diversity, and heightened security to
safeguard these systems from an unexpected interruption or disaster.

Data Center Strategy

Mission critical applications are maintained in a secure data center
environment. Qur major data centers are protected by automatic fire
detection and suppression systems, and by physical security systems and
alarms. The data centers have strictly limited access to prevent entry by
unauthorized personnel. Only a small number of authorized employees are
permitted to access these data centers, and the buildings are monitored by
security guards and camera systems to provide a high level of protection to
the systems and services located there.

All data centers are backed up by both battery and permanent generator
systems which are designed to support the data center for extended
timeframes in the event commercial power is disrupted. These systems are
tested regularly to ensure that they will provide power when needed.

Data Backup Strategy

In each of the Data Centers that house mission critical applications, a
significant amount of resources are put into our data back-up and restoration
capabilities. Ensuring the availability and security of critical historic data is
part of daily operations, and our back-up procedures include internal and off-
site rotation of electronic files.



2. What are your greatest challenges in terms of recovery in the event of extensive
damage throughout an extended area, and how do you addressthem?

Verizon's Response

fn our experience the primary challenge in the event of extensive damage
throughout an extended area is the disruption of electric power. We address
this by investing in backup power sources including backup batteries, and both
permanent and portable generators.

Recovery Plans and Tests

The [T Disaster Recovery team develops tests and maintains disaster
recovery plans for mission critical applications in the data centers. Exercises
are scheduled at least annually to confirm that the applications can be
restored properly, that atl interfaces are accessible, and timeframes are met.
Surprise simulation drills are also conducted to enhance the preparedness of
the recovery teams.

Customer Service - Answering the call for operational resilience

Providing industry leading customer service is an important way for us to
understand our customer’s expectations, assist with questions, and ensure
satisfaction with the services we provide. We continue to invest in our ability
to provide excellent customer service, whether the customer contacts us
during routine operations or in the midst of a hurricane.

Our customer service operations are designed to be resilient. The contact
centers are equipped to adapt to changes in customer call volumes, call types,
or other circumstances so that they meet service quality targets. Customers
are also provided with many different ways to interact with us. For example,
customers can gather information about their accounts using our website and
other self-service tools if these are most convenient for them.

Call routing between multiple locations

Our customer service team operates multiple contact centers located across
the United States. Our teams can redirect calls between these locations to
provide the best service possible and to optimize the skills of our personnel.
This operational strategy is a valuable asset during times of crisis, since it
helps minimize the customer impact from a disaster that may affect one
location. For example, if one contact center needs to close due to a
threatening major storm in the area, that center can redirect its calls to an
alternate center in an unaffected part of the country. Our national operations
infrastructure is a benefit for our customers since it limits the likelihood that
any one event will cause a significant impact to our customer service
operations.

Contact centerinfrastructure




We pay particular attention to the design of our contact centers, not only to
make them a safe and enjoyable workplace for our employees, but also to
minimize the risk of a disruption. These efforts include special security access
to the building, including security guards, camera systems, and lighting
systems. The communications equipment is maintained in a secure and
environmentally controlled computer room, which is supported by both
backup batteries and generator power.

Recovery Plans and Tests

Our customer care teams work closely to monitor service levels, and the need
toredirect calls to an alternate contact center. We have documented many of
these routing patterns in our recovery plans to streamline our ability to
activate the technology in the event of aninterruption, and to send calls to the
teams that are best equipped to help the customer.

3. Describe the types and amounts of back-up batteries, generators, COWs/GOATs
and other deployable assets you maintain, and how long a period of disruption you
anticipate in your planning.

Verizon's Response

Since the beginning, Verizon has worked closely with first responders, our
customers, and our communities to provide support and wireless solutions
when they are needed most - during an emergency/extreme weather
conditions. With threats of hurricanes, tornadoes, wildfires and other natural
disasters always a possibility, customers rely on us to keep them connected
and productive, especially when the unexpected happens.

We provide support in a variety of ways, often lending wireless voice and data
devices to first responders and emergency personnel. We built a Public Safety
Private Core to support public safety, especially during times of high data
traffic. And when disaster strikes, we coordinate with first responders and
can mobilize charging stations, special equipment, emergency vehicles and
more to support local, state and federal agencies across the U.5.

We also deploy Wireless Emergency Communication Centers (WECCs) into
disaster zones, providing a safe place where impacted members of the
community can charge their phones, make a free call, or access the Internet.

We also have hundreds of portable assets located across the country that
enable our teams to enhance or restore network coverage and capacity in
emergency situations. There are many types of assets and innovative
solutions, such as:

v Cell-on-Wheels (COW)

v Cell-on-Light-Truck {COLT}
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Repeater-on-a-Trailer (RAT}
Tower-on-Wheels {TOW)

HVAC on Roadside Equipment (HORSE)
Generator on a Trailer (GOAT)
Repeater on a Trailer (RAT)

Pico cell on a Trailer (SPOT)

Cell Repeater on Wheels (CROW)

We also continue to design and deploy innovative portable solutions that
provide our personnel, first responders, and our customers with options that
extend wireless coverage into areas of need. Many of these solutions leverage
technologies ranging from lightweight suitcase-sized cell sites, to trailer-
based solutions, and Unmanned Aerial Vehicle (UAV) assets.

Weinvest billions of dollars in our network every year - more than $126 billion
since 2000. These investments include hardening our network from top to
bottom - from switching centers to cell sites. For example:

v

Our sub-zero switches are built in places like Minneapolis, where
snow and ice are the biggest weather threats to our facilities.
Reinforced roofing, specialized entranceways, thicker insulation and
fiber buried to a much deeper level are key characteristics in this
weather-fortified building. When ice melts, we have aquadams, which,
when deployed extend 500 feet around the perimeter of a switch
location and when filled with water act as a barrier to flood waters to
protect the building.

Throughout Florida, an area known for hurricane activity, “Super
Switches” are built to withstand Category 5 hurricane winds. These
switch locations boast tilt wall block construction built of concrete
and rebar and - because of possible flooding - fiber enters the facility
in two distinct locations to ensure additional redundancy.
Additionally, because commercial power loss is often associated with
hurricanes and tropical storms, the Florida Super Switches have dual
on-site generators and HVAC systems. The switch facilities also
serve as emergency operation centers when hurricanes or other
emergencies arise,

Along the east coast, flooding is a significant issue when tropical
storms and hurricanes threaten. So Verizon has built cell towers on
stilts and elevated platforms. Base stations that house the majority
of a cell tower's equipment including its power, generators, cooling



systems and transport interface, are elevated from ground level so if
flood waters reach the tower, the equipment is safe, dry and able to
perform.

v" Because earthquakes cause lateral and vertical movements, the
switch iocation in California is designed to withstand likely seismic
movement patterns. Steel frame walls, suspended ceilings and extra
bracing throughout for on-site generators, fire suppression agent
tanks and battery racks keep this building standing. Exterior
generators are integrally mounted to their fuel tanks to prevent
severance of buried lines and subsequent fuel spills.

v We own a fleet of portable emergency equipment that can be
deployed quickly to keep customers connected or restore damaged
connections as soon as passible.

—~ In the heartland, tornados often threaten equipment that is
stored outdoors as most of Verizon's mobile equipment is. In
Kansas, however, mobile assets are safely stored 60 feet
underground in a 20,000 square foot cave, which provides safe

and convenient storage for emergency assets including portable
COWs, COLTs, HORSEs, GOATs, RATs and CROWSs.

Being crisis-ready is paramount to Verizon, and we are committed to
supporting those who need us most when they need us most. During an
emergency, first responders rely on wireless service more than ever to
coordinate efforts in the face of fires, floods, snow and wind storms,
earthquakes, tornados, or hurricanes.

The following are examples of how we have responded to natural disasters
and kept first responders, government agencies and customers connected.

Fires and Extreme Heat:

Throughout November and December 2017, wildfires raged in Southern
California. We loaned over 130 wireless devices to emergency response
organizations supporting the Southern California wildfires. We added
capacity to cell sites near Lake Cachuma to handle increased network traffic
while the Cal Fire incident command center was operational. Displaced
residents were welcome to use our cell phone charging stations and Internet-
connected laptops at the UC Santa Barbara and Ventura County Fairgrounds
evacuation centers. Our Verizon's Response Teams were on site providing
assistance.

In October 2017, as wildfires broke out across Napa, Sonoma and Mendocino
Counties in California, for some impacted sites, Verizon utilized temporary
microwave technology to provide connectivity to the network. Our Network
teamrefueled generators at cell sites and kept them running until commercial
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power was restored. We supported first responders and government officials
with recovery efforts, as well as those in the community who needed
assistance. Verizon deployed a COW to provide coverage to the Sonoma
County Fairgrounds evacuation shelter in Santa Rosa. A Disaster Response
Trailer (DRT) was deployed at Kaiser Permanente Hospital in Napa, with
fnternet access, laptop computers, phones and a wireless charging station for
public use. Additional wireless connectivity to support emergency personnel
was added to the Sonoma County emergency operations center (EOC),
Sonoma County Sheriff's office, Napa County Sherriff's office, the Cal Fire
base camp in Napa and the City of Santa Rosa EOC.

tn July 2017, as wildfires burned through the dry terrain in western US states,
Verizon responded with critical communications to support the 8,000+
firefighters and first responders on the ground. During an emergency, first
responders rely on wireless service more than ever to coordinate efforts and
we are there to support those first responders and the communities they
serve.

In California, we brought satellite communications service to a remote area
where the Schaeffer Fire burned in Sequoia National Forest, 17 miles north of
Kernville in Kern County, CA. The US Forest Service Incident Management
Team requested assistance for the fire base camp located at Black Rock
Visitor center. We provided two satellite communications solutions to
provide 4G LTE service: a SPOT includes a 30-foot antenna mast with the
satellite dish on top of the trailer and a portable mini-satellite dish with a 4G
LTE eFemto cell. In addition, we responded to requests for communications
assistance by loaning wireless devices and jetpacks {portable wireless hot
spots) to first responders at the Winters Fire {Yolo County), Alamo Fire (San
Luis Obispo County), Wall Fire (Butte County} and Whittier Fire {Santa
Barbara).

In Utah at Brian's Head Fire, we deployed a COW to the Brian's Head Fire
command center and base camp near Panguitch, UT. The COW is a mobile cell
site with multiple voice and data channels capable of processing thousands of
calls and data transmissions simultaneously. The COW provides additional
capacity for emergency crews accessing the Internet, sending text and video
messages and making phone calls during disaster response efforts. The base
camp needed critical communications services to support over 1,000
firefighting personnel.

In Arizona, to assist the first responders and residents, we deployed multiple
network repeaters that pick up a network signal, amplify it and point it to an
area with weaker or no signal.

In April 2017, a wildfire spread to more than 40,000 acres of the Coronado
National Farrest, just South of Tucson, AZ. A crew of about 600 firefighters
battled the Sawmill Fire as it spread, leaving over 100 people evacuated from



their homes. As soon as we were contacted, our Verizon Crisis Response Team
(VCRT) and Sales Operations organization shipped out Smartphones and
tablets to emergency crews battling the hlaze.

Throughout the fall of 2016, as more than 30 wildfires burned in northern
Georgia, eastern Tennessee, eastern Kentucky, the western Carolinas and
parts of surrounding states, Verizon responded with assistance to
firefighters, the U.S. Forest Service, support personnel and impacted
residents. When the southern Appalachian wildfires ignited, Verizon Network
teams immediately began monitoring network performance in affected areas
to ensure residents and emergency crews could communicate. In addition to
monitoring for sustained network performance, Verizon actively supported
emergency responders by deploying two COLTs, which are temporary
generator-powered mobile cell sites with multiple voice and data channels
capable of processing thousands of calls and data transmissions
simultaneously. These COLTs provided additional wireless capacity for
emergency crews accessing the Internet, sending text and video messages
and making phone calls during disaster response efforts. Our Netwaork teams
also deployed a COW and CROWSs to keep emergency responders connected.
To accompany this increased network capacity, Verizon delivered wireless
phones and Internet hotspots for the Forest Service to use in its efforts, and
set up charging stations at a fire department and two shelters in NC to help
keep wireless equipment charged and people connected.

During the summer of 2016, with fires raging and extreme heat in the West,
Verizon engineers had portable cooling units staged for deployment to sites
to ensure our network equipment - vital to connecting customers to friends,
family and emergency personnel - continues to maintain high performance as
temperatures soared. In areas where the wildfires ravaged large swaths of
land, Verizon's back-up generators and batteries kept cell sites online and
performing well.

Tornadoes:

In Aprit 2017, VCRT took to the road to support relief services in East Texas
after four tornadoes ripped through Van Zandt and Henderson counties. One
of these deadly tornadoes left a trail of damage spanning over 50 miles wide.
The fatal storms left over 7,000 people without power. We sent a disaster
relief trailer out to Canton, TX, where our employees set up charging stations,
passed out water, and kept locals connected with phones, Jetpacks, and
tablets. We also deployed Jetpacks and phones to local officials and first
responders.

fn November 2016, tornadoes caused additional problems in Tennessee while
emergency crews still battled wildfires. Tornadoes caused three cell sites to
go out of service in Athens, TN, and our Network Team brought in a COW to
provide coverage/increase capacity until the sites were back in service.
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Hurricanes, Rain Storms and Floods:

In May 2018, in response to severe flooding in the Ellicott City, MD area,
Verizon deployed a SPOT, which is a stand-alone cell site delivering LTE and
voice services that are powered with a generator and rely on satellite
connection so no wired connections are required to add wireless coverage and
capacity; delivered portable Wi-Fi hotspots for public safety agencies for
additional connectivity; and provided a charging tent for first responders and
the public.

In September 2017, Hurricane Irma left devastation behind as it traveled
through the Southeast. Our network team staffed cur command centers 24x7
and was in contact with federal, state and local emergency management
teams to coordinate communication needs and efforts with them. Our mobile
equipment fleet was deployed throughout Florida. Hundreds of portable
generators were in use, We deployed two SPOTs in the Keys to assist the
Florida Department of Law Enforcement with their recovery operations. Also
deployed to the Keys were: a Tactical Command Trailer, which is a completely
self-sufficient trailer that provides support to government agencies and can
function successfully on deployments as short as a day or as long as several
manths; a Mobile Command Center, which helps provide support to rebuild
network infrastructure and also provide support to government agencies; a
Gooseneck Trailer, equipped with connectivity, 5 mobile workstations and an
inflatable shelter; a Big Red, a big rig equipped with connectivity, 24 mobile
workstations; and a Wireless Emergency Communication Center, which is a
generator-powered mobile unit that provides device charging, computer
workstations and wireless phones, tablets and other devices enabling
members of the community to contact friends and family. Just like our
network engineers, our Operations, IT and Retail teams also worked nonstop
to reopen our stores. Generators were deployed to locations without power
and Stores on Wheels to locations with significant damage. More than 90
percent of our company-owned retail locations in Flerida were open for
business to serve the needs of all those in the community. Additionally, two
WECCs were deployed in Naples near the areas hardest hit by the storm.

Also in September 2017, Hurricane Maria became the worst natural disaster
in the history of Puerto Rico. We pledged grants of $5 million to fund
Hurricane Maria relief efforts in Puerto Rico and the U.S. Virgin Islands.
Verizon engineers were on the ground for weeks assisting our roaming
partners on the islands, offering support to carriers and coordinating with
federal agencies. We provided portable equipment, including generators,
maobile cell sites and antennas, to our roaming partners, Claro and Open
Mobile. We danated a generator to the University of Puerto Rico. And we
donated 44 laptops to help local regulators bring Internet access to residents
allowing them to apply for aid and communicate with friends and loved ones.
The donation doubled the number of Internet access locations available to



residents.

In August 2017, when Hurricane Harvey made landfall in Texas, we already had
teams and equipment deployed, including COWs, COLTS and mobile
connection rigs and staffing shelters in Houston, Dallas and San Antonio to
assist first responders and displaced residents with mobile charging, internet
access and other communications needs. Three COWSs, one located in
northeast Houston and two in Beaumont, several CROWSs, used in Corpus
Christi and near Beaumont, and microwave systems communicating between
cell sites in Corpus Christi to the switching center, ensured Verizon customers
and emergency management teams stayed connected. In-building solutions
reinforced coverage at the command centers of several leading government
agencies.

In April 2017, the Red Cross reached out to Verizon for assistance supporting
multiple Disaster Relief Operations {DRO) centers in Oklahoma. Heavy rain
and thunderstorms led to flooding, road and bridge closures, and residential
damage across multiple cities. We provided Jetpacks and Smartphones to
enable connectivity between the multiple DROs spread across Northeast
Oklahoma.

fn February 2017, at least 188,000 people from several cities and counties in
Northern California were evacuated due to severe erosion on the emergency
spillway at Lake Oroville. California Governor Jerry Brown issued a state
emergency as the potential failure of Lake Oroville's emergency spillway
would have been "potentially catastrophic”. To help customers stay
connected, a Disaster Recovery Trailer with Internet access and charging
stations was deployed to the Silver Dollar Fairgrounds in Chico, CA. Our Crisis
Response Team quickly deployed COLT and GOAT network elements at the
request of the Department of Water Resources and we also provided
California Fire with five phones and five jetpacks.

In October 2016, Hurricane Matthew unleashed its wrath throughout. the
Southeast. To help victims of the hurricane more easily reach family, friends
and other important contacts, Verizon deployed WECCs near the areas
hardest hit by the storm in Georgia and South Carolina. WECCs are generator-
powered mobile units that have device charging and computer workstations,
and wireless phones, tablets and other devices. Also available at the WECCs
were teams of technicians who conducted troubleshooting and charged up
wireless phone batteries that survived the storm or had lost power.

In August 2016, thousands of people were displaced by unprecedented
flooding in Baton Rouge, LA. Verizon employees from across the country
arrived to assist customers throughout southern Louisiana: they set up
emergency communications centers that offered free calling, Internet service
and charging stations for our customers and other residents; more than 400
phones and hotspots were deployed for volunteer and first responders; retail
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employees from other markets arrived to assist in store locations; and astore
onwheels openedin the Denham Springs area because our permanent location
was destroyed. Our wireline and wireless network teams, sometimes using
boats to reach flooded sites, quickly deployed 18-wheeler rigs to provide
communication relief, CROWs, COLTs and GOATs to keep customers
connected.

In June 2016, historic flooding hit many counties in West Virginia. To help
storm victims more easily reach family, friends and other important contacts,
a WECC was deployed just north of Charleston, WV, near the areas hardest hit
by the storm. This 35-foot trailer comes equipped with 50 charging ports that
enable community members to charge their wireless devices despite power
outages or residential displacement. Nine sit-down stations are also available
and equipped with Internet connectivity and cell phones to enable residents
in storm-stricken areas to call loved ones and take care of personal business.
Two external LCD screens and satellite connections enable the center to
stream weather information and emergency response information to
residents.

4. Also describe how your organization would continue to function in the event of a
widespread environmental or health threat that would require most citizens to
remain at home.

Verizon's Response

We have created a cross-functional pandemic planning team led by the
Business Continuity/Disaster Recovery department. Utilizing information
and guidance from organizations including the World Health Organization
(WHO}, Centers for Disease Control and Prevention (CDC), Federal- and State-
level Departments of Health and external medical experts, a pandemic action
plan was developed for us based on projected risks and potential impact to
our employees, customers, vendors and key stakeholders. Our Pandemic
Action Plan includes pre-pandemic preparations, initial responses upon
pandemic declaration, and full response once our employees or operations are
impacted. Critical preparation steps have been completed, including: review
of network capacity, confirmation of employee telecommuting capability and
stockpiling safety supplies. Our Crisis Management Teams across the United
States have heen briefed on the plan and have conducted exercises to
heighten awareness and response capabilities.

3. 5G Cellular Services
Describe your deployment plans for 5G network coverage across the U.S.

Verizon's Response

Verizon's netwark legacy is rooted in being the first to deliver to customers
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the next-generation of wireless technology, coast to coast, before any other
carrier. With the fifth generation (5G) of wireless technology, Verizon is once
again poised to usher in a new era of network technology. 5G will deliver
enhanced fixed and mobile broadband, low-latency services and massive scale
for 10T, which will transform all industries. 5G won't be a wireless “evolution,”
with better speeds and feeds, but a true revolution changing the way we work
and interact: this means more connected services and devices, and higher
broadband capacity that can benefit our entire society.

We are committed to developing and deploying 5G wireless technology.
Collaborating with Verizon's 5G Technology Forum (5GTF) partners, we are
waorking to ensure the aggressive pace of innovation, standards development
and appropriate requirements for this next generation of wireless technology.
We are conducting multiple pre-commercial fixed wireless broadband trials
on millimeter wave spectrum - this is an important step in commercializing
gigabit broadband service to offices and homes via a wireless 5G connection.
The trials are providing us with valuable insights for our commercial
deployments. During our testing process, we have validated numerous 5G
technology enablers, such as wide bandwidth operation of several hundred
MHz in size, multiple antenna array processing, and carrier aggregation
capabilities that are substantially different from 4G. 5G will combine existing
technologies with next-generation radioc access advances to deliver new and
highly-robust customer experiences. We intend to be the first company to
deploy a 5G fixed wireless broadband network in the U.S., anticipating a
timited launch in 2018, with 5G service debuting in Los Angeles, CA, Houston,
TX, Sacramento, CA, and Indianapolis, IN.

1. Expected Role of 5G in your overall networkarchitecture.
We would like to understand where 5G “fits” in your overall network
strategy. For example, do you see 5G as:
a. Awholesale upgrade for 4G LTE services in the widearea,

Verizon's Response

Verizon continues to make considerable investments and improvements to
the 4G LTE network in addition to the industry-leading work being done with
5G New Radio (NR). 5G will be the first technology that does not displace its
predecessor.

b. A high-capacity local distribution solution for & 4G wide areanetwork,

Verizon's Respanse

Although 5G NR offers the ability to provide solutions for both fixed and
mobile applications, Verizon has made a considerable commitment to
purchase large amounts of fiber backhaul for cellular base stations.




c. Some combination of the two,

Verizon's Responsa

Verizon continues to make considerable investments and improvements to
the 4G LTE network in addition to the industry-leading work being done with
5G NR. 5G will be the first technology that does not displace its predecessaor.

d. A fixed wireless solution for business or residential Internet access,or-
Verizon's Response

5G NR offers the ability to provide comprehensive cellular soluttons for both
fixed and mobile applications.

e. Something else entirely?
Verizon's Response

See above.

2. Please provide the fundamental strategy you are following for deploying 5G
technologies going forward.

Verizan's Respanse

Millimeter {(mm) wave spectrum is fundamental to 5G NR performance, and
Verizon is currently in the process of building out a dense infrastructure using
our current licenses as quickly as possible to serve our customers. The
investment is significant in respect to both time and costs which is why
Verizon began the 5G journey years ago.

3. Timetable and total percent of 5G coverage in eachstate.
Verizon's Response

The deployment is very fluid and depends on a variety of variables. The
coverage and projections change daily as Verizon works feverishly to extend
the network in muttiple areas.

4. Proposed Channel Sizes (in MHz) for macro area and small celldeployments

Verizon's Response

Release 15 of the 3GPP specification currently allows for channel sizes up to
400MHz. However, the process of engineering a cellular base station is
extremely complicated and relies on a variety of factors unique to each
focation. As aresult, channel sizes will vary.
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5. Frequency Band(s) to be used and primary applications foreach.
Verizon's Respaonse

Verizonis currently focused on applying owned spectrum licenses (28GHz and
39GHz) for our 5G NR rollout.

6. Pricing Model: Will 5G usage be metered and priced the same rates as 4G voice
and data usage or will premium pricing be applied?

Verizon's Response

Verizon is currently explering various pricing models for 5G. Because 5Gis a
transformational technology, the way it is priced (similar to the way it will be
used) may require a different approach than traditional cellular technologies
have in the past.

4. VoLTE and Wideband Cellular Voice Services
Describe you plans for Voice over LTE (VoL TE) and Wideband voice services

Verizon's Response

VolLTE is and will continue to be Verizon’s preferred voice solution. Once the
2G 3G sunset occurs, VoL TE on 4G and 5G will be the only path.

1. Current level of VoLTE deployment and ongoingplans
Verizon's Response

Vol TE is a part of Verizon's 4G LTE platform and is available wherever LTE
service {s available.

2. Wideband Voice (AMR-WB) Availability
Verizon's Response

HD Voice (AMR-WB) and Video calling are available with Verizon service but
are dependent on smartphone capabilities.

3. User device availability.

Verizon's Response
Verizon has a growing line-up of HD Voice-enabled devices. For a list of HD
Voice-enabied devices, please visit
www.verizonwireless.com/advancedcalling,




4. Wideband Voice Interoperability:
- Betweean Mobile Carriers

Verizon's Response
HD Voice and Video Calling are only available when both parties use HD Voice-
enabled phones provisioned with Verizon HD Voice. Both parties must be
connected to Verizon's 4G LTE network.

- Mobile Carrier-to-PBX/UC Platform
{i.e. compatibility with wideband voice devices using G.722 or other wideband
codecs)

Verizon's Response

At this time, HD Voice does not offer interoperability with an organization’s 1P
PBX systems.

. Circuit Switched Fallback Included?

Verizon's Response

Verizon continues to support devices that allow for circuit switched fallback
through December 31, 2019. Verizon ceased activation of new services using
those devices on June 30, 2018, Like for like device swaps will be maintained
through June 30, 2019.

. Describe your averall pricing model for VoLTE services {e.g. Will wideband voice
be offered at the same price as existing voice calling services?).

Verizon's Response

White HD Voice is available at no additional charge, both HD Voice and the
voice portion of Video calls are billed according to a customer’s existing voice
calling plan. Video calls also incur data usage when not connected to Wi-Fi.

. As “voice” has essentially becomes additional “data traffic” with VoLTE,
indicate the likelihood you will be offering internet-like all-data plans that
support all traffic types as opposed to plans that distinguish voice, data and
textservices.

Verizon's Response

Verizon does not currently classify HD Voice as “data traffic.”" Verizon’s HD
Voice is measured by the customer’s minutes of use. Verizon does not have
plans to offer internet-like all-data plans that support all traffic types as
opposed to plans that distinguish voice, data, and text services at this time.

5. loT Cellutar Network Services




Describe what you currently have and plan to introduce in the way of network services
specifically geared toward Internet of Things (loT) applications.
Verizon's Response

Verizon has the Machine to Machine (M2M} and Internet of Things (loT) resources that
can help you transform your business operations with a connected ecosystem of M2M
and machine-to-human interactions. Smart devices can enhance your delivery of
goods and services, help you manage your workforce more effectively and help save
more of the world’s precious natural resources. loT can help you solve the challenges
of providing more services to your customers without increasing costs. loT can help
make your operations safer for your employees, help you manage regulatory
compliance and help you manage and protect remote assets.

The key ingredients for loT - machine to machine enabled by network connectivity,
cloud, security, and network infrastructure - have existed for decades. Still, using loT
as a normat part of your everyday operations requires hard work and a clear plan.
Verizon has more than a dozen years of experience in connected solutions. We
manage millions of connected devices and we have invested in building an
unparatleled base of expertise and technology. We offer you all the pieces of the
puzzle you need torealize the full benefits of loT while mitigating the risk of deploying
loT solutions.

Verizon can help your organization outpace the competition with loT:

v We offer 4G LTE-equipped routers and wireless broadband plans to back up
your office, retail or remote locations to protect you against costly outages

v Qur Mobile solutions and 4G LTE help you expand your capabilities with
interactive kiosks, digital signage, and 4G LTE equipped tablets

v We have a broad range of certified 4G/3G/2G routers to support wireless
deployments

¥ Qur My Business online resource helps you manage your loT deployments
quickly

Wireless connectivity is just one part of a successful loT solution. Global networking,
security, cloud, and a broad ecosystem of partners are an integral part of launching
loT quickly and securely. Verizon has one of the world's largest [P networks - enabling
you to integrate loT solutions into a global network. Verizon is recognized as a global
leader in security and offers a wide range of professional and consulting services. Our
team of IT cloud experts can help you capture and manage the data from your loT
devices. Our partners can help you develop specialized hardware, software and
services to get your loT projects going rapidly.

From 4G LTE networks to global IP networks and end-to-end management and
security support to industry specific loT solutions, Verizon can help yourapidly obtain
the benefits of loT to grow your business and eutpace your competition.

Self-Service Online Resource for M2M Devices

When organizations rely on data from remote assets, cennectivity management




becomes mission-critical. M2M/loT administrators need to take devices in and out of
service according to business need, ensure devices connect and transmit data
properly and monitor the costs of remote data acquisition.

ThingSpace Manage is a self-service online resource that provides specialized
features to track, monitor and control the connectivity and usage of 2G, 3G, and 4G
MZM devices. Qur partners and enterprise customers access ThingSpace Manage
through a link in My Business.

ThingSpace Manage:

v Allows you to configure alerts to prevent overages

v" Provides the ability to name devices and assign other custom properties
v Provides near real-time connectivity status and usage information
v

Tracks and monitors devices by IP address, custom properties, and many
other attributes

v" Provides configurable reports and a graphical dashboard

. Listall loT-Focused Transport Services (e.g. NB-iaT, LTE Cat M1, etc.) Offered and
Planned

Verizon's Response
v" Currently Offered: LTE and Cat M1

v" Verizon has plans to support all major loT-Focused Transport Services,
including NB-loT

. Performance Expectations {For each serviceoffered):
- Uplink/Downlink Data Rates (Peak, Sustained, Cell Edge)

Verizon's Response
4G
v LTE Cat-1: For fixed LTE, UL 5Mbs and DL 10Mbs
v Cat-M1:Currently for fixed Cat-M1 UL 375kbps and DL 300kbps; and
expected for 2019, UL 1000kbps and DL 600kbps (For Sensor Data).
5G
v" For fixed 56, the standards target will be less than or equal to GIGE
UL/DL (Pending our current 28 and 39Ghz trials).

Note: The rates reflected above are Peak rates. These targets are subject to
change.

- Maximum Transmission Range

Verizon's Response
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v" LTE Cat-1: In lieu of offering theoretical values and/ar arithmetic
means, Verizon will provide comprehensive values by region to target
meaningful information at a later date (For the RFI, varies: 5 Miles in
rural macro to 1 SF block for small cell (low power)).

v' Cat-M1: In lieu of offering theoretical values and/or arithmetic
means, Verizon will provide comprehensive values by region to target
meaningful information at a later date (For the RFI, 5 Miles+-use case
will determine. Low data rate with higher transmissions may increase
the range from typical use case on LTE).

5G: For fixed 5G, density is the key to deployment. For example, in a 4G
deployment for LA County CA, we would need 1000 antennas. For 5G, we
wauld need 10x, or, 10000 antennas (A mix of small celi and tower antennas).

- ExpectedLatency

Verizon's Rasponse
4G

v LTE Cat-1: In lieu of offering theoretical values and/or arithmetic means,
Verizon will provide comprehensive values by region to target meaningful
information at a later date (For the RFI, 20-40ms (can increase based on
system design)). A

v’ Cat-M1: [ lieu of offering theoretical values and/or arithmetic means,
Verizon will provide comprehensive values by region to target meaningful
information at a later date (For the RFl, 20-40ms (can increase based on
system design)).

5G: Verizon currently testing Fixed 5G in several market. In lieu of offering
theoretical values and/or arithmetic means, Verizon will provide
comprehensive values by region to target meaningful information at a later
date (For the RFI, 4ms max. Also specs for sub 10ms for ultra-reliable low
latency communications are in place}.

- Frequency Band(s) Employed
Verizon's Response

Bands Z {PCS), 4 (AWS-1), 5 (850), 10 {AWS-1, AWS-3), 13(750), 66 (AWS-1,
AWS-3, AWS-4) with plans for LAA, CBRS, and 5G mmWave frequencies.

3. General Deployment Plans and Targeted Availability

Verizan's Respanse

4G
¥" LTE Cat-1: Deployed




v" Cat-M1:Deployed
v" Narrowband loT: Roadmap

5G: Fixed 5G commercial deployments are planned for 2018 to 2021 using 28
and 39Ghz spectrum.

LTE CAT-M1

By combining both device and network features, Long Term Evolution (LTE)
Category M1 {Cat-M1) is the choice for Internet of Things (loT) applications
requiring long battery life, low cost, lower data speeds, extended outdoor
coverage, and impraved in-building penetration. Verizon maintains a strong
leadership paosition in loT technology and solutions with a history of firsts,
including the first deployment of 4GLTE, LTE Cat-1 and now LTE Cat-M1.

Our commercial 4G LTE Cat-M1 network spans 2.4 million square miles. This
includes all coverage in the continental U.S., Alaska and Hawaii but excludes
our LTE Rural America {LRA) coverage [which may be added at a later date].
Currently, Cat-M1 is not supported while roaming on domestic or
international partner networks.

This is the first Cat-M1 network providing scale, coverage and security for
customers seeking wireless access solutions for loT. Verizon's Cat-M1
network is built on a virtualized cloud environment that enables rapid and
agile loT solution deployment and nationwide scaling aimed at increasing loT
adoption for developers and businesses with new and more economicat loT
data plans. Cat-M1 supports data, SMS and Mobile Private Network in
addition to basic broadband services (e.g., public IP access).

A game-changer for the industry, Cat-M1 has a new class of LTE device ideal
for applications like sensors. They require less power, offer extended battery
fife and support an array of use cases ranging from water meters to asset
trackers to consumer electronics. In collaboration with industry-teading
partners, Verizon has enabled an open ecosystem for Cat-M1 that includes
infrastructure providers and manufacturers of chipsets, modules and devices.
Verizan's Cat-M1 partners include industry leaders including Sequans, Telit,
U-Blox, Sierra Wireless, Gemalto, Qualcomm Technologies, and Altair, who
together with Verizon are solving for the next generation of loT use cases.

LTE Cat-M1 Advantages:

v Cost-effective to deploy: The cost per unit for LTE Cat-M1 is similar
or lower than 2G devices, delivering improved technology for a better
price.
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v' Better coverage: LTE Cat-M1 devices include special network
features that help provide better coverage, giving you coverage in
places previously unavailable.

v" Better battery life: LTE Cat-M1 devices can reduce communication
with the network and even go to sleep for extended periods of time,
increasing battery life to up to 10 years, depending on your use case.

5G Technology

Verizon's network legacy is rooted in being the first to deliver to customers
the next-generation of wireless technology, coast to coast, before any other
carrier, With the fifth generation (5G) of wireless technology, Verizon is once
again poised to usher in a new era of network technology. 5G will deliver
enhanced fixed and mobile broadband, low-latency services and massive scale
for loT, which will transform all industries. 5G won't be a wireless “evolution,”
with better speeds and feeds, but a true revolution changing the way we work
and interact: this means more cannected services and devices, and higher
broadband capacity that can benefit our entire society.

We are committed to developing and deploying 5G wireless technology.
Collaborating with Verizon's 5G Technology Forum (5GTF) partners, we are
working to ensure the aggressive pace of innovation, standards development
and appropriate requirements for this next generation of wireless technology.
We are conducting multipte pre-commercial fixed wireless broadband trials
on millimeter wave spectrum - this is an important step in commercializing
gigabit broadband service to offices and homes via a wireless 5G connection.
The trials provided us with valuable insights for our commercial deployments.
During our testing process, we validated numerous 5G technology enablers,
such as wide bandwidth operation of several hundred MHz in size, multiple
antenna array processing, and carrier aggregation capabilities that are
substantially different from 4G. 5G combines existing technologies with next-
generation radio access advances to deliver new and highly robust customer
experiences. We were the first company to depioy a 5G fixed wireless
broadband network in the U.S.

4. General Pricing Model(s) and Alignment To Minimize Cost with Specific
ApplicationUse Cases

Verizon's Response

Pricing models vary by product. Verizen’s loT Cellular Services pricing is
detailed in Attachment C.

6. RCS Cellular Messaging Services
Describe your current and planned deployments of Rich Communications Service (RCS)




service,

1. Planned/Deployed?

Verizon's Response
Verizon plans to launch RCS Services targeted 1Q 2019.

2. Extent of Coverage
Verizon's Response
RCS messaging will be supported on Verizon's LTE network as well as over
WiFi.
3. List of Features Offered
Verizon's Respanse
RCS features Verizon will support include:
v" Typing indicator |
Read Receipt
Open Group Chat

Large File Transfer

SN NN

Network Message Storage

4. Supporteddevices

Verizon's Response
Verizon expects future 4G LTE Android devices to support RCS. In addition
select existing devices will support RCS in the future.

5. Expectations for user adoption goingforward

Verizon's Response

The default text messaging application provided with Verizon Wireless
Android Smartphones will include support for RCS in the future.

7. Indoor Cellular Services
Describe your primary strategies addressing coverage problems in indoor or other difficult

to service locations, and the type of support you can provide to our buyers in addressing
these issues.

1. Generaltechnology approaches (e.g. DAS, small cells, indoor repeaters, VoWiFi,
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etc.) for different environments {Small office, large office building, campus,
sports arena, etc.)

Verizon's Response

Verizon employs all approaches available to resolve coverage and capacity
limitations in challenging environments including DAS, small cells, repeaters,
VoWiFi, Femto cells, as well as emerging technologies like CBRS. The
application of alternative service methods is dependent on each specific
application (L.e. number of customers affected, presence of local service,
presence of customer data networks, etc...).

2. Process by which states request assistance with special coverage issues.

Verizon's Response

If you are receiving less than adequate reception in one of your buildings, your
Verizon Account Manager can request a survey of your building to determine
whether an in-building solution could improve your reception. If the survey
request is approved, then upon its completion, your Account Manager can
work with you to develop a price scheduled and scope of work for the
procurement, installation, operation and maintenance of the in-building
equipment. These terms would then be incorporated into a separate in-
building addendum. It is important to note that it may be necessary for us to
acquire necessary leases, permits or zoning changes, as well as comply with
other requirements as may apply before implementing some in-buifding
solutions.

The cost and financing of in-building solutions is dependent upon several
factors, including the complexity of the system, wha pays for the solution,
whether a dedicated cell site is necessary for the in-building system, any
number of existing or future Verizon wireless lines associated with such a
system, whether the space is publically or privately held, and the number of
customers that the in-building system would support.

Please note: You should not move or displace Verizon-owned equipment,
cabling, assets, etc. from the premises without our written approval.

We can also work with, or recommend, approved third-party in-building
providers that can improve coverage in your buildings.

3. Availability of guidance regarding suitability of specific solutions to particular
applications, known tradeoffs, regulatory issues {e.g. retransmission rights), and
potential interference with existing Wi-Fi or other unlicensed networks in
operation.

Verizon's Response

If your organization is having difficulty accessing the Verizon wireless




network in a certain area, your Account Manager may be able to arrange
testing and evaluation of our signal strength. If we find a serious coverage
issue in one of your locations, we can evaluate several alternatives that might
improve your coverage. We may, for example, be able to:

v Redirect an antenna on a cell site;

v Adjust the power levels on cell site components to increase
performance; or

v" Evaluate the area for the location of a new cell site.

We can also work with, or recommend, approved third-party in-building
providers that can improve coverage in your buildings.

Itis important to understand that many factors, some beyond our reasonable
control, can affect reception levels. We cannot, therefore, guarantee that any
of these alternatives will be taken in your area or that, if taken, they will
improve reception in your specific locations. While we do not typically charge
for this testing service, it is subject to available resources. If an extensive site
survey is required, such as for a multi-building campus, your organization may
incur charges or be asked to sign a letter of intent.

4. Special support services regarding coverage problems that will be available
to NASPO ValuePoint users under this contract

Verizon's Response

Verizon's Government Account Managers will be available to NASPO
ValuePoint users under this contract to coordinate the diagnosis and
correction of coverage problem as they arise.

8. Cellular Services on Unlicensed Bands
Describe your overall plans for use of unlicensed frequency bands in providing your service,
and how you intend to handle problems arising from customer private networks that are also
using those channels.

Verizon's Response

LTE in Unlicensed Spectrum (LTE-U) and Migration to License Assisted
Access (LAA)

Wireless carriers typically rely on exclusively-licensed spectrum. However,
LTE-U will use 4G LTE technology in unlicensed spectrum in conjunction with
licensed spectrum, enabling wireless carriers to offer customers a mare
robust and seamless mobile broadband experience with faster download
speeds, LTE-U will boost data throughput by enabling data (not just voice
calis) to flow over the unlicensed 5 GHz band in conjunction with the wireless




carrier's licensed spectrum.

In 2014, Verizonformedthe LTE-U Forum in cooperation with Nokia, Ericsson,
Qualcomm and Samsung. The forum collaborates and creates technical
specifications for operating LTE-U base stations and consumer devices on
unlicensed frequencies in the 5 GHz band, as well as coexistence
specifications. LTE-U extends the benefits of LTE and LTE Advanced to
unlicensed spectrum, enabling mobile operators to utilize unlicensed
frequencies efficiently and effectively. We plan an initial rollout of devices
and equipment in 2H 2017. While LTE-U is pre-standards, it will support
migration to the standards-based Licensed Assisted Access (LAA), expected
to begin roll-out by 1H2018.

LAA is the 3rd Generation Partnership Project’s (3GPP) effort to standardize
operation of LTE in the 5GHz unlicensed band, while coexisting with Wi-Fi. The
coexistence mechanism, known as listen-before-talk (LBT), ensures fair
spectrum sharing and allows coexistence with other Wi-Fi devices on the
same band. LAA uses carrier aggregation in the downlink to combine LTE in
unticensed spectrum (5 GHz) with LTE in the licensed band. This aggregation
of spectrum provides for a fatter pipe with faster data rates and more a
responsive user experience.

Citizens Broadband Radio Service

In April 2016, the FCC finalized rules for Citizens Broadband Radio Service
(CBRS) for shared commercial use of the 3550-3700 MHz band {3.5 GHz
Band).. With dynamic spectrum sharing rules, CBRS offers 150 MHz of
sparsely used spectrum in the 3.5 GHz band for LTE capacity expansion,
enabling flexible approaches to indoor and outdoor mobile solutions.

In May 2018, Verizon, Ericsson, Federated Wireless and Quaicomm
Technologies, inc, successfully tested 4G LTE technology over CBRS
spectrum in Verizon's live commercial network in Florida. After successful
initial trials in 2017 and ongoing work to advance the CBRS ecosystem in
Verizon's lab in Texas, this real-world deployment marked the beginning of
public access to the 150 MHz bandwidth of 3.5 GHz shared spectrum that until
now had been used by the federal government for radar systems. The
deployment in Florida used a combination of Verizon licensed AWS and 700
MHz spectrum aggregated with 50 MHz of CBRS band 48 spectrum. The
combination of LTE Advanced features of multiple antennas, 256 QAM, and
carrier aggregation across shared and licensed spectrum produced peak
speeds of 790 Mbps. The deployments in Florida involved outdoor and in-
building systems and marked the beginning of commercial deployment of LTE
on CBRS spectrum. Devices that can access the CBRS spectrum are
anticipated in 2018.
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1. Fregquency bands being considered

Verizon's Response

The unlicensed 5 GHz in conjunction with the wireless carrier's licensed
spectrum and the 3550-3700 MHz band (3.5 GHz Band).

2. Planned applications for each band {e.g. Macro network,
small cells, VoWiFi, etc.)

Verizon's Response

Verizon will use unlicensed 5 GHz to provide customer with a more robust and
seamless mobile broadband experience with faster download speeds. LTE-U
will boost data throughput by enabling data (not just voice calls) to flow over
the unlicensed 5 GHz band in conjunction with the wireless carrier’s licensed
spectrum.

Verizon has tested outdoor and in-building system deployments in Florida on
3.5 GHz Band (CBRS spectrum).

3. What level of problems do you anticipate regarding interference problems created
through your use of unlicensed channels that might be occupied by WLANs or other
private wireless systems?

Verizon's Response

Listen-Before-Taltk {LBT) algorithms are working well and have shown
negligible impacts when sharing spectrum with WLAN services when field
tested.

4. How will users buying under this contract be notified that a system using
unticensed frequencies will be deployed in their facility and what steps will you be
taking to ensure against interference with existing networks using those same
unticensed bands (e.g. Wi-Fi, Other 2.4 G/5GHz deployments)

Verizon's Response

Radio deployments at customer locations are discussed and detailed in
contractual agreements necessary for said deployments. Verizon does not
deploy radios without customer consent and necessary logistical
coordination.

9. Use of Wi-Fiin Cellular Services
Describe how you use Voice/Data/Text over Wi-Fi, the nature of the Wi-Fi services you
would use, how the decision is made to use Wi-Fi versus cellular, and the impact Wi-Fi use
will have on billable traffic.

Verizon's Respanse
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We provide the ability for devices to use Wi-Fi networks for calling, SMS and
data:

v" Wi-Fi calling
v SMS over Wi-Fi
v Data over Wi-Fi

The decision to use Wi-Fi calling is customer initiated through their device.
The impact that Wi-Fi use will have on billable traffic is described in answer
number 4 below.

1. Do you offioad traffic onto Wi-FiNetworks?
Verizon's Response

Verizon prefers to use the Verizon network first. With Verizon's network
coverage, this provides the best customer experience, and allows our
technical teams to help customers troubleshoot issues from end to end. In
areas where coverage is an issue, and Wi-Fi is available, for mobile devices
where the user has completed the configuration and has opted into Wi-Fi
calling, Verizon supports establishing calls over Wi-Fi. The determination of
whether network or Wi-Fiis used is based on signal quality metrics.

2. Indicate the approximate percentage of Wi-Fi usage for your total wireless
network traffic over the following types of Wi-Finetworks:
- Wi-FiNetworks built and maintainedby you-  Voice___%Data__%
- Wi-FiNetwarks from certified 3™Party providers

(e.g. Boingo, Cable Companies, etc.)- Voice___% Data__ %
- Customer Wi-Fi Networks- Voice__ % Data_ %
- Anyopen and available Wi-Finetwork- Voice_ %Data_ %

Verizon's Response

Exception with clarification. Verizon prefers to use the Verizon network first.
With Verizan's network coverage, this provides the best customer experience,
and allows our technical teams to help customers troubleshoot issues from
end to end. [n areas where coverage is an issue, and Wi-Fi is available, for
mabile devices where the user has completed the configuration and has opted
into Wi-Fi calling, Verizon supports establishing calls over Wi-Fi.  The
determination of whether network or Wi-Fi is used is based on signal quality
metrics.

3. How is the service choice made to use cellular versusWi-Fi, and which Wi-Fi
network to choose if there are multiple opticns available?




Verizon's Response

It is the customer’s responsibitity to set up their device to select the Wi-Fi
network they will connect to. Once connected, Verizon supports establishing
calls over Wi-Fi. The determination of whether network or Wi-Fiis utilized is
based on signal quality metrics.

4, Are any of the following traffic types sent over Wi-Fi charged against the user's
service plan? '
- Voice?
- Data?
- Text(SMS/MMS)?

Verizon's Response
Voice

Wi-Fi Calling expands customers' calling options at no extra charge. With Wi-
Fi Calling, customers can:

v Make and receive calls and send messages even when there is no
cellular coverage.

v CallU.S.numbers with no airtime charges while in the U.S. or traveling
internationally.

v Calls to international numbers while in the US. or traveling
internationally are subject to international long distance charges [the
user must have an“International Calling while in the U.5." option on the
fine/account]

¥ Place an HD Voice video call over Wi-Fi when celiular coverage is not
available (available on select Android devices only).

Please note: The cellular network is preferred for voice calls in the United
States. When users roam outside of the Verizon domestic footprint, they may
select “Prefer Wi-Fi” when roaming in their HD Voice device settings. During a
call transported over Wi-Fi, the in-call screen will display a Wi-Fi phone icon.
For billing, Wi-Fi calls always originate in the U.S. even when the user is
outside of the U.S - this is why calls to international numbers are billed as
international long distance (“International Calling while in the U.S.") whether
or not the user is in the U.5. Qutgoing international calls are always billed at
international long distance rates but incoming calls do not get charged
international rates for either cellular and Wi-Fi calls, Voice calls are billed
based on the access network and location at the beginning of the call, not
where they end or transition.

To-activate Wi-Fi Calling, customers must first activate HD Voice on their
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Smartphone. They must also have access to the Internet through their device’s
Wi-Fi connection. Please note: If they lose their Wi-Fi connection while on a
call and they have not re-estahlished a cellutar connection, their call will drop.

If you do not wish your corporate lines to have access to this feature, your
organization's SPOC can log into Verizon's My Business online resource to
btock Wi-Fi Calling for those tines.

Data

Verizon customers on usage-based wireless data plans may use third-party
tethering and Wi-Fi hotspot apps without paying any additional fee.
Customers on legacy unlimited data plans must continue to pay an additional
fee to use their devices for tethering or as Wi-Fi hotspots.

Text
Verizon Messages App

Verizon Messages (Message+) is an easy-to-use, free, downloadable app
available on Android and |05 Smartphones and tablets.

Verizon Messages provides you with the ability to:

v Sync across multiple devices (e.g., tablet, PC) and a Smartphane
[Please note: You cannot sync Verizon Messages on multiple
Smartphones.

¥ Send and receive messages through Wi-Fi

v Use your existing Smartphone number (MDN) to make and receive
domestic and international calls from a connected tablet on either
cellular or Wi-Fi networks. After initially linking your Smartphone
with your tablet, your Smartphone need not be connected or powered
on to make or recetve calls with your tablet. All incoming and cutgoing
calls will be associated with you Smartphone mobile number. Note:
Requires a HD Voice-capable Smartphone with Advanced Calling
activated and a tablet with any Internet connection - cellular or Wi-Fi.
The tablet does not need a Verizon data pian.

¥ Make videocalls on Android and i{0S tablets using the Verizon
Messages (Message+) app. Tablet must have a Wi-Fi or.cellular
connection to make and receive video calls using your Smartphone
number. Smartphone must have LTE Video Calling {LVC) activated.
Note: Calls can only be made to other Verizon customers with the
same feature activated.

v" Customize background, specific contacts, tones, auto reply, driving
mode, etc.
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Blocking Calling from Verizon Messages

If your organization does not want your Government Subscribers to seif-
provision the feature to place and receive calls from a tablet, your SPOC can
fog into Verizon's My Business online resource to block calling from Verizon
Messages for that tine. Please note: although your corporate subscribers will
be blocked from using calling from Verizon Messages, they may still use other
features of Verizon Messages.

Integrated Messaging Feature

Integrated Messaging is a feature of Verizon Messages that enables you to
send and receive text and multimedia messages seamlessly on your
Smartphone, tablet or computer. After initially linking your Smartphone with
your tablet or computer, your Smartphone need not be connected or powered
on to make or receive messages with your tablet or computer. Altincoming and
outgoing messages will be associated with your Smartphone mobile number.
The service syncs up to 90 days of messages acrass your enabled devices.

Blocking Integrated Messaging

If your organization does not want your users to save messages to the cloud,
you must block the Integrated Messaging feature.

Integrated Messaging is not designed for secure transmission or storage of
personal healthcare information. Therefore, it must not be used to store or
transmit Protected Health Information (PHI} as defined in the Health
Insurance Portability and Accountability Act (HIPAA) of 1996 and the Health
Information Technology for Economic and Clinical Health Act of 2009 and
accompanying regulations. If a business is a Covered Entity or Business
Associate as defined by HIPAA, your organization must block the Integrated
Messaging feature.

Pricing

While there is no charge or subscription fee for the Verizon Messages App,
downloading and calling may consume data and be charged according to your
data plan.

v The consumption and utilization of data will be based on your data
connection on the tablet {i.e. Wi-Fi or 4G LTE) and how it's billed {i.e.,
metered data will be decremented, unlimited will not be impacted).

v" All calls originating via the Verizon Messages application, regardless
if from a U.S. or international location, will be treated as if they are
originating in the U.S. These voice calls will not deplete minutes of use
or be billed (except for 411 and other premium calls).
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v" Calls made to international numbers will be billed as “international
Calling While in the US." (a.k.a. International Long Distance). If an
international rate plan exists on the account, the international calls
will be billed at those rates.

Messages are billed at the appropriate messaging rates, per recipient, in
accordance with your plan and messaging bundle.

10. Public Safety Wireless Priority Service (WPS) - For Bidders Offering Public Safety Services

Describe your ability to provide Wireless Priority Service (WPS) voice services for State
employees with critical job duties and responsibility for responding to
disaster/emergency events.

Verizon's Response

Wireless Priority Services (WPS) is a White House-directed emergency phone
service managed by the Department of Homeland Security’s Office of
Emergency Communications (OEC). WPS complies with the Federal
Communications Commission (FCC) Second Report and Order, FCC 00-
242, Establishment of Rules and Requirements for Priority Access Service.
WPS provides priority network access for qualified government and industry
subscribers that are pre-authorized by the Office of Emergency
Communications {OEC} division of the Department of Homeland Security.
WPS provides eligible customers the ability to improve their probability of
call completion during wireless network congestion in periods of National
Security and Emergency Preparedness.

The Radio Access Network (RAN) consists of access and radio resource
connections. The RAN is regularly overloaded during special events resulting
in access and radio connection failures - stadium events, parades, New Year's
Eve celebrations, and disaster events such as 9/11, the Boston Marathon
Bombing, Hurricane Katrina, Super Storm Sandy, earthquakes, tornados, etc.
The RAN can also overload in particularly high network traffic areas on a daily
basis. WPS enables authorized users to gain priority access to the next
available wireless channel, thereby increasing their probability of call
completion during an emergency.

WPS service is available throughout the Verizon wireless CDMA voice
coverage area. With the CDMA network retiring soon, and since the majority
of our voice users are now using HD voice on the 4G LTE network, we are
rolling out our next generation WPS solution - WPS VoL TE. WPS Vol TE will
launch in two phases: Initial Operating Capacity (/OC) and Full Operating
Capacity (FOC). [OC provides priority on the RAN, while FOC will provide
priority on the Evolved Packet Core (EPC) and IP Multimedia Service (IMS)
ptatform. We launched the first phase of WPS VoLTE, 10C, in June 2017, and




launched the second phase of WPS VoL TE, FOC, in May 2018.

1. Describe the general mechanism by which the network will prioritize WPS user
calls{e.g. Will public network voice calls in progress be terminated to allow WPS
calls to be connected?)

Verizon's Response
How Wireless Priority Service Works
CDMA

Once WPS is activated, and when registered users dial *272 before dialing the
10-digit telephone number, the call is automaticalty placed in priority status
on CDMA and is given priority for the next available wireless channel at the
originating RAN; additionally, priority is provided on the Verizon wireless
switching, interoffice facilities and interconnections to Local Exchange
Carriers (LECs) and InterExchange Carriers (IECs). A WPS call is provided with
Government Emergency Telecommunications Service (GETS) priority when
routed through these exchange carriers. Call priority is maintained on the
terminating portion of the call throughout the wireless and wireline networks,
regardless of whether the call originated via GETS (landline) or WPS.

Vol TE

WPS Vol TE 10C customers receive priority during times of LTE RAN
congestion. Dialing *272 is not required for WPS VoLTE 10C customers to
receive priority on the 4G LTE RAN network. WPS VoL TE 10C customers will
experience significantly higher connection success rates than non-priority
users. In the event of congestion beyond the LTE RAN, the WPS customer
should dial *272 as he/she normally would for a CDMA call, The call will then
be processed as a WPS CDMA call - even when the device is registered on
VoL TE.

WPS VoL TE FOCis anincremental enhancement of WPS and adds priority call
processing features in the Evolved Packet Core (EPC) and IP Multimedia
Service Platform (IMS). In the event of a call completion failure beyond the
LTE RAN, the WPS VolLTE user dials *272, followed by the 10-digit phone
number, and priority is provided end-to-end on the VoLTE network for the
best experience. For qualified devices, WPS FOC provides priority on the LTE
Radio Access Network (RAN) with or without dialing *272. For non-qualified
devices, WPS FOC provides priority on LTE RAN only when *272 (s dialed. This
results in the call being processed as WPS CDMA.

WPS CDMA remains the same for devices registered on CDMA. When VoL TE
is not available and the device is registered on CDMA, the customer will be
able to utilize WPS CDMA,




2. Can public safety officials disable calling for the general public to ensure WPS
access for first responders?

Verizon's Response

At this time, Verizon does not allow public safety officials the ability to
disable calling for the general public to ensure WPS access for first
responders however WPS users are given the highest priority at the Radio
Access Network (RAN) and Core level in the network. Therefore, WPS users
will always have priority over the general public when placing calls, ensuring
them access to network resources first.

3. What happens when a base station or other network element becomes
overloadedwith WPS calls?

Verizon's Response

The limitation of the number of callers on a cell tower may be different for
each cell tower configuration (capacity is different based upon the
demographics/population of the community for which the cell site is serving
and the number of spectrum resources Verizon configures to accommodate
that demographic). In general, we can say that priority callers can
theoretically consume all the rescurces on a given cell site/sector and could
be blocking all commercial/non-priority customers, at this point the system
will manage the WPS calls processed based on the assigned priority of the
WPS user {a priority tevel 1 will have priority over a level 5 user) until all
resources are exhausted.

4. Define the range of devices supported.
Verizon's Response
Equipment Requirements:

v" Smartphones and Basic Phones must support WPS CDMA and HD
Voice.

¥" Mobile Telephone Number must be provisioned with WPS CDMA.

Please note: Devices that currently do not support CDMA will not support
WPS,

5. Does the service operate on 2G, VoLTE, orboth?

Verizon's Response




verizon

Wireless Priority Services are supported in 3G {CDMA) and 4G (VoLTE)
networks and there is no change in the end user experience between 3G and
4G. However, technically there are obvious differences on how Verizon
processes these sessions through our VoLTE and CDMA network. CDMA
(2G/3G) will be sunset by the end of 2019.

6. Do you provide enhanced reporting to public safety agencies regarding WPS
availability, dropped calls, performance, etc.

Verizon's Response

Verizon Wireless can provide a priority and preemption report as a roll-up of
altusage from cell sites within a Participating Entity’s State. The report shows
the details in terms of MOU (Minutes of Use) on a quarterly basis. Reporting
canbe tailored to only include a specific subset of devices once the device [D's
are provided.

Priority and Preemption Usage - Data on how often public safety data is
prioritized and when and where preemption has been invoked in a state to
guarantee public safety communications. An example is shown below.

QrD 2018

Priority and Preemption Usage (MOU) 1,919,930,557

Priority and Preemption Usage and other Network reports will be subject to
mutual agreement and the execution of a nen-disclosure agreement between
the parties.

7. Describe the type of back-up and recovery measures that are included as part of WPS.

Verizon's Response

WPS uses the entire Verizon network to deliver the service.
Backup power strategy for the wiretess network

Verizon Wireless purchases power from electric companies for the day-to-
day power requirements of our network infrastructure. If commercial power
is lost, we have implemented backup power systems for all of the critical
equipment and infrastructure in our wireless network.

This is accomplished by installing large banks of backup batteries in our MSCs
and Data Centers, and these are supported by permanent backup generators.
We have arrangements with our fuel suppliers to refill our fuel tanks as
needed, allowing our systems to operate until commercial power is restored.

The cell sites are also equipped with batteries, and most sites also have
permanent generators which turn-on automatically if commercial power is



lost. The company also owns a large supply of portable generators that can be
deployed to provide emergency power during extended power outages to
those cell sites without permanent generators.

Our MSC, Data Center, and cell site generators are tested regularly to ensure
that they are functioning properly. Both the batteries and generators are
regutarly put through rigorous load tests to ensure that they can support the
needs of the network in the event of a commercial power disruption.

8. Do you have the ability to augment coverage/capacity with deployable
assets during events/disasters?

Verizon's Response

We also have hundreds of portable assets located across the country that
enable our teams to enhance or restore network coverage and capacity in
emergency situations. There are many types of assets and innovative
solutions, such as:

~ v Cell-on-Wheels (COW)
Cell-on-Light-Truck {COLT)
Repeater-on-a-Trailer (RAT)
Tower-on-Wheels (TOW)
HVAC on Roadside Equipment {HORSE)
Generator on a Trailer (GOAT)
Repeater on a Trailer (RAT)
Pico cell on a Trailer (SPOT)

v Cell Repeater on Wheels (CROW)

We also continue to design and deploy innovative portable solutions that
provide our personnel, first responders, and our customers with options that
extend wireless coverage into areas of need. Many of these solutions [everage
technologies ranging from lightweight suitcase-sized cell sites, to trailer-
based solutions, and Unmanned Aerial Vehicle (UAV) assets. '

RN RN S

9. Detail tevels of user priority defined and procedures required in applying for and
initiating WPS for auser.

Verizan's Response

To take advantage of WPS on the Verizon wireless network, authorized
National Security and Emergency Preparedness (NS/EP) users must first
apply to the OEC to receive this service. Once OEC confirms eligibility, the
OEC will then notify Verizon that the official has been approved for WPS and
that the service can be added to the user’s account. Users may also contact
their Verizon Government Account Manager or the WPS Activation and
Support department at 877-262-2950 for further information.

Process for approval and registration for WPS:

1. Customer submits a WPS Order Form to the CSC WPS Program office
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using the following link:

hitps://saic.custhelp.com/ci/documents/detail/2/WPS first_time reque
stor

For assistance and information on all Office of Emergency
Communications (OEC) Priority Telecommunications programs,
contact the Priority Telecommunications Service Center toll free
at 866-627-2255, Option 2 or suppori@priority-info.com

2. OEC/Department of Homeland Security (DHS)

- Authorizes the subscriber for priority level assignment {Level 1-

5) based on their National Security/Emergency Preparedness
(NS/EP) role.

- Sends approval to Verizon's Government Customer Operations
{GCO) team.

3. GCO adds the appropriate WPS feature to the authorized subscriber’s
account.

4. Customer dials *272 prior to the telephone number to originate a WPS
call

Priority Levels

As part of the online WPS Service Request, participating organizations show
the eligibility of each WPS. Eligibility is based upon 5 categories of WPS
NS/EP criteria established by the Federal Communications Commission

(FCC). These criteria were selected to meet the needs of the emergency
response community and provide access for the command and control
functions critical to management of and response to national security and
emergency situations.

riorit levels for WPS:

1 Executive Users who qualify for the executive
Leadership and leadership and policy makers' priority are
Policy Makers assigned Priority Level 1.

A limited number of wireless service
technicians wha are essential to restoring
the wireless service networks also receive
the highest priority treatment.




Examples of eligible parties include:

v" The President of the United States,
the Secretary of Defense, the
Secretary of Homeland Security,
selected military leaders, and the
minimum number of senior staff
necessary to support these
officials

v State governors, lieutenant
governors, cabinet-level officials
responsible for public safety and
health, and the minimum number of
senior staff necessary to support
these officials

v Mayors, county commissioners, and
the minimum number of senior staff
to support these officials

Disaster
Response/Military
Command and
Contraol

Users who qualify for the disaster
response/military command and control
priority are assigned Priority Level 2

Individuals eligible for this priority include
personnel key to managing the initial
response to an emergency at the local,
state, regional and federal tevels.
Personnel selected for this priority are
responsible for ensuring the viability or
reconstruction of the basic infrastructure
in an emergency area. In addition,
persannel essential to continuity of
government and national security
functions (such as the conduct of
international affairs and intelligence
activities) are also included in this priority.

Examples of eligible parties include:

v" Federal emergency operations
center coordinators (Example:
Manager of the National
Coordinating Center for
Telecommunications, National
Interagency Fire Center, Federal




Coordinating Officer, Federal
Emergency Communications
Coordinator, Director of Military
Support)

¥ State emergency services director,
National Guard leadership, State
and Federal Damage Assessment
Team leaders

v' Federal, state and local personnel
with continuity of government
responsibilities

v Incident Command Center
Managers, local emergency
managers, other state and local
elected public safety officials

v’ Federal personnel with intelligence
and diplomatic responsibilities

Public Health,
Safety, and Law
Enforcement
Command

Users who qualify for the public health,
safety, and law enforcement command
priority are assigned Priority Level 3,

Personnel selected for this priority are
individuals who direct operations critical to
life, property, and maintenance of law and
order immediately following an event.

Examples of eligible parties include:

v" Federal law enforcement command
State police leadership

v" Local fire and law enforcement
command Emergency medical
service leaders Search and rescue
team leaders Emergency
communications coordinators

Disaster Recovery

Users who qualify for the disaster recovery
priority are assigned Priority Level 5.

Personnel selected for this priority are
individuals responsible for managing a
variety of recovery operations after the




initial response is accomplished. These
functions may include managing medical
resources, such as, supplies, personnel, or
patients in medical facilities. Other
activities, such as, coordination to
establish and stock shetters, abtaining
detailed damage assessments, or
supporting key disaster field office
personnel may be included.

Examples of eligible parties include:

v" Medical recovery operations
teadership Detailed damage
assessment leadership Disaster
shelter coordination and
management Critical Disaster Field
Office support persannel

10. Confirm your ability to activate equipment and WPS within 24 hours after
request inthe event of a State of Disaster/Emergency.

Yerizon's Response

The turnaround time for WPS activations during non-emergency situations is
one business day after the receipt of the WPS order. The turnaround time for

WPS activations during emergency situations is four hours after the receipt
of the WPS order.

Provided the customer has the equipment, Verizon has the ability to activate
equipment within 24-hours.

11. National Broadband Public Safety Networks (NPSBNs} - For Bidders Offering Public Safety

Describe your plans for deploying FirstNet or FirstNet-like (i.e. National Broadband Public
Safety Network) solutions for providing priority data and video service to State employees
with critical job duties and responsibility for responding to disaster/emergency events.

Verizon's Response

Ensuring public safety organizations across the country have access to
reliable wireless communications and a diverse ecosystem of products,
services and applications is critical for the safety of our communities. Verizon
has been a leading provider of communications services to public safety for
decades - we know what it takes to serve this mest important customer base.
Verizon is also a member of the Executive Advisory Council of The Public
Safety Technology Alliance (PSTA), providing advice, insights and
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recommendations to the PSTA Board. The PSTA helps promote the
development and adoption of open, best-in-class standards-based
technologies to ensure interoperability between different networks,
applications and databases.

In addition to the products and services outlined below, we plan to introduce
additional products and services for public safety.

Public Safety Private Core

Public Safety Private Network Core (PSPNC) is a dedicated network core that
Verizon offers at no charge to first responders and other qualified public
safety customers.

PSPNC provides several key features to public safety customers including
fraffic segmentation, priority and preemption, improved security, and
enhanced service management and control. It is connected to Verizon's Radio
Access Network {RAN), which utilizes spectrum in various bands including the
700 MHz, 800 MHz Cellular, 1.9 GHz PCS, and 1.7/2.1 GHz AWS bands.

PSPNC separates data traffic of public safety mobile users from commercial
users across Verizon's 4G LTE network. Public safety users will have their
data immediately recognized as public safety with priority access at the
tower and through the network. PSPNC leverages leading edge networking
technology to provide security, flexibility and reliabitity.

Mobile Broadband Priority

Mobile Broadband Priority Service (MBP) provides public safety users
priority service for data transmissions. During times of heavy commercial
network congestion, MBP users will receive priority over commercial users.
MBP enables priority service for public safety officials using applications on
Smartphones or tablets, transmitting data from first responder vehicles or
video from surveillance cameras. MBP, Wireless Priority Service {WPS) and
private network traffic management combine to transmit the voice, data and
Internet of Things communications public safety and government agencies
rely on to protect and serve. MBP is available at no additional charge to
qualified public safety customers.

Preemption Services

Preemption provides prioritized access to network resources during times of
network congestion. Verizon automatically and temporarily reallocates
network resources from commercial data/Internet users to first responders
in the unlikely event network resources become congested. As part of the
network access and registration process, first responders and public safety
personnel are identified and given preemption designation. This helps to
determine which users will receive allocated resources with preemption.
Preemption is offered at no additional charge for qualified public safety
customers.
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Service Overview

1. Will the priority NPSBN service operate over a fully separate radio access
(RAN} and evolved packet core (EPC) network, and if not, what elements will be
shared with the public wireless network. Are those plans expected ta change in
the foreseeablefuture?

Verizon's Response

No, Verizon's Public Safety Private Core is connected to Verizon's Radio
Access Network (RAN), which utilizes spectrum in various bands including the
700 MHz, 800 MHz Cellular, 1.9 GHz PCS, and 1.7/2.1 GHz AWS bands.

Public Safety Private Network Core (PSPNC) is a dedicated network core that
Verizon offers at no charge to first responders and other qualified public
safety customers.

PSPNC provides several key features to public safety customers including
traffic segmentation, priority and preemption, improved security, and
enhanced service management and control.

PSPNC separates data traffic of public safety mobile users from commercial
users across Verizon's 4G LTE network. Public safety users will have their
data immediately recognized as public safety with priority access at the .
tower and through the network. PSPNC leverages leading edge networking
technology to provide security, flexibility and reliability.

2. In shared network elements, describe the specific mechanisms by which
public safety traffic will be prioritized over other public network traffic in
both wireless and wired portions of the network.

Verizon's Response
Priority and Preemption Services

Preemption provides prioritized access to network resources during times of
network congestion, Verizon automatically and temporarily reallocates
network resources from commercial data/Internet users to first responders
in the untikely event network resources become congested. As part of the
network access and registration process, first responders and public safety
personnel are identified and given preemption designation. This helps to
determine which users will receive allocated resources with preemption.
Preemption is offered at no additional charge for qualified public safety
customers,

We understand the operational importance of prioritized services. WPS
“minutes of use” and monthly recurring costs” are watved ($0) for government




customers.

There are three significant mechanisms that provide priority for radio access
and beyond radio access. They are Access Class Barring (ACB), High Priority
Access (HPA), and Allocation and Retention Priority {ARP).

Verizon has all three configured in the access network. ACB and HPA have
been deployed since June 8th 2017. ARP with preemption was recently
deployed in the public safety market.

ACB: Provides priority at the cell site access that is essentially the knock at
the door “Let me in”. The cell site (eNodeB) knows when it is in overload and
cannot process further requests (knocks on the door). Upon that situation, the
cell site begins a probabilistic barring process of non-priority users. When
congestion clears, barring is removed. During barring, priority users are
exempt from barring and essentially get to the head of the line.

HPA: Priority user requests are marked as “HPA.” The cell site then assigns a
radio resource even when non-priority users are blocking at radio resources.

ARP: This provides for preemption, Due to the efficacy of ACB and HPA there
have been no instances of network conditions which would result in pre-
emption being necessary. VZW recently launched preemption and it is a
valuable tool in the priority tool box that is available nationwide.

Under the Federal Communications Commission’s definition of a first
responder, only police, fire and EMS are considered primary users of a public
safety dedicated network. Under the Department of Homeland Security
definition - in an emergency situation - public works agencies would rise to
primary user status. With regards to who establishes the priority, Verizon is
considering various models and will work with State and Local officials on how
best to implement.

Note: The best defense against network capacity overloads is a superior
network offering. By way of example, 98% of Verizon's sites stayed
operational during Hurricane Harvey. We celebrated the fact that we didn't
have to use these services to maintain connectivity for first responders.
Verizon did not have to rely on priority access or preemption because of our
superior network capacity. We, however, know the importance of public
safety having our priority access and preemption capabilities (available at no
additional cost} that in times of emergency is potentially needed.

3. Describe the range of capabilities available to support Quality of Service (QoS}
for different classes of public safety traffic (e.g. voice, video, PTT/MCPTT,
priority data, best effort data, background data, etc.), and what modifications
would be required on end user devices or servers to mark traffic so that it would
be assigned to the correct QoS priority level.




Verizon's Response

Our tailored network design includes Traffic Management that enables
application differentiation and Quality of Service (QoS) over the LTE Private
Network using standards-based IP packet marking. Verizon's Private Network
service transports a multitude of data applications, including Voice over IP
(VolP), video and best effort applications. When there is contention for
network resources, mission critical applications {i.e., VolP) are competing with
best effort applications (i.e,, email) for network resources, so customers’
mission critical applications may experience performance degradation (e.g.,
difficutty accessing Verizon's LTE network resources, variable
downioad/upload speeds, etc.).

Today, Verizon offers network priority and preemption that allows the
assignment of QoS for user profiles using the standard service control
parameters defined by 3GPP and the Internet Engineering Task Force,
including Access Class, Quality Class Indicator {QCH), Allocation and Retention
Priority (ARP), and Differentiated Service (Diff Serve). While our network
RAN deployment ensures coverage 24 hours a day, 7 days a week, and 365
days a year.

4. What radio frequency band(s) will your public safety service be operating on?
Are there plans to change or expand that list?

Verizon's Response

Verizon's Public Safety Private Core is connected to Verizon's Radio Access
Network (RAN), which utilizes spectrum in various bands including the 700
MHz, 800 MHz Cellutar, 1.9 GHz PCS, and 1.7/2.1 GHz AWS bands.

5. Atany point do you plan to offer a physically separate public safety RAN (please
provide your definition of “physically separate”) using Band 14, and will public
safety officials have the ability to preempt access to those radio network
resources from the general public in the event of an emergency or disaster?

Verizon's Response

Verizon does not have Band 14 spectrum and does not have plans to acquire
it at this time. Verizon has made its entire footprint available to its Public
Safety Core.

6. Describe the availability of compatible end devices for your public safety
services, and identify any potential changes to your network offering (e.g.
migration to Band 14) that would require device upgrades, and the scale of
those upgrades {e.g. New SIM, Other hardware update, device replacement,
etc.).
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Verizon's Response

Verizon's entire device ecosystem is available to Public Safety. There is no
requirement of SIMs or other migration in order to support Public Safety
devices.

7. Does  this page from the  FirstNet Web  Site
<hitps://www.flrstnet.com/devices> represent the complete list of
FirstNet Certified Compatible devices?

Verizon's Response

Verizon offers Band 14 compatible devices. FirstNet is an AT&T product, We
are unable to confirm the content of AT&T's website.

8. Describe what happens when all public network traffic has been preempted
andthe network becomes overloaded with public safetytraffic.

Verizon's Response

The Radio Access Network (RAN) consists of access and radio resource
connections. The RAN is regularly overloaded during special events resulting
in access and radio connection failures - stadium events, parades, New Year's
Eve celebrations, and disaster events such as 9/11, the Boston Marathon
Bombing, Hurricane Katrina, Super Storm Sandy, earthquakes, tornados, etc.
The RAN canalso overload in particularly high network traffic areas on a daily
basis. WPS enables authorized users to gain priority access to the next
available wireless channel, thereby increasing their probability of call
completion during an emergency.

Verizon Wireless has all three configuredin the access network. ACB and HPA
have been deployed since June 8th 2017. ARP with preemption was recently
deployed in the public safety market.

ACB: Provides priority at the cell site access that is essentially the knock at
the door “Let me {n". The cell site {eNodeB) knows when it is in overload and
cannot process further requests (knocks on the door). Upon that situation,
the cell site begins a probabilistic barring process of non-priority users. When
congestion clears, barring is removed. During barring, priority users are
exempt from barring and essentially get to the head of the line.

HPA: Priority user requests are marked as “HPA.” The cell site then assigns a
radio resource even when non-priority users are blocking at radio resources.

ARP: This provides for preemption. Due to the efficacy of ACB and HPA there
have been no instances of network conditions which would result in pre-
emption being necessary. VZW recently launched preemption and it is a
vatuable toolin the priority tool box that is available nationwide.




Under the Federal Communications Commission’'s definition of a first
responder, only police, fire and EMS are considered primary users of a public
safety dedicated network. Under the Department of Homeland Security
definition - in an emergency situation - public works agencies would rise to
primary user status. With regards to who establishes the priority, Verizon is
considering various models and will work with State and Local officials on how
best to implement.

Note: The best defense against network capacity overloads is a superior
network offering. By way of example, 98% of Verizon's sites stayed
operational during Hurricane Harvey. We celebrated the fact that we didn't
have to use these services to maintain connectivity for first responders.
Verizon did not have to rely on priority access or preemption because of our
superior network capacity. We, however, know the importance of public
safety having our priority access and preemption capabilities (available at no
additional cost) that in times of emergency is potentially needed.

Service Offerings and Performance Guarantees/Expectations

9. Voice Telephony: What are you plans, timetables and preposed technologies

to offer wireless voice telephony services on your public safety network, and
will it be carried with appropriate QoS5?

Verizon's Response

Verizon currently offers wireless voice telephony services as a part of
Verizon’s Public Safety Private Core.

Qur tailored network design includes Traffic Management that enables
application differentiation and Quality of Service (QoS) over the LTE Private
Network using standards-based IP packet marking. Verizon's Private Network
service transports a multitude of data applications, including Voice over [P
{VolP), video and best effort applications. When there is contention for
network resources, mission critical applications (i.e., VolP) are competing with
best effort applications (i.e, email) for network resources, so customers’
mission critical applications may experience performance degradation {e.g.,
difficulty accessing Verizon's LTE network resources, variable
download/upload speeds, etc.).

Today, Verizon offers network priority and preemption that allows the
assignment of QoS for user profiles using the standard service control
parameters defined by 3GPP and the Internet Engineering Task Force,
including Access Class, Quality Class Indicator (QClH), Allocation and Retention
Priority {ARP}, and Differentiated Service (Diff Serve). While our network
RAN deployment ensures coverage 24 hours a day, 7 days a week, and 365
days a year.




10. Video: What are you plans, timetables and proposed technologies to offer
wireless video services on your public safety network, and will it be carried
with appropriate Qo057 As video calls may be originated from a laptop, how
will the user signal to the network that this is a video call so that
appropriate QoS handling can beapplied?

Verizon's Response

Verizon currently offers wireless data services that support Video as a part
of Verizon's Public Safety Private Core.

Our tailored network design includes Traffic Management that enables
application differentiation and Quality of Service {QoS) over the LTE Private
Network using standards-based IP packet marking. Verizon's Private Network
service transports a multitude of data applications, including Voice over IP
{VolP), video and best effort applications. When there is contention for
network resources, mission critical applications (i.e., VolP) are competing with
best effort applications {i.e., email) for network resources, so customers’
mission critical applications may experience performance degradation (e.g.,
difficulty accessing Verizon's LTE network resources, variable
download/upload speeds, etc.).

Today, Verizon offers network priority and preemption that allows the
assignment of QoS for user profiles using the standard service control
parameters defined by 3GPP and the Internet Engineering Task Force,
including Access Class, Quality Class Indicator {QCl), Allocation and Retention
Priority (ARP), and Differentiated Service (Diff Serve}. While our network
RAN deployment ensures coverage 24 hours a day, 7 days a week, and 365
days a year.

11. Broadband Data Performance Expectation/Guarantee:
How many levels of priority data services {e.g. Critical, High Priority,
Best Effort, Background Data, etc.) will be offered, and how will user
devices signal to the network the QoS fevel that should be applied to
eachsession?

Verizon's Response

Mobile Broadband Priority is a priority data service that signals to the
network that a user has higher priority in the network to access the network
and get a connection over other users. Verizon LTE network is based on 3GPP
standards technology which includes device level Q0S5 parameters that apply
to each session. Verizon's network extensively uses LTE technology to
provide priority data levels in the network through priority and preemption
services and is also currently working on a multi -tiered approach to
prioritization services which will be offered to our customers in the future.




Uplink/Downlink Data Rates (Peak, Sustained, Cell Edge) and Latency
foreach QoS level supported.

Verizon's Response

The priority class has a maximum bit rate of 2Mbps and the best effort service
class can utilize the remaining bandwidth of the LTE connection.

- Impact on network performance in Network Overload Conditions
Verizon's Response

Preemption is a feature that enables certain high priority users to preempt a
voice, data or text session in order to get a voice, data or text session during
times of network overload conditions. Verizon has implemented preemption
feature in the network nationwide for its public safety customers and network
service performance during the overload conditions has been more than
optimal and had met network KPI SLAs and customer user expectations when
preemption conditions existed in the network.

12, Text: Describe the text capability that will be offered with your NPSBN, specify
if it is separate from the public SM5/MMS service, the typical and maximum
message delivery delay, and any particular features it provides for public safety
users.

Verizon's Response

We support the following standards for content delivery to mobile devices:
WAP 1.x, WAP 2.0, SMS, MMS, EMS, and BREW. It is important to note that all
these options may not be supported on all devices. In addition to standard text
messaging services, Verizon's offers the following Messaging Solutions:

Verizon Messages App

Verizon Messages (Message+) is an easy-to-use, free, downloadable app
available on Android and |05 Smartphones and tablets.

Verizon Messages provides you with the ability to:

v" Sync across multiple devices (e.g., tablet, PC) and a Smartphone
[Please note: You cannot sync Verizon Messages on multiple
Smartphones.

v’ Send and receive messages through Wi-Fi

Use your existing Smartphone number (MDN) to make and receive
domestic and international calls from a connected tablet on either
cellular or Wi-Fi networks. After initially linking your Smartphone
with your tablet, your Smartphone need not be connected or powered
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on to make or receive calls with your tablet. All incoming and outgoing
calls will be associated with you Smartphone mobile number. Note:
Requires a HD Voice-capable Smartphone with Advanced Calling
activated and a tablet with any Internet connection - cellular or Wi-Fi.
The tablet does not need a Verizen data plan.

v" Make videocalls on Android and i0S tablets using the Verizon
Messages (Message+) app. Tablet must have a Wi-Fi or cellular
connection to make and receive video calls using your Smartphone
number. Smartphone must have LTE Video Calling (LVC) activated.
Note: Calls can only be made to other Verizon customers with the
same feature activated.

v' Customize background, specific contacts, tones, auto reply, driving
mode, etc.

Textto 911

Verizon joined several other wireless providers to enable free Text-to-911
service from our devices. We initially signed a voluntary agreement with the
FCC to offer this service to our customers, enabling them to communicate
with 911 dispatchers as if they were on a voice call and are now compliant with
the FCC's August, 2014 ruling on text-to-911. This feature is currently
available in areas where the local 911 dispatch center has installed the
appropriate upgrades to accept text messages. As of July 1, 2016, we have
provided text-to-911 capability to 823 public safety answering points in 39
states.

Enterprise Messaging

With Enterprise Messaging your organization can send large volumes of text
messages to subscribers of any domestic carrier” via our fast, reliable and
secure network. For example, this solution can be used by hospital
administrators sending messages to doctors; by dispatchers sending priority
messages to drivers; by inventory managers sending updates to shipping and
receiving employees; by educational institutions sending messages to
students and faculty about providing timely information regarding facilities,
schedules and developing situations. *Please note: Enterprise Messaging can
only send/receive messages to/from U.S.-based 10-digit mobile numbers.
Enterprise Messaging does not currently support messaging with non-U.S.
mabile numbers.

Depending on your application, messages are sent to mobile devices based on
either the mobile device owner individually selecting to“opt-in” for the service
or based on enterprise-owned device enroliment.

Enterprise Messaging benefits include:



v Support for high-volume messaging;

v" Support for two-way messaging;
v Multimedia Messaging (MMS) support;

v May be suitable for pager replacement.

13. PTT: Describe the capabilities of your current push-to-talk (PTT) service
including interface to existing LMR systems.

Verizon's Response

We have introduced interoperability between our Push to Talk Plus (PTT+)
service and Land Mobiie Radio (LMR). PTT+-LMR Interoperability enables our
PTT+ service to communicate with devices on private LMR networks. PTT+-
LMR is a simple, easy, cost-effective way for any organization that
communicates with large groups of mobile workers, including those in
government/public safety, transportation and utilities, to extend their
coverage beyond the traditional geographic limitations of their LMR system.

LMR is a private, two-way radio system that operates similarly to walkie-
talkies on certain defined frequencies [primarily VHF/UHF] - it is not
associated with cellular coverage. For example, a city’s police department
may use a LMR network to communicate within the department.

Our PTT+ service lets you use a PTT+-enabled mobile device like a walkie-
talkie for instant two-way communication. PTT+is ideal for anyone who needs
to communicate quickly with other team members or employees. You can talk
to one individual or an entire group with just the push of a button. You can also
make regutar phone calls on the same device.

Benefits of LMR Interoperability with PTT+
v Performance
- LMR customers communicate with PTT+
- Broad array of tested and certified devices and accessories
v Reliability
- End-to-end performance measurement and analysis
- 24/7 monitoring and support

v" Cost and Efficiency

- Single point of contact for all billing, customer service and
operations issues




- Bundled offering

How PTT+ Interoperability Works

LMR Interoperability works with all PTT+ capable devices. To use PTT+, the
customer needs a PPT+feature, or a software license for tablets and dispatch,
and a PTT+ compatible device. Within the PTT+ service cloud, the LMR
interoperability service acts as a scalable front-end for customers who want
to use PTT+ services to augment their existing LMR communications. An
Internet Protocol (IP) link is used to connect Verizon's PTT+ service with the
customer's LMR network through the “IP Gateway”,

14. MCPTT: Describe you plan and timetable for introducing Mission Critical PTT
(MCPTT) services:

Overall plans and timetables
Verizon's Response

Verizon is committed to bring a 3GPP standards based Mission Critical PTT
solution to the marketplace and it is currently working with selected vendors
to bring a standards compliant solution in 2019. The Mission Critical PTT
solution will bring features and function as defined by the standards such as
private calls, group calls and interoperability to LMR systems.

Additional features to be provided withMCPTT
Verizon's Response

As stated above, Verizon intends to bring a standards compliant Mission
Critical sotution to the marketplace. However, as the standards are stilt under
development Verizon plans to deliver a solution that will allow end-users to
growth with the service as new features are defined and become available.

Availability of direct peer-to-peer wireless device connectivity.
Verizan's Response

Verizon is committed to bring a 3GPP standards based MC-PTT solution to
the marketplace. Currently, the standards defines how the MCPTT Service
operates in off-network mode using ProSe E-UTRA direct (UE-to-UE)
Communications to allow peer-to-peer communications. To the extent
feasible, it is expected that the end user's experience is similar regardless if
the MCPTT Service is used with an EPC network or based on the use of a ProSe
direct communication path. However, ProSe is not currently supported by the
device manufacturers and it will not be available until sometime in 2020.

- Ability of MCPTT devices to continue to operate on a direct peer-to-
peer basis if the cellular base station is disabled.
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Verizon's Response

Verizon intends to bring a 3GPP standards based MC-PTT solution to the
marketplace. Currently, the standards defines how the MCPTT Service
operates in off-network mode using ProSe E-UTRA direct (UE-to-UE)
Communications to allow peer-to-peer communications when a user is out of
coverage. However, ProSe is not currently supported by the device
manufacturers and it wilt not be available until sometime in 2020.

- Please describe what functions or capabilities would be lost in the
eventthat the service cell site becomes inoperable.

Verizon's Response

Verizon intends to bring a 3GPP standards based MC-PTT solution to the
marketplace. Currently, the standards defines how the MCPTT Service
operates in off-network mode using ProSe E-UTRA direct (UE-to-UE) -
Communications. The capabilities available during off-network operations
will be defined at the time ProSe is supported.

Service Level Agreements

15. Is there a specific, defined SLA for public safety customers? if so, please
describe in detail.

Verizon's Response

We offer Service Level Reporting on monthly basis, without penalties.
Monthly reporting is available based on Metrics:

v" Voice (HD Voice and 1xRTT)

~Call setup success
—Dropped calls
v Text messaging: Delivery within 20 seconds
v" Cell site availabitity
v" Data(1xRTT,EVDO and LTE)
~-Session setup success
-Dropped sessions
—Average user data rate (downioad and upload)
-Latency

v" Private Network (3G and 4G): Service availability

Interoperability

16. Describe the level of interoperability between your solution and other




cellular-based NPSBNs, FirstNet or other, for:
a) Voice Telephony (When Offered): Will public safety priority and QoS
trafficclasses be maintained for calls passing between different carriers’
networks?

Verizon's Response

The Middle Class Tax Relief and Job Creation Act of 2012 (The Act) created
FirstNet, and established the Technical Advisory Board for First Responder
Interoperability {Interoperability Board). Under the Act, the Interoperability
Board was tasked with publishing the Recommended Minimum Technical
Requirements to Ensure Nationwide Interoperability for the Nationwide
Public Safety Broadband Network (Report). The Report defines
interoperability as “the ability of all authorized local, state and federal public
safety entities and users to operate on the national public safety broadband
network and commercial partner networks, to access rapid, reliable and
secure communication services, in order to communicate and share
information via voice and data.”

Adherence to open and global standards via Third-Generation Partnership
Project (3GPP) is essential to enabling interoperability of devices, radio
access networks (RANs), and core network elements that leverage ever-
evolving, commercially available products and services. Inthe past, the
lack of interoperability has hindered public safety voice communications
particularly in situations of mutual aid involving multiple agencies. Hence,
ensuring that interoperability is supported at all levels including the sharing
of priority and preemption protocols, applications, and mission critical
PTT {(MCPTT) communications and off-air device to device communications is
essential.

Interoperability is critical to all public safety agencies and as such all public
safety broadband communications providers should agree to enable
comprehensive public safety broadband interoperability via the following
communications functions.

¥ MCPTT via standard interface {not via over the top applications)
using 3GPP open standards to allow for interoperability.

v MCPTT Device to Device communications using 3GPP industry
standards and protocols.

v" Applications that are non-proprietary and interoperable based on
open standards and available to all developers and industry best
practices.

v Priority and preemption that allows the assignment of Qo5 for user
profiles using the standard service control parameters defined by




3GPP, including Access Class, Quality Class Indicator (QCH), Allocation
and Retention Priority (ARP), and Differentiated Service (Diff Serve).

As Verizon has publically noted to the Public Safety Community, the diagram
below is one way Verizon envisions interoperability.
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b) Video Service: Will public safety priority and QoS traffic classes be

maintained for video connections passing between different carriers’
networks?

Verizon's Respanse

See above.

¢} Broadband Data: Describe how public safety priority and QoS traffic

classes will be maintained for traffic passing between different carriers’
networks?
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Verizon's Response

See above.

d) Text: Will NPSBN text services interoperate with users on other NPSBNs,
and what other text services (e.g. SMS/MMS/RCS, Apple Messages,
WhatsApp, etc.) can it exchange messages with.

Verizon's Response

See above.

e} PTT:Describe interoperability between PTT users served on different
carriers’ networks, including stations that are in the same broadcast

group.
Verizor's Response

See above.

f) MCPTT: Describe interoperability between MCPTT users served on
different carriers’ services, including stations thatare:
o Communicating through their cellular base station

Verizon's Hesponse

See above.

o Communicating directly with one another {through Proximity
Services)

Verizon's Response

See above.
o Inthe same broadcastgroup.
Verizon's Response

See above.

Network Management and Controt

17. Daoes the vendor support a separate 'Portal’ for public safetyusers?

Verizon's Response

Today, Verizon government customers have control over their lines of service
through Verizon's My Business online resource that they can adjust price




plans, activate/deactivate service, add certain features, and functionalities.
We realize that with our new Public Safety service offerings additional control
services are needed, so we are developing customer portal to fulfill that need.

We are projecting this portal to be operational sometime during calendar year
2019”7

18. Does the vendor provide the ability for public safety customers to monitor
network performance in real-time and a mechanism to communicate
directly with network operations personnel during times of crisis?

Verizon's Response

Our design concept extends from our equipment and technology capabilities
to our business procedures. These procedures include frequent and thorough
preventive maintenance, real-time monitoring of all key system components,
the 24x7x365 availability of trained maintenance personnel to repair or
resolve critical failures should they arise, and wide deployment of these
personnel and spare parts to permit rapid response and restoration of
service,

Our most critical recovery assets are the thousands of highly-trained and
experienced network technicians who have repeatedly proven their ability to
respond, troubleshoot problems, and restore service to our customers during
emergency situations.

We have two Network Operations Centers (NOCs), one located in New Jersey
and another in Texas, that monitor all facilities, cell sites and switches across
our nationwide network, These NOCs are staffed 24x7x365 with experienced
personnel who work closely with our regicnal field operations teams and with
our vendors ta coordinate and expedite the restoration of service in the event
of outages. Each NOC receives alarms or other indicators that help
troubleshaot problems in the network, and that provide technicians with key
information to analyze and maintain network integrity.

The NOC technicians work with the field operation managers, and personnel
are dispatched to the affected site as needed. Aninventory of standard spare
parts and repair equipment is available to technicians in all of our central
network locations. We also have standing agreements with our critical
vendors to get 24x7 supports from their engineering personnel and obtain
replacement equipment if required.

19. Will government agencies have the ability to totally preempt public network
voice/data/text traffic on shared elements in extreme circumstances to
ensure public safety users maintain network availability at all times?

Verizon's Response

Preemption provides prioritized access to network resources during times of
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network congestion. Verizon automatically and temporarily reallocates
network resources from commercial data/Internet users to first responders
in the unlikely event network resources become congested. As part of the
network access and registration process, first responders and public safety
personnel are identified and given preemption designation. This helps to
determine which users will receive allocated resources with preemption.
Preemption is offered at no additional charge for qualified public safety
customers.

Security, Reliability and Hardening Measures

20. Describe the security measures and standards employed for both traffic
and control messages on both wired and wireless portions of thenetwork.

Verizon's Response

Verizon's response does not include products that provide encryption
capabilities end to end. Verizon's response does not contain ldentity,
Credential, and Access Management - that item is under development. Below
is a brief summary of the measures we have implemented in the wireless
network to protect our wireless network and customers from physical and
logical threats to systems and services.

These security measures include reviewing and deploying end-user device
security capabilities, securing the mobile radio frequency interfaces, securing
the connections between the cell sites and core network systems and
gateways, and monitoring mission critical systems with a variety of
sophisticated tools and solutions. As part of our network standards, other
security measures include installation of fencing around key locations,
deployment of intrusion detection and alarming, security camera monitoring,
security guard presence, and background checks on all personnel.

The following are the key security enhancements in 4G LTE access:

v Secure storage: The 4GLTESubscriber Identification Module("SIM”)
card holds credentials and secure data for accessing services
provided by the mobile network. The private key is created when the
SIM is manufactured, and is shared with Verizon Wireless only, via a
secure connection, ensuring that the data cannot be co-opted.
Personal ldentification Number (“PIN”) and PIN Unblocking Key
(“PUK") mechanisms are enforced on the SIM to ensure secure access
to data or applications on the 4G LTE network. In this sense, the SIM
offers hardware Root of Trust for Storage (RTS) for mobile devices.
It provides cryptographic primitives and secures storage of key
material that cannot be corrupted by the surrounding hardware and
software of the handset.




verizon

v' Mutual Authentication: In LTE networks, the network authenticates
the user identity, while the user equipment (UE) authenticates the
network credentials. Mutual authentication protects against attacks
from rogue base stations. The 4G SIM contains the necessary
authentication algorithms and certificates which aids in the secure
accessing of the network. The primary algorithm for accessing the
LTE network services is the 3GPP defined algorithm, MILENAGE.

v' Root Key Length: The use of 128-bit keys doubles the key strength
and in so doing requires a greater “level of effort” in attacking the
algorithm. The security keys in the LTE network are derived from a
Key Derivation Function (KDF), Each key has a different input but all
keys used for crypto- algorithms are 128 bits in length.

v Security Context: Keys to encrypt signaling and User Plane (UP) data
are created for each data session on the Verizon Wireless 4G LTE
network. The key for UP traffic is retained for the period that the UE
is in a valid connected session and the keys are deleted on transition
to idle mode or on handover to another LTE cell site. Also, handover
between LTE cell sites can only be performed after security is
activated.

v Integrity Protection: Integrity protection is used to verify that the
signaling has not been modified over the radio access interface and
that the origin of signaling data is the one claimed. Each signaling
message is appended with an integrity tag and the message is
accepted only upon verification of the integrity by the receiving end.
The Verizon Wireless LTE network supports 128- bit AES and
SNOW3G algorithms for integrity protection.

v Alrlink Encryption: Encryption is used to provide confidentiality, so
that the User Plane data or signaling cannot be overheard on the radio
access interface. The Verizon Wireless 4G LTE network supports
three options for encryption: AES-128, SNOW3G and NULL. One of
the three options is negotiated between the UE and LTE Cell before
the communication commences. AES-128 is the preferred option in
the Verizon Wireless LTE network, followed by SNOW3G and if the UE
is not capable of either option, then no encryption (NULL) is used.

Verizon Wireless offers secure wireless data services for its government
customers. These services are designed to enhance the mobile experience
while maintaining security.

Secure Access Control to Management Center

The M2M Management Center is hosted by Verizon in a highly redundant,
failover-capable configuration. Customer access to the Management Center




is provided through a formal processor on- boarding which provides access
credentials to customers. Customers can use either of two methods to access
the Management Center:

v The Integrated Portal: Access control to the Integrated Portal is
provided via username/password credentials provided to users
belonging to the customer’s organization. SSL based connections for
browsers with 128-bit (or higher} encryption are required.

v Unified Web Services (UWS): a set of web services APls {offered via
an application software development kit) based on standard
SOAP/XML web services AP| technology. Customers use these APls
to integrate M2M Management Center services into the applications
that they build and host. Access to UWS is provided through a
username/password credential that the software application uses.
Additional security is provided through web services session time
outs and session tokens used in API call invocations. Unified Web
Services connections use 1-way SSL (with 128 bit or higher

encryption) with white-listing of the customer’s application server IP
address.

Application Security

Secure Sockets Layer (SSL) and Transport Layer Security (TLS) are
standards-based protacols that allow mutual authentication between a client
and server, and establish an authenticated and encrypted connection between
the client and the server,

Dual-Persona

Dual persona enables a single Smartphone or tablet to be used for both
business and personal use. it partitions the device so that data going to
business side can be secured, managed and wiped, while feaving the employee
to manage their own information.

The Verizon Dual Persona solution offered through Enterproid as a part of
Government Mobility as a Service (EMaa$5) includes a downloadable app that
provides consistent security and management of any mobile device running
Android 2.2 or i0S 5.0 and above. The Enterproid Divide service supports a
suite of policies that govern data protection, data leakage, network access,
email attachments and app distribution. All policies are distributed OTA and
can be applied by group. The Divide client allows individuals to use their
personal device for work tasks by creating a secure, extensible and IT-friendly
business persona, including secure access to fully managed business
productivity applications and unified communications, without compromising
the individual's privacy or choice of device and personal usage.

Verizon offers services that secure the mobile device to protect user privacy




and provide a layer of protection against hazards common to connected
mobile computing devices.

Verizon Mobile Security

Verizon offers a security suite of applications for Smartphone’s which is
designed to protect users from various threats to device and data theft. The
basic suite includes antivirus and anti-phishing software that provides near
real time protection from malware and alerts the user when browsing
websites known to be malicious or contain phishing or other exploits as
reported by McAfee Site advisor service.

Customers desiring even greater protection can find Verizon App Alert
service which netifies users of the risks applications present in transmitting
personal information. A recovery of lost device suite is also available that can
locate, alarm, lack and erase lost devices. The controls for this suite are tied
into the My Verizon Web portal.

Device Security Features

v" Secure Boot: Prevents any OS modification or unauthorized 0S
software from being executed. During boot process, it verifies that
only signed software is on the device. Through Mocana’s NanoBoot
solution, smalt signature verification application that executes during
initialization from within a processor’s protected flash memory (8 KB
footprint).

v Trust Zone is available in most devices sold in 2012 or after.

v Multifactor Authentication: Meets DoD 8520.03 which mandates the
use of the Common Access Card (CAC) for device level authentication,
Accepts X.509 certificates from an external physical smart card
reader and FIPS Validated Certificate Store.

v Data at Rest: Prevents access to user data if device is lost or stolen.
Prevents malware or rogue apps from getting access to any user
information. OEMs can leverages solutions which are both FIPS 140-
2 certified and NSA Suite B compliant. Some solutions can be post-
loaded on Android 4.0 and have a GUI; capable of AES-256 which
exceeds native Data at Rest implementation on Android 3.Xand 4.0.
Examples include FIPS 140-2 certified module in Motorola RAZR,
RAZR MAXX, and DROID 4; Samsung GALAXY TAB10.1

v' Data in Motion: Prevents interception and alteration of data being
transmitted across the network, including via the radio access
network. Works through Multiple 1PSec VPN partners native to
devices. Verizon Wireless has created government-wide policies that
conform to the 1ISO 17799 and NIST standards for the protection of
customer and emptoyee information. Verizon Wireless has created
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operational standards that reflect these corporate polices and have
instituted a program to ensure adherence to the corporate policies.

The following reflects key corporate policies and guidelines:

v" Supporting Policies, Practices and Guidelines Confidential and
Proprietary Data Policy

- Dispaosition of Personal Computing Assets

- Database Standards

- Internet and Web Users

- Secure Socket Layer (SSL) Certificates

- Violation Reporting

o Electronic Mail/Instant Messaging Access &Usage

- Wireless Device Security

- PClLogging

- IT Support Center Data Privacy Practice
v" Network & Access

- Network Firewall Guidelines

- Desktop & Laptop Security

- Encryption Key Management

- Externally Hosted Internet Applications

- Wireless LAN

- VPN Security
v Authentication

- External / Extranet Supporting Practices

- Internal / Intranet Supporting Practices

- Third Party VPN/Extranet
21. Describe the overall network hardening for public safety services, and

approach to meeting NPSTC public safety grade standards. Including but
not limited to: battery backup, backup generator, redundant backhaul,etc.

Verizon's Response




The PSBCN solution will adhere to 3GPPstandardsand the National Public
Safety Telecommunications Council ("NPSTC's") network requirements
Defining Public Safety Grade Systems and Facilities report. We also
understand that deploying a network that meets public safety’s
recommendations is critical to enabling network services to withstand
hurricanes such as Harvey and Irma where 98% and 90% (respectively) of
Verizon's cell sites remained operational throughout the historic storms.

Strategy for Continued Service to Mobile Switching Centers

Mobile Switching Centers (MSC) are an important part of our national
wireless network, and we continue to add them to our network as we grow. We
have 137 MSCs strategically distributed across the country to meet the
needs of our customers. Our teams monitor the loading of the switching and
data systems to maintain an optimum capacity and service level. One goal of
this ts to reduce the impact of a disaster to any one MSC. Avaiiable capacity
in neighboring MSCs could be utilized in the event of a serious disaster.

In addition to redundancy in the equipment and circuitry, each MSC is
protected by automatic power backup systems, by automatic fire detection
and suppression systems, and by physical security systems and alarms. MSC
buildings have restricted access to prevent entry by unauthorized personnel.
The building structure itself is designed to provide protection for the systems
and services located inside.

In each MSC, network operations personnel routinely backup system data for
the switch itself and the peripheral systems. Automated backup routines are
supplemented with scheduled manual backup routines and off-site storage of
critical data.

A disaster recovery plan has been developed for each M5SC, which addresses
the recovery of the systems, services and personnel. These plans are updated
at least annually. Exercises are conducted at least annually to confirm that
these plans can be implemented as expected and to continually increase the
readiness of the network teams to respond ta an actual disaster. These
exercises focus on disasters that may impact us or our customers.

Strategy for Continued Service to Cell Sites

We have thousands of cell sites across our nationwide network to provide the
desired level of customer service, both in terms of capacity and quality of
service. Despite the large number of sites, the loss of a single cell site is still
a serious situation. We take extra precautions to protect and keep cell sites
operational.

Cell site operations are protected in many ways, including redundancy in the
equipment, automatic power backup systems, automatic fire detection
systems, and by physical security systems and alarms. Through arrangements




with our vendors, any major components of a cell site, up to and including the
building and tower, becomes an immediate priority restoration effort on the
part of both Verizon Wireless and our vendors.

Cell site equipment has sophisticated diagnostics that can instantly
determine if a problem occurs at the site. These diagnostic alarms are
transmitted to the MSC, which is monitored by regional field operations -
teams, and the NOC. Cell sites are outfitted with backup batteries, and inmost
cases backup generators in case of commercial power loss.

We maintain and utilize portable cell sites referred to as Cells-on-Wheels
{COWs) and Cell-on-Light- Trucks {COLTs), which are fully functional
generator-powered cell sites that can replace or enhance network coverage
and capacity in a given area. They can accommodate both voice and data
services, and can be used for emergency situations. For example, they can be
used to enhance communications between firefighters when they are fighting
a fire in a remote wilderness area. These portable cell sites are strategically
located throughout our network coverage areas and may be deployed to an
area that is affected by a weather-related or other disaster.

Backup power strategy for the wireless network

Verizon Wireless purchases power from electric companies for the day-to-
day power requirements of our network infrastructure. If commercial power
is lost, we have implemented backup power systems for all of the critical
equipment and infrastructure in our wireless network.

This is accomplished by installing large banks of backup batteries in our M5Cs
and Data Centers, and these are supported by permanent backup generators.
We have arrangements with our fuel suppliers to refill our fuel tanks as
needed, allowing our systems to operate until commercial power is restored.

The cell sites are also equipped with batteries, and most sites also have
permanent generators which turn-on automatically if commercial power is
lost. The company also owns a large supply of portable generators that can be
deployed to provide emergency power during extended power outages to
those cell sites without permanent generators.

Our MSC, Data Center, and cell site generators are tested regularly to ensure
that they are functioning properly. Both the batteries and generators are
regularly put through rigorous load tests to ensure that they can support the
needs of the network in the event of a commercial power disruption.

Circuit diversity strategy for the wireless network

Our wireless network is comprised of numerous components that are
connected wusing a mixture of fiber optic and high bandwidth
telecommunication circuits, We support many of our critical network
locations with diverse circuits, network technologies, and alternate local




telecom carriers. The impact of a severed fiber optic cable or a faulty data
circuit is minimized by this diversity in our telecommunications connectivity.

information Technology - Disaster Recovery Planning

The Information Technology (IT) team for Verizon Wireless manages the
technology that supports internal business functions. For example this
technology helps internal users respond to customer needs, streamline
internal and external communications, and automate many of our high volume
activities. Many of these technologies are integral to our daily operations.

Our IT Disaster Recovery team focuses its efforts on mission critical
applications and systems, many of which support customer transactions.
System engineers for these applications and their supporting technologies
emphasize redundancy, geographic diversity, and heightened security to
safeguard these systems from an unexpected interruption or disaster,

Data Center Strategy

Mission critical applications are maintained in a secure data center
environment. Our major data centers are protected by automatic fire
detection and suppression systems, and by physical security systems and
alarms. The data centers have strictly limited access to prevent entry by
unauthorized personnel. Only a small number of authorized employees are
permitted to access these data centers, and the buildings are monitored by
security guards and camera systems to provide a high level of protection to
the systems and services located there.

All data centers are backed up by both battery and permanent generator
systems which are designed to support the data center for extended
timeframes in the event commercial power is disrupted. These systems are
tested regularly to ensure that they will provide power when needed.

Data Backup Strategy

In each of the Data Centers that house mission critical applications, a
significant amount of resources are put into our data back-up and restoration
capabilities. Ensuring the availability and security of critical historic data is
part of daily operations, and our back-up procedures include internal and off-
site rotation of electronic files.

Backbone and Backhaul Network

A significant investment in high bandwidth connectivity is required to help
ensure that our 4G LTE core systems maintain connectivity to the cell sites
and our customers.

Verizon Wireless has continued to invest significantly in network capabilities
that permit-the continued growth-in voice and data usage from our customers:
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These capabilities include both physical and virtual diversity for our network
paths, continued deployment of fiber in the backbone and backhaut networks,
and ongoing deployment of nodes that reduce single points of failure in these
networks. We have also continued to expand our ownership of these network
assets nationally through our affiliate of XO Communications.

We also continue to design and deploy innovative portable solutions that
provide our personnel, first responders, and our customers with options that
extend wireless coverage into areas of need. Many of these solutions leverage
technologies ranging from lightweight suitcase-sized cell sites, to trailer-
based solutions, and Unmanned Aerial Vehicle {UAV) assets.

We invest billions of dollars in our network every year - more than $1 26 billion
since 2000. These investments include hardening our network from top to
bottom - from switching centers to cell sites. For example:

v" Our sub-zero switches are built in places like Minneapolis, where
snow and ice are the biggest weather threats to our faciiities.
Reinforced roofing, specialized entranceways, thicker insulation and
fiber buried to @ much deeper level are key characteristics in this
weather-fortified building. When ice melts, we have aqua dams, which,
when deployed extend 500 feet around the perimeter of a switch
location and when filled with water act as a barrier to flood waters to
protect the building.

v' Throughout Florida, an area known for hurricane activity, “Super
Switches” are built to withstand Category 5 hurricane winds. These
switch locations boast tilt wall block construction built of concrete
and rebar and - because of possible flooding - fiber enters the facility
in two distinct locations to ensure additional redundancy.
Additionally, because commercial power loss is often associated with
hurricanes and tropical storms, the Florida Super Switches have dual
on- site generators and HVAC systems. The switch facilities also
serve as emergency operation centers when hurricanes or other
emergencies arise.

v" Along the east coast, flooding is a significant issue when tropical
storms and hurricanes threaten. So Verizon has built cell towers on
stilts and elevated platforms. Base stations that house the majority
of a cell tower's equipment including its power, generators, cooling
systems and transport interface, are elevated from ground level so if
flood waters reach the tower, the equipment is safe, dry and able to
perform.

v Because earthquakes cause lateral and vertical movements, the
switch location in California is designed to withstand likely seismic
movement patterns. Steel frame walls, suspended ceilings and extra
bracing throughout for on-site generators, fire suppression agent



verizon

tanks and battery racks keep this building standing. Exterior
generators are integrally mounted to their fuel tanks to prevent
severance of buried lines and subsequent fuel spills.

v We own a fleet of portable emergency equipment that can be
deployed quickly to keep customers connected or restore damaged
connections as soon as possible.

v"In the heartland, tornados often threaten equipment that is stored
outdoors as most of Verizon's mobile equipment is. In Kansas,
however, mobile assets are safely stored 60 feet underground in a
20,000 square foot cave, which provides safe and convenient storage
for emergency assets including portable COWs, COLTs, HORSEs,
GOATs, RATs and CROWs.

Customer Service - Answering the call for operational resilience

Our customer service operations are designed to be resilient. The contact
centers are equipped to adapt to changes in customer call volumes, call types,
or other circumstances so that they meet service quality targets. Customers
are also provided with many different ways to interact with us. For example,
customers can gather information about their accounts using our website and
other self-service tools if these are most convenient for them.

Call Routing Between Multiple Locations

Our customer service team operates multiple contact centers (ocated across
the United States. Our teams can redirect calls between these locations to
provide the best service possible and to optimize the skills of our personnel.
This operational strategy is a valuable asset during times of crisis, since it
helps minimize the customer impact from a disaster that may affect one
tocation. For example, if one contact center needs to close due to a
threatening major storm in the area, that center can redirect its calls to an
alternate center in an unaffected part of the country. Our national operations
infrastructure is a benefit for our customers since it limits the likelihood that
any one event will cause a significant impact to our customer service
operations.

Contact Center Infrastructure

We pay particular attention to the design of our contact centers, not only to
make them a safe and enjoyable workplace for our employees, but also to
minimize the risk of a disruption. These efforts include special security access
to the building, including security guards, camera systems, and lighting
systems. The communications equipment is maintained in a secure and
environmentally controlled computer room, which is supported by both
backup batteries and generator power.

Service Restoration Activities



The Verizon Crisis Response Team {V-CRT) is a nationwide program
sponsored and managed by the National Government Sales & Operations
team. When a natural disaster or crisis occurs, V-CRT responds to government
and non-profit organization sand emergency management agencies that need
our assistance. V-CRT provides the following support in the event of a crisis:

v" Deployment of COW/COLT/crisis response vehicle
v" Back-up phone coverage

¥ Equipment/Network support

Y

Assistance with search and rescue initiatives
A live support line to request help 24/7

Best-in-class customer support

NN

Routing of requests to the Verizon Security Assistance Team
¥ One phone number (800-981-9558) to call in a crisis situation.

This process links together, for the first time, management of crisis situations
in one location for the entire Verizon wireless community. V-CRT aligns
network, operations, legal and sales - allowing us to react quickly to a crisis
situation. The benefits to our customers and to emergency management
agencies are tremendous.

Verizon Wireless Business Continuity and Disaster Recovery Program

The Verizon Wireless Business Continuity and Disaster Recovery Program
(BC/DRY) is just one part of our overall philosophy to provide high quality
services for our customers. Our nationwide wireless network is at the core of
our husiness, and we have invested more than $126 billion since the company
was formed - averaging over $6 billion every year - to increase coverage and
capacity and to add new services.

Our Business Continuity and Disaster Recovery (BC/DR) program team is
responsible for minimizing the impact of a disruption to our customers,
employees, infrastructure, and business operations. We accomplish this
objective by focusing on the following activities:

v ldentify critical functions, infrastructure and risks;

v" Implement strategies to minimize the risk of a disruption;

v" Develop Business Continuity and Disaster Recovery plans, and Crisis
Management Teams to recover operations in the event of a
disruption;
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v" Maintain BC/DR plans, with updates completed at least annually;
v Test our plans, at least annually, to validate our response capabilities.

We continue to refine our response and recovery capabilities due to the
increasing variety of services we provide and the ever-changing level of
potential threats to these services.

The cross-functionat Crisis Management Teams in place across our national
footprint enhance coordination and response activities during crisis events.
These teams provide a command-and-control structure that allows
management to gather and report information about crisis events, for the
teams to escalate decision-making as needed, and to facilitate resource
allocation.

BC/DR activities are visible across all major aspects of our company. We have
developed numerous plans to recover critical functions. Business functions
have implemented strategies and procedures that not only support routine
operations, but also help the function continue to operate in the event of a
disaster. Robust operational strategies are at the core of our ability to
provide reliable and resilient services.

22.Does the vendor have the ability to augment coverage/capacity with
deployable assets during events/disasters?

Verizon's Response
Deployment of Deployable

Verizon maintains deployable to improve capacity at large gatherings and
special events. They are also utilized to quickly improve coverage and
capacity when natural disasters or other unplanned events interrupt wireless
service Verizon’s local operations team can deploy any of our emergency
portable assets including COWs and COLTs. All portable assets are owned and
maintained by Verizon Wireless.

Estimated duration deployment of a COW, COLT, and SPOT:

v" Satellite connection - within 8-16 hours; based on capacity and
Satellite connection

v" Without interconnect - 24-48 hours
v" With Interconnect - 8-16 hours

v" SPOT- 4-8 hours/based on capacity and Satellite connection

v~ Allhave to support E911 before they can be turned up




23.How would public safety or other government agency requests for those
deployable assets be prioritized over public network services in an emergency
or disastersituation?

Verizon's Respanse

Our customer care teams waork closely to monitor service levels, and the need
toredirect calls to an alternate contact center. We have documented many of
these routing patterns in our recovery plans to streamline our ability to
activate the technology in the event of an interruption, and to send calls to the
teams that are best equipped to help the customer,

Being crisis-ready is paramount to Verizon, and we are committed to
supporting those who need us most when they need us most. During an
emergency, first responders rely on wireless service more than ever to
coordinate efforts in the face of fires, floods, snow and wind storms,
earthquakes, tornados, or hurricanes.

24. Does the vendor support local agencies purchasing their own cellular equipment

to'turn up’ additional capacity when/where needed.

Verizon's Response

Yes. Verizon offers the Mobile Connectivity Trailer - a towable deployable
asset that can be managed and deployed directly by the customer. This allows
the customer to maintain control over the timing and deployment decision for
these network assets.

User Classification, Authorization and Onboarding

25. Detail classes of user priority defined and procedures required in applying

for and initiating public safety priority service for a user as well as the
mechanism for device provisioning and management in both day-to-day
operations and during critical incidents.

Verizon's Response

Device Provisioning

v Verizon utilizes the latest technology and partners with various
vendors fo streamline the migration process and minimize the impact
toendusers

- If porting from another carrier, there may be a brief lapse of
service while the conversion is taking place.

v Verizon has experience working with all major equipment
manufacturers, their mobite enroliment programs and various Mobile




Device Management (MDM} solutions to leverage semi-automated
provisioning capabilities (a separate cost may be associated).

v’ Most enterprise data should automatically restore from the
customer’s servers on Smartphone

- Voicemail configuration and restoration will be dependent on the
customer’s device and operating system selection. Porting
device will establish a new voicematl system

v" End users should be instructed to backup personal data that is not
captured on the customer's servers prior to rollout; which can
significantly reduce the overall transition time

Customer Involvement

¥ Partner with Verizon during the project planning phase to solidify
overall project execution

v Approve / submit reconcile orders for onsite and direct ship device
requests

v" Partner with Verizon to create and solidify master rollout schedule

v Employee Communications: Verizon partners with the customer to
ensure employee communications cover all pertinent conversion
criteria

- On-site Transitions - Customer manages scheduling end users for
device pickup dates and times

- Direct Ship - Customer communicates estimated delivery date to
all remote end users

26. Describe the process for a user to use his/her personal mobile device to
access the public safety network services if required.

Verizon's Response

Verizon offers tools to our public safety customers to manage their Bring
Your Own Devices (BYQOD) devices today through tse of the public safety
private core network.

27. Confirm your ability to activate equipment and priority data/video services
within 24 hours after requestin the event of a State of Disaster/Emergency.

Verizon's Response

Provided the customer has met all of the requirements to receive Mobile
Broadband Priority Service, Verizon is able to activate equipment and Mobile




Broadband Priority Service within 24 hours after request in the event of a
State of Disaster/Emergency.
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NASPO ValuePoint Wireless Data, Voice and Accessories
Product Add Request

DATE:

ATTN: Chris Jennings
NASPO ValuePoint Contract Administrator

RE: NASPO ValuePoint Master Service Agreement # (the “"Contract”) with (“Contractor™)
Dear Mr. Jennings:
Action Requested:

Contractor requests to add the product(s) and/or service(s) referenced in this document (collectively, the
“Products™} to the Contract.

Action Log: Verify Log is aftached

PRODUCTS:
PRODUCT OVERVIEW:

Provide a summary of the product you are requesting to add. Attach any product brief {o this
document.

Describe how the product falls with the Scope of the Master Agreement:

NEW PRODUCT TERMS AND CONDITIONS. Attach any Terms and Conditions that apply to this product
(such as ULA, Policy, Product Terms and Conditions). Any and all Products offered and furnished shall
comply fully with all applicable Federal and State laws and regulations. Any third-party product provider
must agree to the Master Agreement Terms and Conditions.

MA152-1 Attachment M
Page 1 0of3



NASPO

NASPO ValuePoint Wireless Data, Voice and Accessories
Product Add Request

BILLING

Any Product added to the NASPO ValuePoint Master Agreement must be billed by the Master
Agreement Contractor and not by any third party.

COST:

Include a cost matrix to inciude NASPO ValuePoint contract pricing.

MA152-1 Attachment M
Page 2 of 3
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Valuel

NASPO ValuePoint Wireless Data, Voice and Accessories
Product Add Request

APPROVAL:

Upon signature, NASPO VaiuePoint approves the addition of the product(s) and/or service(s) referenced
herein o the Contract.

Upon signature, Contractor assures that all product(s) and/or service(s) referenced herein meet the terms
and conditions of the Contract and understands that NASPO ValuePoint reserves the right to audit
Contractor for compliance in accordance with the terms and conditions of the Contract. NASPO ValuePoint
also reserves the right (a) to request additional information with respect to the product(s) and/or service(s)
throughout the life of the Contract if in the best interest of NASPO ValuePoint.

Contract Vendor:

BY:

NAME:

TITLE:

DATE:

NASPO ValuePoint

BY:

NAME:

TITLE:

DATE:

MA152-1 Attachment M
Page 30of3
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NASPO ValuePoint Wireless Data, Voice and Accessories
Product Add Request

ACTION LOG
Submit updated Action Log with each Request. Log must provide history of previous requesis.

CONTRACT VENDOR:

Contact Name and Email (for questions):

DATE:
DATE ACTION REQUESTED: DATE
SUBMITTED APPROVED

MA152-1 Attachment N New Product Request Log
Page 1 of 1
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Utah Solicitation Number # CJ18012
Wireless Data, Voice, and Accessories
Attachment S

A. Purchasing entities are concerned about the security and privacy of information and data
related to the performance of this contract. The type of data and information transmitted,
stored and processed by the products and services will vary based on the purchasing
entities requirements. As a result, it is not possible to establish a single set of of security
requirements all products and services awarded under this contract must meet. Each
purchasing entity purchasing from this contract will determine which products and
services have the appropriate cyber security and data controls in place to meet their
specific needs. To assist public entities each offeror must submit a Security Disclosure
Statement with their proposal.

Verizon Response
Acknowledged.

B. To qualify for any award under this contract, the Offeror must submit a Security
Disclosure Statement addressing all of the elements listed below.

I Inresponding, Offeror must address not only the security mechanisms used by the
bidder and its direct subsidiaries, but any partners, subcontractors or other 3rd
parties who would be involved in implementing, operating, or in any way coming
into contact with the service.

Verizon Response
Acknowledged.

If. By signature of the proposal submitted in response to this RFP, the offeror
represents and warrants the accuracy and currency of the information submitted
in response to the Security Disclosure Statement as listed in paragraph C of this
attachment.

Verizon Response
Acknowledged.
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C. Security Disclosure Statement information required, Offeror shall describe all policies,
procedures, measures, methods, certifications and standards the offered product and/or
service has in place to protect the purchasing entities security and privacy of information
and data involved in the performance of this contract for each numbered statement
below. Description responses shall also include;

f.  If for the specific product or service offered, the numbered security statement is
not appropriate because it does not as a matter of accepted security practice
relate to the product or service offered, the offeror shall indicate in a statement
that it is not applicable and briefly explain why.

Verizon Response
Acknowledged. Verizon maintains the CPI-810 Corporate Security Policy Instruction manual
which is based and aligned with the National Institute of Standards and Technology (NIST)
Cyber Security Framework (CSF), and other standards. [n addition, individual business units

may maintain supplemental security requirements in accordance with the instructions set
forth in the CPI-810.

Il If the specific product or service offered does not comply with the the numbered
statement, the offer shall indicate, “does not comply”.

Varizon Response
Acknowledged.

1) Methods and measures taken to hold, protect, and dispose of data during
and following completion of any contract services. Include how access to a
Purchasing Entity's user accounts or data will not be allowed, except in the
course of data center operations, response to service or technical issues,
as required by the express terms of the Master Agreement, the applicable
Participating Addendum, and/or the applicable Service Level Agreement.

Verizon Response

Verizon integrates the principles of duty segregation into processes where there is potential
for fraud or the risk of accidental or deliberate misuse of privileges. In those instances where
sufficient segregation of duties is not possible or practical, other controls are put in place
such as management oversight, monitoring of activities, logs, audit trails, etc. The underlying
principle is to separate the initiation of an action from the authorization of that action.
Additionally, Verizon utilizes the Principle of Least Privilege in which a user is granted the
minimum level of access to perform actions necessary for the job function.




2) Security measures to secure and protect the confidentiality of
information and data that is obtained, created, stored, transmitted,
processed or otherwise held or managed by the product or service during
the performance of all work related to performance of this contract.
Include all data confidentiality standards and practices that prevent the
exposure to unauthorized personnel, but also managing and reviewing
access that administrators have to stored data.

Verizon Response

See answer above. Additionally, Logical access control policies are defined, documented and
managed to ensure that only authorized personne! have access to critical business
applications and systems based on position and job requirements. User access on Information
Resaurces are reviewed by a Responsible Party at least once every twelve {12) months and
privileged IDs are reviewed at least once every three (3) months to ensure they are still
required and that all Users that utilize them are authorized.

3) Data encryption methods and standards in place to encrypt data at rest
and in transit. This includes but is not limited to, encryption standards
employed to protect data in transit over either wired or wireless {e.g.
celiular, Wi-Fi, or other), and how that might change over the [ife of the
contract.

Verizon Response

Verizon's Policies, Standards and Practices address the encryption requirements for
sensitive data during transmission and while in storage, to include encryption technology
specifications and minimum key length requirements. Verizon business units are required to
develop policies, practices and instructions for use of cryptographic systems and techniques
which must consider Verizon classification requirements and a process for key management,
including revocaticn and recovery of encrypted information in the case of lost, compromised
or damaged keys. Verizon uses industry standard, commercial grade strong encryption for
message confidentiality, authentication, and non-repudiation.

4) Measures to protect Information about the cost, type, quantity and
location of state communications facilities, system assets, plans,
procedures, contract information, billing information and other
information identified as sensitive by the purchasing entity related to the
performance of all work under this contract.

VYerizon Response

Verizon's asset management program utilizes discovery tools and core physical asset
information to facilitate the lifecycle management of IT computer and data center assets.
Classifications and associated labels are assigned to information and information processes
by Information Resource Custodians in accordance with the need for confidentiality, integrity
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and availability of the particular data and the security risk to Verizon should the information
be compromised, corrupted, lost or destroyed, or the service rendered inoperable or misused.

5) Risk and policy management and enforcement measures in place to
protect the security of physical assets and information.

Verizon Response
Verizon's Risk Management teams identify potential risks, including a wide variety of hazards
or threats to infrastructure or business operations, and analyzes the business impact in order
to determine the potential for interruption of critical processes, or the viclation of internal
security policies or controls. Once arisk is identified, Verizon develops an operational plan to
respond to, assign responsibility for, and resolve risks identified in the risk assessment, tests
the plans and incorporates lessons learned.

6) How distributed access is controlled and managed across IT assets,
including data, applications, networks and platforms within the solution.

Verizon Response
Access to IT assets including data, applications, networks and platforms is centralized with
work flow approval process.

7) Security management in place to secure data and applications, including
threats from outside the service center as well as other custemers co-
located within the same service center.

Verizon Response
Verizon utilizes access control lists on edge routers. Customer facing servers are located in
the Demilitarized Zone (DMZ). Secure routers and firewalls separate the Internet and DMZ,
and additional secure routers and firewalls separate the Verizon internal network from the
DMZ. Verizon uses standard protocols that are compatible with industry standard access
control mechanisms.

8) Describe the logging process including:
a. Thetypes of services and devices logged,

Verizon Response
Verizon systems are required to provide logging of any event that may indicate a system
compromise, denial-of-service, or other security violation. System monitoring must be
capable of immediately notifying an administrator when pre-determined event thresholds are
exceeded. If audit records cannot be recorded, the system must be configured to generate an
alarm (i.e., pager, email, etc.) to the security or other authorized administrator.
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b. The event types logged, and

Verizon Response
Verizon systems are required to provide logging of any event that may indicate a system
compromise, denial-of-service, or other security violation. System monitoring must be
capable of immediately notifying an administrator when pre-determined event thresholds are
exceeded. If audit records cannot be recorded, the system must be configured to generate an
alarm (i.e., pager, email, etc.) to the security or other authorized administrator.

¢. The information fields will be made available to the authorized
Purchasing Entity if requested in their PA after award of the master
agreement.,

Verizon Response
Audit logs are confidential and not shared externally.

9) Describe the security Technical Reference Architectures

Verizon Response
Verizon firewalls, gateways, routers and Intrusion Detection Systems {IDS) restrict, control
and monitor access into and within its network, sub-networks and the systems within its
global network. Depending on the architecture, remote access authorization is managed
through authentication protocols.

10) Describe security procedures (background checks, foot printing logging,
etc.) which are in place regarding Offerors employees who have access to
sensitive data.

Verizon Response
All prospective employees are investigated and subjected to a background check, including
criminal and Social Security background checks, as part of the hiring process to determine
whether they merit employment in the positions for which they applied. Additionally, all
employees are covered by our Code of Canduct, which can be provided for your review upon
request. Please note that the Code is available on our external website at:
htips://www.verizon.com/about/our-company/code-conduct

11) Provide an itemized list of all cyber security standards and, security
certifications in place that the products and service offered comply with
to ensure appropriate controls and data confidentiality are in place, as well
as those in process at time of response. Specifically include HIPAA, FERPA,
CJIS Security Policy, PCl Data Security Standards (DSS), IRS Publication
1075, FISMA, NIST 800-53, NIST SP 800- 171, FIPS 200 and FedRAMP
(Moderate, High) if they apply. Include detailed response on how security




standards and certifications will be maintained and updated to meet best
practices for maintenance and operations.

Verizon Rasponse

There are no certificates for wireless services, However, Verizon has implemented and
enforced documented policies, standards and practices intended to protect the
confidentiality, integrity, availability and non-repudiation of that information. Additionally,
Verizon also employs a sizable Internal Audit function, whose mission includes continual
assessment of Verizon controls and processes, in order to facilitate ongoing impraovement in
those areas, and to memorialize findings from those Audits in reports which are
communicated up to and including Verizon’s Board of Directors. Internal audit reports are
generally considered confidential and proprietary to Verizon and are available to Verizon
employees only on a need-to-know basis.

12) Provide a detailed list of all third-party attestations, security
credentials and certifications, and reports relating to data security,
integrity, and other controls in place.

Verizon Response

In order to provide competitive services Verizon may employ subcontractors. Verizon's
subcontractor agreements include requirements to abide by Verizon Security Policies and are
protected under non-disclosure agreements. Product/Service team would need to comment
if any Third Parties will even be used for these services.

Verizon uses AWS for infrastructure and they comply with many of infrastructure related
security measures.

Inaddition, Verizon has its own internal security measures that all products must comply prior
to launch. These measures are based off of NIST CSF & NIST 800-53.
https://aws.amazon.com/compliance/pci-dss-level-1-fags/

13) NiST Cybersecurity Framework, Aprit 16, 2018Version 1.1
https://doi.org/10.6028/NIST.CSWP.04162018: Describe how the
offeror is prepared to utilize the NIST Cybersecurity Framework for
Turnkey Internet of Things, Other Turnkey Wireless, Applications and
Services (Category 3) and Wireless Transport Options {Category 4} as may
be implemented by the Purchasing Entity, which may include, but is not
limited to:

a. Convey the purchasing entities’ cyber security requirements,

Verizon Respense

Verizon maintains the CPI-810 Corporate Security Policy Instruction manual which is
based and aligned with the National Institute of Standards and Technology (NIST) Cyber
Security Framework {CSF), and other standards. I addition, individual business units may




maintain supplemental security requirements in accordance with the instructions set
forth in the CPI-810.

h. ldentify Functions, Categories, Subcategories, and Informative
References that describe specific cybersecurity activities will
provide in the Offerors’s system, products or services under
contract with the Purchasing Entity,

Verizon Response

Verizon has an enterprise incident response, business continuity, and disaster recovery
capability for responding to known or suspected security attacks, threats, or hazards to its
network and information infrastructure. Formal reporting and incident response procedures
are documented, implemented, and periodically tested. Verizon's Incident Response
Operations organization is responsible for 24x7x365 security threat alarm monitoring and
response, and security event response and management. The organization's process and
procedures are formally documented and tested at least annually.

c. Communicate cyber security requirements through Cyber Supply
Chain Risk Management (SCRM}, and

Verizon Response
See above answer.
d. Other cybersecurity risk management activities of Offeror's
system, products or services under contract with the purchasing
entity.

Verizon Response
See above answer.

14) NIST Cybersecurity Framework, Table 2 Framework Core: For each
subcategory of the all 15 Categories of the NIST Cybersecurity
Framework, list the specific standards and certifications, the products or
services offered comply with at the time or your proposal. Categories
Include:

a. Asset Management (ID.AM): The data, personnel, devices, systems,
and facilities that enable the organization to achieve business
purposes are identified and managed consistent with their relative
importance to organizational objectives and the organization’s risk
strategy.

Verizon Response
Verizon maintains the CPI-810 Corporate Security Policy Instruction manual which is based
and aligned with the National Institute of Standards and Technology {NIST) Cyber Security
Framework {CSF), and other standards. In addition, individual business units may maintain
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supplemental security requirements in accordance with the instructions set forth in the CPI-
810.
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Verizon Response
Yes.

Verizon Response

Business Environment (ID.BE): The organization's mission,
objectives, stakeholders, and activities are understood and
prioritized; this information is used to inform cybersecurity roles,
responsibilities, and risk management decisions.

Governance {ID.GV): The policies, procedures, and processes to
manage and monitor the organization's regulatory, legal, risk,
environmental, and operational requirements are understood and
inform the management of cybersecurity risk.

The CP1-810 practices and procedures have been updated to align with the National Institute
of Standards and Technology (NI1ST) Cyber Security Framewark, These documents describe
the minimum baseline required to secure Verizon's information resources. This instruction
applies to individual behaviors and business processes, as well as to our infrastructure and
its supporting systems and applications.

Verizon Response
Yes.

Verizon Response
Yes.

d.

Risk Assessment {ID.RA): The organization understands the
cybersecurity risk to organizational operations (including mission,
functions, image, or reputation), organizational assets, and
individuals.

Risk Management Strategy (ID.RM}): The organization’s priorities,
constraints, risk tolerances, and assumptions are established and
used to support operational risk decisions.
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Verizon Response

Supply Chain Risk Management (ID.SC}: The organization’s
priorities, constraints, risk tolerances, and assumptions are
established and used to support risk decisions associated with
managing supply chain risk. The organization has established and
tmplemented the processes to identify, assess and manage supply
chain risks.

Third party service providers are regulary monitored for security and privacy compliance via
the SOC and HIPAA risk assessment and compliance processes. Third party vendors must
also comply with Verizon internal security policies; reviewed as a pre-requisite to production
implementation and on-going, annually.

g.

Verizon Response
Yes.

Verizon Response

Identity Management, Authentication and Access Control (PR.AC):
Access to physical and logical assets and associated facilities is
fimited to authorized users, processes, and devices, and is managed
consistent with the assessed risk of unauthorized access to
authorized activities and transactions.

Awareness and Training (PR.AT): The organization’s personnel and
partners are pravided cybersecurity awareness education and are
trained to perform their cybersecurity related duties and
responsibilities consistent with related policies, procedures, and
agreements.

Security awareness training is mandatory and conducted by Corporate Security throughout
Company structure with topics discussed but not limited to: protection of proprietary
information; classification and handling of information/materials; business ethics; high risk
situations; disaster prevention; password security; health and safety; etc. This training is
reinforced by security awareness articles and bulletins on current issues,

i

Verizon Response
Yes.

Data Security (PR.DS): Information and records {data} are managed
consistent with the organization's risk strategy to protect the
confidentiality, integrity, and availability of information,

Information Protection Processes and Procedures (PR.IP): Security
policies (that address purpose, scope, roles, responsibilities,
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management commitment, and coordination among organizational
entities), processes, and procedures are maintained and used to
manage protection of information systems and assets.

Verizon Response
Yes.

k. Maintenance {PR.MA): Maintenance and repairs of industrial
control and information system components are performed
consistent with policies and procedures.

Verizon Hesponse
Procedures are clearly documented to ensure that maintenance access is only accessible by
arrangement between the manager of the computer service and the hardware/software
support personnel requiring access. One-time password mechanisms or two-factor
authentication are required for external or remote network access and access to critical
data.

| Protective Technology {PR.PT): Technical security solutions are
managed to ensure the security and resilience of systems and
assets, consistent with related policies, procedures, and
agreements.

Verizon Response
Yes.

m. Anomalies and Events (DE.AE): Anomalous activity is detected and
the potential impact of events is understood.

Verizon Response
Yes.

n. Security Continuous Menitoring (DE.CM): The information system
and assets are monitored to identify cybersecurity events and
verify the effectiveness of protective measures.

Verizon Response
Verizon has taken extraordinary measures to ensure the security and privacy of our
networks-from teams of cyber-security employees monitoring our networks around the
clock to completing a comprehensive update of our privacy policy.




Verizon Response
Yes.

Verizon Response
Yes.

Verizon Respense

Detection Processes (DE.DP): Detection processes and procedures
are maintained and tested to ensure awareness of anomalous
events.

Response Planning (RS.RP): Response processes and procedures
are executed and maintained, to ensure response to detected
cybersecurity incidents.

Communications (RS.CO): Response activities are coordinated with
internal and external stakeholders {e.g. external support from law
enforcement agencies).

Verizon has established processes to identify, track and determine applicable legal and
regulatory information security and privacy regulations as defined and implemented by
externai governing bodies {e.g. international, Federal, state and tocal governments).

Verizon Response
Yes,

Verizon Response
Yes.

Verizon Response
Yes.

Analysis {RS.AN): Analysis is conducted to ensure effective
response and support recovery activities.

Mitigation (RS.MI): Activities are performed to prevent expansion
of an event, mitigate its effects, and resolve the incident.

improvements (RS.IM): Organizational response activities are
improved by incorporating lessons learned from current and
previous detection/response activities.




u. Recovery Planning (RC.RP): Recovery processes and procedures
are executed and maintained to ensure restoration of systems or
assets affected by cybersecurity incidents.

Verizen Response
Yes.

v. Improvements (RC.IM}: Recovery planning and processes are
improved by incorporating lessons learned into future activities.

Verizon Response
Yes.

w. Communications (RC.CO): Restoration activities are coordinated
with internal and external parties (e.g. coordinating centers,
Internet Service Providers, owners of attacking systems, victims,
other CSIRTs, and vendors).

Verizon Response
Yes.

15) Describe the data breach/incident policies and procedures regarding
notification ta both the purchasing entity of a security incident and/or data
breach, as defined in this RFP, and the mitigation of such a breach. Include
how proposer will work with Purchasing Entities before, during, and after a
Security Incident and a Data Breach. Include information such as:

a. Personnel who will be involved at various stages, include detail on
how the Contract Manager will be involved;

Verizan Response
Customer notifications are contract-specific and may vary based on geographic location and
jurisdiction {e.g. U.S. State requirements vs. EU notification requirements). Please consult
with your Account Representative for customer-specific procedures relating to breach
notification.

b. Response times;

Verizon Response
See above answer.

¢. Incident levels;

Verizon Response
See above answer.
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d. Processes and timelines;

Verizon Response
See above answer.

e. Methods of communication and assistance; and

Verizon Response
Verizan will use commercially reasonable efforts to promptly notify the customer and assist

them in investigating and assessing the extent and nature of the unauthorized disclosure.
Notification is made based on statutory or contractual requirements.

f.  Other information vital to understanding the service you provide.

Verizon Response
See above answer

g. Provider should take into consideration that Purchasing Entities
may have different notification requirements based on applicable
laws and the categorization type of the data being processed or
stored.

Verizon Response
Acknowledged.

16} Describe the method for compliance with all applicable laws related to
data privacy and security including state Security Breach Notification
Laws dealing with personally identifiable information (Pll}. Describe any
legal obligations related to security the offeror will meet aver the life of
the contract and describe how offeror will report changes to these
obligations to the public entity.

Verizon Response

Verizon's policies on the use and disclosure of customer data are set forth in Verizon’s
privacy policy, the terms and conditions of products and services, and its customer
agreements. Under federal law and some state laws, customer has the right, and Verizon the
duty, to protect the confidentiality of Customer Data that also is customer proprietary
network information {*CPNI"). Verizon’s use and disclosure of CPNJ, as that term is or may
hereinafter be defined in Section 222 of the Communications Act of 1934, as amended (the
"Act”), shall be governed solely by, and undertaken strictly in accordance with, applicable law
including without limitation the Act..
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D. Any Turnkey Internet of Things, Other Turnkey Wireless system that incorporates SaaS,
laaS or PaaS or other cloud computing element shall complete, provide, and maintain a
completed CSA STAR Registry Self-Assessment for that element. 2 <
https://cloudsecurityalliance.org/star/self-assessment/# overview, Offeror must either
submit a completed Consensus Assessments Initiative Questionnaire {CAIQ), or submit a
report documenting compliance with Cloud Controls Matrix {CCM) that the CAIQ is based
on for the element that cloud based.

Verizon Response

Verizon has its own internal security policies that all products must comply prior to launch.
These policies are based off of NIST CSF & NIST 800-53.

Verizon leverages on existing AWS compliance, certifications, and best practices when it
deploys the platform on AWS Cloud Infrastructure and when it uses AWS Managed Services.

AWS Cloud Infrastructure compliance programs:
https://aws.amazan.com/compliance/programs/.




Solicitation # Cj18012
Wireless Data, Voice, and Accessories RFP
Attachment V
Category 3 Subcategory Definitions

item | Application Definition

A | Fleet Management | Aliows the management of tasks associated with managing a fleet of vehicles through

the use of telematics or remote sensing devices.

B Mobile Device Mobile device management/enterprise mobility management (MDM/EMM) are
Management solutions IT organizations use to manage and support end users’ mobile devices,
/Enterprise applications and data, and to enforce enterprise security policies.

Mohility
Management
{MDM/EMM)

C | Mobile Network-based solutions that allow the integration of a user’s mobile device and
Integration/Mobile | 3 desk phone, and provide a number of other business-oriented features.
Subst.itution As a minimum, solutions meeting this criteria will provide:

Solutions » Single Number Reach or the ability for a user to be reached at a single
business telephone number.

* (alls to that single telephone number would ring at both the user’s desk
phone or mobile device either through simultanecus and/or sequential
ringing.

+ Single Voicemail Box for calls to that single business number.

D | Workforce Workforce management solutions are systems that organizations use to manage
Management personnel who are mobile or regularly operate outside of a fixed office or wark

location. Functions typically include supervisory monitoring, time and attendance
tracking, enforcing pay/workforce rules, scheduling, planning , task management,
capacity planning, budgeting, forecasting, and other related functions

E Field Service Systems that support the management of field service operations typically managing
Management service orders, dispatching technicians, work planning, route optimization, time

recording, maintenance data collection/analysis and other related functions.




Mobile Data
Collection/Mebile
Forms

A solution(s) that allow mobile users with cellular-equipped tablets or smartphones to
collect data and possibly other information (2.g. pictures, videos, audio notes, locations,
etc.}, which is then sent over the cellular network to a cloud storage facility from which
it can be accessed or downloaded by the customar,

Traffic Systems implemented by local governments to manage the flow of vehicle and
Management and | potentially pedestrian traffic to reduce congestion, improve efficiency, reduce energy
Intelligent waste, improve safety and optimize road utilization.

Transport Systems

(iT)

Public Safety Any system that would be used by public safety organizations {2.g. Police, Fire, EMS,
Systems etc.) in executing their duties. Those functions might include multimadal

communications, locating resources, managing responses, routing and dispatching,
building and site inteiligence, ongoing monitoring and detection systems, and other
related functions.

loT Management

Sotutions to monitor, manage and maintain networks of Internet of Things (loT) devices.
Functions might include maintaining inventory, monitoring health/performance,
measuring utilization, security maintenance, diagnostics and troubleshooting,
downloading software/firmware updates, executing remote commands (e.g. turn
off/on, reboot, etc.}, logsing/reporting, and other related functions.

Enterprise
Messaging

A messaging solution offered as an alternative to traditional SMS/MMS and offering
enterprise-grade security, archiving, and retrieval geared for the messaging
reguirements of organizations with stringent security requirements,

Secure LAN Access

A cellular wireless service providing a secure end-to-end virtual private network (VPN)
iype connection between a mobile device and to the customer’s local area network
{LAN].
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Attachment W
Wireless Data, Voice and Accessories

Offeror Submission Sheet

Offeror Name: Cellco Partnership d/b/fa Verizon Wireless

Instructions: Please indicate below which categories of award apply to your proposal, Offerors may propose by
state if desired in lieu of a National Award for Categories 3 and 4 {Regional). If Regional award is desired please
indicate so on this attachment. Organizing your proposal so that each category of award is addressed separately

would be preferable.

Category 1: Wireless Voice and Data

_Category 2: Wireless Accessones and Eqmpment e

>

'Category 3 Tumkey Wtreless Solutlons (Check this if.any
subcategorles below)

>

Category 3: Subcategory A: Fleet Management

Category 3: Subcategory B: Mobile Device Management/Enterprise
Mobility (MDM/EMM)

Category 3: Subcategory C: Mobile Integration/Mobile Substitution
Solutions

Category 3: Subcategory D: Workforce Management

Category 3: Subcategory E: Field Service Management

Category 3: Subcategory F: Mobile Data Collection/Mobile Forms

A I { A

Category 3: Subcategory G: Traffic Management and Intelligent
Transport Systems (ITS)

»

Category 3: Subcategory H: Snow and lce Removal Route Management

Category 3: Subcategory I: Public Safety Systems

Category 3: Subcategory J: 10T Management

Category 3: Subcategory K: Energy Conservation/Management

Category 3: Subcategory L: Building and Facilities Automation

Category 3: Subcategory M: Enterprise Messaging

Category 3: Subcategory N: Secure LAN Access

_Category 4: Alternate Data Transport

X
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